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**Abstract**

Electronic Mail (E-mail) has established a significant place in information user’s life. Mails are used as a major and important mode of information sharing because emails are faster and effective way of communication. Spam comes in email through unsolicited messages sent over the Internet.

Email Message Filtering (EMF) is the process which is used in order to classify the emails into various categories on the basis of their content.
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