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**Technical Skills**

**Programming Skills**: Python, C Programming, Data Structures, Machine Learning, JAVA

**Tools & Framework**: Tableau, Docker, Portswigger, Kali linux

**Other Skills**: Data Analysis, Presentation Skills

**Projects**

**HTTP Header Attack Using BURPSUITE:**

* Created a HTTP header attack using Burpsuite penetration testing tool which is developed by Portswigger
* Through this software tool turned the http address of facebook into Instagram and made the attack complete
* With this used facebook but still the https address was still instagram

**PHISHING Attack using KALI Linux:**

* **Phishing attack basically a type of social engineering attack used to steal sensitive information from victims database.**
* **Through using Kali linux (A OS used for secure and cyber purposes) and with the help of git lab source code generated by Kasroudra created a program to steal information of login credentials of many websites from victims by providing him a link to login through it.**
* **It was success but it was approach and attack type of threat so 4 in 10 victims would do it others refuse which maded the attack go in vain.**
* **Still got the login credentials of Instagram, facebook, twitter, etc of friends**
* **Basically it was for education purpose**

**Certifications**

* **Python for Everybody.**
* **Cyber Security and Applied Ethical Hacking (via Infosys Springboard)**
* **Cyber Security and Hacker Tactics Awarness (via Infosys Spring board)**

**Extra-Curricular Activity\***

* **Chess**
* **Creating Animations**

**Education**

**Govt Polytechnic Harihar 2022-2025**

*Diploma in Computer Science CGPA: 9.5 / 10*

**Govt. Bapuji School & College Harihara 2022**

*Class X Percentage:84.32%*