文 / 巴九灵（微信公众号：吴晓波频道）

12月12日00:00，“通信行程卡”微信公众号宣布，12月13日0时起，通信行程卡服务正式下线。

有人疯狂点赞：

有人截图留念：

也有人转头望向健康码，问：你什么时候下线？

自“新十条”发布以来，健康码的使用场景急剧收窄。

跨地区流动，不再查验健康码。进入商场超市，乘坐公交地铁，也不再查验健康码。

你有没有类似经历？走进小区门口，习惯性打开健康码，和保安四目相对，又默默把手机收回。

大家都不太习惯。毕竟，从2020年2月健康码上线至今，扫码、亮码几乎成为我们生活的一部分。

上线第一年，仅是腾讯防疫健康码，累计访问量就超过650亿次。此后两年，这个数字只多不少。

渝康码、粤康码、苏康码、随申码、北京健康宝……各有一套，红码、黄码、绿码、灰码、橙码、蓝码、弹窗……层出不穷。

所谓非常时期，需要非常手段。民众让渡了巨大的隐私权，支持疫情防控工作。换来的却是一些地方政府，滥用健康码作为电子脚镣。

今年6月，1317名村镇银行储户被河南健康码赋红码，其中一些人是到郑州维权，更多人甚至没有到访郑州。

今年11月，云南曲靖17万人被赋黄码，当地12345回应，需5天5检阴性后转绿。

紧急权力，易放难收。

如今防疫政策优化调整了，我们该和健康码说再见吗？各地政府舍得收回这么好用的工具吗？或者，健康码有可能合规化、常态化，成为一项便民而非扰民的互联网基础设施吗？

我们请教了一些大头，来看看他们的观点。

随着疫情防控的结束，原来处于管控目的的健康码、行程卡、场所码等，都应该退出了。

疫情防控期间属于紧急状态，个人出于公共防疫利益，可以让渡部分个人隐私，但防疫结束后就没有理由再继续追踪公众的个人行踪数据，此前留存的数据也应该销毁或封存。

与此同时，过去几年中，政府在推行健康码的过程中搭建的数据架构和技术基础设施，也没有必要完全废弃。

而且公众也在使用健康码的过程中提升了应用数字化工具的能力，尤其那些不熟悉智能手机的老年人，也大多已经学会了基本操作。

因此，在以上这两个基础之上，健康码可以变身，从原来的“管控”转向“服务”。

比如，它首先可以用在医疗领域，作为一种个人身份凭证，方便大家预约、挂号、付费、取药等。

也可以转向医疗之外的公共服务领域，比如用作电子交通卡。这方面，上海的“随申码”比较有远见，在设立之初就没有叫“健康码”，就是已经考虑到了疫情结束后可以用作市民的个人电子身份证或电子ID，用来乘坐公共交通工具、就医、办事、进出博物馆图书馆等，未来还可以延展到更多公共服务领域。

可以说，以前但凡需要我们带卡或带证的场景，未来都可以用这个电子码来代替。

比如，原来我们一直抱怨去政府服务中心办事，需要携带各种证明和复印件，那么未来这个码与政务服务方面的数据打通之后，我们办事时只需亮码，就能替代身份证、户口本、驾照、房产证等各种证明，起到便捷惠民的作用。

当然，公民也可以选择不亮码，仍然出示卡片或纸质证明，自愿选择其喜欢的方式。

某种程度上来说，亮码比亮身份证来得更安全，机器直接读取了二维码后，在后台进行数据比对和使用，减少了经过多个由人工操作的中间环节可能造成的隐私泄漏。同时，应用中的个人详细信息只有持有者本人可以查看，无需对外出示。

需要特别强调的是，健康码要实现这样的转身，前提是需要对公民的个人信息，按照最少必要原则进行严格地保护。

健康码是核武器，不是常规武器，不能常态化。

今天的个人行踪轨迹，就是任何一个个人在网络空间最敏感的个人信息，决不能轻易收集和保存，更不能因为便捷性而应用上瘾。

过去3年健康码，是以民众让渡巨大的隐私权为代价的，只能作为临时应急使用，是特定历史阶段的产物。

健康码出现之初，大家对疫情应对准备不足，中国还没有《个人信息保护法》。政府应对疫情还不具备基本的数据和技术能力。而随着抗疫进入常态化，健康码该刀枪入库了。

原有的数据都应该及时销毁。即便特殊场合的特定应用，也应该严格限制在公共服务之内，政府背书确保数据安全和不滥用。

尤其是商业企业提供的健康码、场所码服务，更是早就应该退出舞台。

尤其是互联网巨头，要有真正的敬畏心，不要迷恋健康码这种突破常规的超级“数据吸尘器”。实际上，自2021年11月1日起施行的《个人信息保护法》真正落地，就已经不应该再有健康码。现在的健康码，事实上是超越《个保法》对数据收集的基本原则。

所以，现在虽然迟到点，但是，也算功成名就了。

愿以后我们再也不需要健康码了。

目前在使用的健康码，随着疫情防控结束，理应退出历史舞台。

这种健康码对个人信息或隐私的实际损害，很难确定，但无疑存在许多不确定性的风险。

最典型的是，今年6月，河南村镇银行储户被赋“红码”的事件。这表明健康码的个人信息存在被滥用的风险，而健康码的个人信息一旦泄露，就可能是大规模泄露，风险不言而喻。

根据《民法典》，自然人的个人信息受法律保护，隐私权属于民事主体的人格权。因此从精神层面来说，当前在使用的健康码一直都存在争议。

根据《个人信息保护法》第四十七条，健康码退出后，也就意味着作为个人信息处理者的有关部门停止提供服务，除非法定保存期限未届满等特殊情形，有关部门就应当主动删除个人信息的。

《个人信息保护法》所规定的个人信息删除规则，主要是从个人权利角度进行规定的。虽然行政机关可以参照适用，但现有的删除规仍然不够具体。

如果国家层面确定要对健康码数据进行统一销毁（删除）处理，有必要制定更加具体的实施规范。

此外，值得关注的是，11月9日，国家卫健委等三部门联合发布了《“十四五”全民健康信息化规划》，提出到2025年，“每个居民拥有一份动态管理的电子健康档案和一个功能完备的电子健康码”。

这里所说的“另一种形式的电子健康码”，与我们当前用于防疫的健康码肯定会有所区别，但究竟会不会是某种形式上的关联？现在还无法判断。

12月9日，国务院联防联控机制综合组发布《新冠重点人群健康服务工作方案》，方案提出，根据患基础疾病情况、新冠病毒疫苗接种情况、感染后风险程度等分为：重点人群（高风险）、次重点人群（中风险）、一般人群（低风险），分别用红、黄、绿色进行标记，颜色不同，服务内容不同。

将以上两个事件联系到一起，国务院提出针对新冠重点人群进行红黄绿的标记，会不会是2025年全民“电子健康码”的一个探索，会不会以这次红黄绿的标记作为一个启动的契机，我觉得是存在这种可能性的。
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