1. Real time NIDS using deep learning
2. Feature learning on raw network traffic heads instead of derived features.
3. IDS to detect other types of attacks against the IoT including location dependent attacks such as cloning of device ID, spooﬁng, and sybil attacks also for zero-day attacks [1].
4. Limited features were used [2].
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