**ALERTNINJA**

* **Description:** AlertNinja is a network and vulnerability scanning tool, which is GUI- based and scans by binding with NMAP.
* **Installation:** Download the files from GitHub, and create a “.py” file in kali and the code in it. Run the code by command “python3 <filename.py>”
* **Usage:** You need to enter the IP Address of the victim machine or network, select the desired scan that you need to perform and then hit the button “Start Scan”, Once the scan is done, it will give you results, hit “Clear Scan” when you finish.
* **Requirements:** You need to pre-install “python3”, “python3-tk”, “python3-nmap” libraries in your kali machine to execute the code file.