RIM DEV application

1. Token system
   1. Device token
      1. Wrong
         * Return to main page
      2. Expire
         * Refresh page
      3. Correct
         * Public page (from page group privilege)
           1. Display page after check (web service group privilege and parent component group privilege)
           2. Send new token
         * Private page (from page group privilege)
           1. Check User token
   2. User token
      1. Wrong
         * Return to main page
      2. Expire
         * Return to main page
      3. Correct
         * 1. Display page after check (web service group privilege and parent component group privilege)
           2. Send new token
2. Privilege system
   1. Web service
   2. pages
   3. Parent Component
3. Setps
   1. Check device with code and data insert device check (not check web service privilege)
      1. Public
         * Send device info and page info
      2. Private
         * Send device info only
4. Exception
   1. Popup message (400)
   2. Redirect page (410)
   3. Not have Authentication (401)
   4. Block page (405)
   5. Fatal error (page else error code ex. 5XX)
5. Error Text
   1. Have SQL error E104 ()
   2. device is not authorized E103 (Not have Authentication)
   3. No priviledge E101 (Not have Authentication)
   4. Error in background image E102
   5. Data you send may have error E100
   6. Login failed E105
   7. User is blocked E106
   8. User want to be Active E107
   9. Email want to be Active E108
   10. telephone want to be Active E109
   11. user not found E110
   12. Device is blocked E111
   13. Please enter correct creditional E112
   14. User not login before E113