I think, we can implement similar contract without the necessity of a manager. That’s because the manager in the contract is actually doing management works for the contract participants, which actually can be done by any of the participants on any time. The contract’s soft points is actually protected by a voting system, which is based on majority of the votes. This actually prevents the manager from taking irrelevant and malicious actions. The only method of the contract that can be used maliciously is fireDriver function. With the change of this function to a voting-based implementation, we can remove the need of a manager. The other functions will be working as expected because of the conditions that handled in these functions. And even if we came across with a malicious act, can track the source with an open address-person mapping.