Questions for other group

Definition: We’re making a honeyjar system based on android phones, that catches malware and categorizes it automatically.

1. How do we turn this concept into a marketable product?
2. What could our target group look like?
3. How can we extract real-time user data without breaching privacy rules?
4. What’s the best way to simulate human behavior on an Android phone?
5. Which are the biggest obstacles you see in this project?
6. Do you have any experience with cybersecurity and if yes, what should we keep in mind while working?

DO YOU THINK THAT SECURITY IN NETWORKING COULD HAVE MIND WHICH DETERMINES ATTACKS?

* Which protocols do you know which are connected mostly to be used by malicious traffic?
* Do you have research on machine learning?
* What can be easier if machine learning implemented to IOT devices?
* Do you know any frameworks to develop machine learning?
* Do you know tools which are very practical to use in network analysis?
* Do they have recommendations for working in GitHub? (any applications or addons?) (or other communication platforms)