## 认证管理（https://ip:port/auth/v1）

### 登录（auth server）

【**URL路径**】\*/login

【**HTTPS请求方式**】POST

【**请求参数列表**】

|  |  |  |  |
| --- | --- | --- | --- |
| **参数名称** | **必选** | **类型及范围** | **说明** |
| type | True | int, 1~2 | 登陆用户的业务类型, 1为企业租户,2为企业用户 |
| username | True | string | 用户名称，目前为email地址 |
| password | True | string | 密码 |

【**举例**】

HTTP/1.1 200 OK  
Set-Cookie: JSESSIONID=6B361B6B28ABB65760C438C9FFDB0A66; Path=/; HttpOnly

【**参数格式检查**】

【**成功返回**】

HTTP Code—200，以及JSESSIONID Cookie。

客户端需要将Cookie保存，以后请求MDM API时都必须带上JSESSIONID cookie字段。

【**失败返回**】

HTTP Code—401

HTTP Body--{“error\_code”:”90000”,”description”:”用户名或密码错误”}

HTTP Body--{“error\_code”:”90001”,”description”:”用户未登录或登录已过期”}

HTTP Body--{“error\_code”:”150002”,”description”:”用户帐户已过期”}

HTTP Body--{“error\_code”:”150003”,”description”:”用户帐户已禁用”}

HTTP Body--{“error\_code”:”150004”,”description”:”用户账户已锁定”}

### 登出（auth server）

【**URL路径**】\*/logout

【**HTTP请求方式**】POST

【**请求参数列表**】

客户端应将登陆时返回的cookie中的JSESSIONID部分作为cookie填写在HTTP header中。

例如，Cookie: JSESSIONID=F11C52E00B1CC8A1D6AAFDCDD8F3F8C9

【**参数格式检查**】

【**成功返回**】

HTTP Code—200

【**失败返回**】

HTTP Code--401

HTTP Body--{“error\_code”:”90001”,”description”:”用户未登录或登录已过期”}

HTTP Body--{“error\_code”:”91000”,”description”:”未知认证错误”}

### URL 授权

【**功能说明**】根据请求中的URL和认证的token来判断当前用户是否有权访问请求的URL。

【**URL路径**】/mdm/v1/\*\*

【**HTTP请求方式**】

【**请求参数列表**】

客户端应将登陆时返回的cookie中的JSESSIONID部分作为cookie填写在HTTP header中。

例如，Cookie: JSESSIONID=F11C52E00B1CC8A1D6AAFDCDD8F3F8C9。授权模块会对cookie绑定的用户进行授权检查。

【**参数格式检查**】

【**成功返回**】

HTTP Code—200

【**失败返回**】

HTTP Code--401/500

HTTP Body--{“error\_code”:”xxxxx”,”description”:”XXXXXXXXX”}