CSC3511: TCP Wireshark

**Name**: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. Fire up Wireshark on your computer and start capturing. Browse to a webpage (e.g. http://httpvshttps.com). Filter with the http filter and select the first packet in the request. Turn off auto-scroll ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAC0AAAApCAIAAAAu6TfbAAAAAXNSR0IArs4c6QAAAYlJREFUWEdj/P//P8MgAIwfPnwYBM5gQLhjwQ02OjsoQeMX3EYUdxiI/KWbUy68YUZ2BxPdLMZv0ag7UMNngMPjMRgAnTTA7oAHyqg7UNMHUeVHXoQzhdl70oq9aCZAyg9I4pCVlSXKHXpCPyl0x6V37PjdMVjSB1Hh8evhYQrDg03edjReSAnD0XhBzbej+WW0HMOXf0bzy2h+QUkf1K/3V+y/d+zqy8/f/3z98fv7z7+///xjZWHiZGfm5mDl5WSx0haPcFSiR71/5MrLG48/Pn3z9cOXXz9///33/z+QBLKBIkBxoCwx9QwV8svLD39n7v308w96j52RkYGdhTHdmU9cgJlO9f79F59LZpz68uM3fPAA6AgeDtaeDDNFCV5geNAjXoDWAC2bmmcpxMvOwgyqsIAkkA0UgTgCDwC2TIEAqICoeCG2nczKySJtz8Sv+O/j/T9PDzL8/g53Aa528mh/H0ckDcr2BzEZnYpqUMaDdu7cSUWjyTZq8MUL2V6hikbGQTJ+CgAIfV5hT4/bggAAAABJRU5ErkJggg==). Now turn off the http filter by clearing the http filter and pressing ENTER. The same packet should be selected, but with other packets around it. If helpful, right-click on the packet and select follow -> TCP Stream to see just the packets that are part of that TCP connection or use a filter like ip.addr == 45.33.7.16, using the IP address of the server to only see packets headed for that destination.
   1. Identify where the TCP source and destination ports appear within the hexadecimal shorthand packet data. Look at a TCP connection to a web server. Write the destination port (on the server) in both decimal and the hexadecimal shorthand for the entire field.
   2. (if you have time) Identify the TCP sequence number and acknowledgement number in your packet. Write these numbers (in hexadecimal only) here.
   3. (if you have time) Determine the maximum value of the TCP source port.
   4. (if you have time) Determine, approximately, the maximum value of the TCP sequence number.
2. SYN and ACK message
   1. Identify the SYN packet sent from the client to the server. Note the sequence number on this packet.
   2. (If you have time) Identify the SYN packet sent to the client in response to the first message from the client. Does the packet have the SYN value you expect?
   3. (If you have time) Identify the second packet from the client to the sender. Does it have the SYN and ACK values you expect?
   4. (If you have time) Identify the SYN and ACK fields within the TCP header. Repeat the above exercises consider the “actual” values instead of those “interpreted” by Wireshark.
   5. (If you have time) Can you see any other TCP packets to the same server?
   6. (If you have time) Explore the other fields in the packet. What questions do you have about them?
3. TCP with stop-and-wait. Fill in the blanks in the following TCP stream (the numbers are above the arrows they describe). No need to fill in the packets after the first FIN at first.

Client

Server

C: SYN, SEQ = 8426

S: ACK, ACK = \_\_\_\_\_

SYN, SEQ = 4029

C: ACK, ACK = 4030

SEQ = \_\_\_\_\_\_\_\_, LEN = 10

S: ACK, ACK = 8437

SEQ = \_\_\_\_\_\_\_\_

LEN = 0

C: ACK, ACK = 4030

SEQ = \_\_\_\_\_, LEN = 10

S: ACK, ACK = \_\_\_\_\_\_\_

SEQ = 4030, LEN = 0

C: FIN, ACK, ACK = \_\_\_\_\_\_\_

SEQ = 8447, LEN = 0

S: ACK, ACK = \_\_\_\_\_\_\_

SEQ = \_\_\_\_\_\_, LEN = 0

S: FIN, ACK = \_\_\_\_\_\_\_

SEQ = \_\_\_\_\_\_, LEN = 0

C: ACK = \_\_\_\_\_\_\_

SEQ = \_\_\_\_\_\_, LEN = 0

1. TCP with pipelined sliding window. The numbers are above the arrows they describe. Every packet

Client

Server

C: SYN, SEQ = 8426

S: ACK, ACK = \_\_\_\_\_

SYN, SEQ = 4029

C: ACK, ACK = 4030

SEQ = \_\_\_\_\_\_\_\_, LEN = 10

S: ACK, ACK = 8437

SEQ = \_\_\_\_\_\_\_\_

LEN = 0

C: ACK, ACK = 4030

SEQ = 8437, LEN = 10

C: ACK, ACK = 4030

SEQ = \_\_\_\_\_, LEN = 10

S: ACK, ACK = 8447

SEQ = \_\_\_\_\_, LEN = 0

S: ACK, ACK = \_\_\_\_\_\_\_

SEQ = 4030, LEN = 0

C: FIN, ACK, ACK = \_\_\_\_\_\_\_

SEQ = 8457, LEN = 0

S: ACK, ACK = \_\_\_\_\_\_\_

SEQ = \_\_\_\_\_\_, LEN = 0

S: FIN, ACK = \_\_\_\_\_\_\_

SEQ = \_\_\_\_\_\_, LEN = 0

C: ACK = \_\_\_\_\_\_\_

SEQ = \_\_\_\_\_\_, LEN = 0