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**By purchasing, owning, and using DGZ tokens (hereinafter “Tokens”), the user or purchaser expressly acknowledge and assume the following risks:**

# 1. Complex nature of tokens and cryptocurrencies

The nature of tokens and cryptocurrencies is very complicated. Persons intending to buy Tokens should always be fully aware and understand the specific characteristics and risks related to these Tokens. The purchase of tokens and cryptocurrencies is only suitable for financially sophisticated persons who are capable of evaluating the merits and risks, or other persons who have been professionally advised with regard to token purchases, or person who be able to bear any losses that may arise from purchase or use. There is a high risk of losing all capital.

# 2. Risk of Losing Tokens Due to Technological or Human error.

Loss of private key associated with your digital wallet storing Tokens will result in loss of such Tokens. Any errors, wrong address or malfunctions caused by or otherwise related to the digital wallet, you choose to receive and store Tokens, including your own failure to properly maintain or use such digital wallet, may result in the loss of you Tokens.

# 3. Risks Associated with the Ethereum

Because Tokens and the Dogezer Platform (hereinafter “Platform”) are based on the Ethereum protocol, any malfunction, breakdown or alteration of the Ethereum protocol may have a material adverse effect on the Platform or Tokens.

# 4. Risks of attacks and Security Weaknesses

Hackers or other malicious groups or organizations may attempt to interfere with the Platform or the Tokens in a variety of ways, including, but not limited to, malware attacks, denial of service attacks, consensus-based attacks, Sybil attacks, smurfing and spoofing. Tokens are susceptible to attacks by miners in the course of validating Token transactions on the Ethereum blockchain, including, but not limited, to double-spend attacks, majority mining power attacks, and selfish mining attacks. There is a risk that a third party or a member of the Dogezer team may intentionally or unintentionally introduce weaknesses into the core infrastructure of the Platform, which could negatively affect the Platform and the Tokens. Moreover, advances in cryptography, or technical advances such as the development of quantum computing, could present risks to the Tokens and the Platform. Any successful attacks present a risk to the Platform and the Tokens, including, but not limited to, accurate execution and recording of transactions involving Tokens.

# 5. Risks of illiquidity or volatility

The Tokens are intended to be used within the Platform. Even if secondary trading of Tokens is facilitated by third party exchanges, such exchanges may be subject to little or no regulatory oversight, making them more susceptible to fraud or manipulation. This could therefore create illiquidity risks with respect to the Tokens you own. The values of Token and/or cryptocurrency can widely fluctuate and may result in significant loss over a short period of time and diminish to zero.

# 6. Risk of Uninsured Losses

There are no insurance or collateral for Tokens in the event of loss. Tokens are uninsured unless you specifically obtain private insurance to insure them.

# 7. Risks Arising from Taxation

The tax characterization of Tokens is uncertain. You must seek your own tax advice in connection with purchasing Tokens, which may result in adverse tax consequences to you. The operations with Tokens may be taxable to the Dogezer, which may adversely affect available financial resources and ability to achieve its business objectives.

# 8. Risk of Competing

It is possible that alternative platforms or companies could be established that utilize the same open source code, protocol or ideas underlying the Platform and attempt to facilitate services that are materially similar to the Services. The Dogezer and Platform may compete with these alternatives, which could negatively impact the Platform and Tokens.

# 9. Risk of Insufficient Interest in the Platform or Distributed Applications

It is possible that the Platform will not be used by a large number of individuals, companies and other entities. Such a lack of use or interest could negatively impact the development of the Platform and therefore the potential of the Tokens.

# 10. Risks Associated with the Development and Maintenance of the Platform

The Platform may undergo some changes time to time. The changes could be made to the specifications of the Tokens or Platform for any number of technical or legitimate reasons. Platform has no control over how other participants will use the Platform, what products or services will be offered through the Platform by third parties, or how third-party products and services will utilize Tokens. This could create the risk that the Tokens or Platform, as further developed and maintained, may not meet your expectation.

# 11. Risk of an Unfavorable Fluctuation of cryptocurrencies

If the value of cryptocurrencies fluctuates unfavorably, team may not be able to maintain the Platform in the manner that it intended.

# 12. Regulatory Risks

The Dogezer, Platform and Tokens are subject to a variety of federal, state and international laws and regulations. The regulatory status of the Tokens and distributed ledger technology is unclear or unsettled in many jurisdictions. These laws and regulations, and the interpretation or application of these laws and regulations, could change. Regulatory actions could negatively impact the Platform and the Tokens in various ways, make it illegal to operate in such jurisdiction, or commercially undesirable to obtain the necessary regulatory approvals to operate in such jurisdiction. Changes in laws or regulations governing Dogezer and the Platform may adversely affect its business.

# 13. Technological Risks

Blockchain, distributed ledger and smart contracts are new complicated technology. There are risks of unpredictable behavior due to the complexity and interaction of elements. Sophisticated technical understanding is needed to fully understand the tokens’ characteristics and risks.

# 14. Forward Looking Statements

The whitepaper and the documents attached to the website contain forward-looking statements. These forward-looking statements are based on current expectations, estimates and projections about industry, Dogezer, Tokens and Platform, Dogezer team’s beliefs, and assumptions. Words such as *“anticipates,”* *“expects,” “intends,” “plans,” “believes,” “seeks,” “estimates,”* and variations of such words and similar expressions are intended to identify such forward-looking statements. These statements are not guarantees of future performance and are subject to certain risks, uncertainties and assumptions that are difficult to predict; therefore, actual results may differ materially from those expressed or forecasted in any forward-looking statements. We undertake no obligation to update any forward-looking statements, whether as a result of new information, future events or otherwise, except to the extent that we are required to do so by law.