# Server not communicating with our Data Center (Agent Malfunction)

**Logic: Agent Malfunction**

If agent is not reporting its live status to DC, but LMI is reporting its availability every 5 minutes than, system will wait up to 80 minutes, and later will trigger an Agent-Malfunction alert.

* **Manual Steps:**

1. Check Agent type, if DPMA exit the script and if MSMA continue.
2. Check Agent services [If stopped/Disable we will start the service and if found any error while starting we will exit the script].

Also, if service is in start state we will restart the service and if found any error while re-starting we will exit the script

1. Check RMM Agent version, it should be latest. [If not we will update the Agent]
2. Check SAAZOD directory files, it should be 180 plus and the extensions (Extension are common if the files are encrypted).
3. Check Agent-Installedpath/SaazMobile.ini(Should be of 1KB or more) file and if the machine has proxy then is the proxy details updated on the SaazMobile.ini
4. Check if server has Proxy (If yes check does SaazMobile.ini has the entry of Proxy)
5. Check our webposting link is accessible via Internet Explorer or not with certificate issued by valid DegiCert
6. Verify the Agent communication logs, which will have the details.
7. We will pass parameter if checked yes, we will restart the Rmm Agent service once.

* **Automation Logic:**

To design an automation workflow for scenario where Server is not communicating with our DataCenter. We will only consider the following flow:

1. We will fetch all the above details.
2. If needed perform the remedy steps from the script it self.

**Below are the PowerShell Command that can used to create the script.**

**Task 1**

1. **Verify the system’s Windows NT kernel version.**

**(Get-ItemProperty -Path "HKLM:\SOFTWARE\Microsoft\Windows NT\CurrentVersion").CurrentVersion**

**![C:\Users\sagar.kukreti\AppData\Local\Microsoft\Windows\INetCache\Content.MSO\7B289488.tmp](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAA8MAAAAdCAIAAAAByymjAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAADsMAAA7DAcdvqGQAAAhdSURBVHhe7Z09chxHDIUplw/gUEfRMXwEH82hAwcMHTKUQ91BgW4hQ3zjVxAajeme6dldie+rqSUaPw/onmXVaGtpv/v69evT09OnT/8+P//zYnz+zZZCCCGEEEKIml+2n0IIIYQQQogZ9CQthBBCCCHEEeK3O/76+xkB8v7DHzC+fPwThkFnzYGSABRQ6+37UkzCLU8d0fimHucQZjk8eVvIQzaWH8XNxMGPeCvHWbVf6oyXowT5tFMn7bBkPkAI+Np2OUWvhcFQaBSwaOtHSRisXhq1TsAXBgYbFQq3hLs7PM/y/Z4faYre/ByDjMzjq24z/yx+v2Hvazkv3hv1gDJKwEX7PcnJDY6zXDx+Jk1pM/x+2Ng7a6ZKRgRvSTEPQ2kONvsgrDrVJTrj7xwP8v2p0jMuONWUvXxTMDt8ixcfn/9qrpvh2H7bHOpcRE/fzw/DgzmP7QjAb+LQ92kM0eYSBm3gQzBqqOmbtvp+DBgMGb62BdE65+74DYZR28lvthee8N3hJH6k4hx4numR3oVHmGE5s8er+3IpV327g7cNy4BFcW3rVx7tWNN54Fz4dqTUIOP5q85z4X2ZPTSeNpZG69nlAc/hoXi0fd19nqn3WDqtOXFt61fSzB5IxgzFbw2HDNPuDk/9QryGLeraXpStH4cwUm/yA2dlPOB+W9qthZl3zwfOh9rpsfu1ikvvO5RHNqj7Elh+X37dfs5wYILdEkuwk7VrXNzfCV+V+ulEIxjwpPlIs4ueXbwOaZ1135Dvu6f5Rq1DAyG/hN2WGLs6Rp3f6gP47Qr+lrQ84KNsbdBPJ43dvimFTt2X1H29LOwRfSbDhlHkGyxBiP6ejk9jaAnsaISm3mibDg5jCWmLu4Bh7CrGODBhLXgd7Duyr4Alb9b3W079dKIRDHimdIyeP4XJNFBir+axa1eBpH290/BqIUQKnXSZ5u9iVSPJlmOZu8mMtoN5G8sRv8GQkTqN1u8FYfSo9c0DO23txaf83mn4fLN7UgaidgV/DZOhjGVrYzniNxgyUqfR+r0gjB61vnlgp629+JTfOw2fH+h+Jm0SUEExXuk8ianh2tavsAWWNZwtVPX8WHoQ6uUbracg6ATgDIK9ZIOhME+bH/p6cRqMYgmDhHmQsKuz25cwRELJEnbnQYhLS2gvhFIKHTq5JHCmIXb0OR5EmRNEuAyhOt/DTCxR0qYNYmrttcVeoSftyOQ06rHMUFLg1WAADtMCf9s3BWltsnlwbetXsAx96ezN02O25LB+2EXbN90XQCgo2DJ4DPZCiGq9zF7+MT8M2gbSYLAKBIVA6w/lHob8GPbalgR/rzuZzfcMJh9QboGIh5NjSeBnNO3e+qmDEJc9evptIUK9fINOT5FvFP5gXE3biJNjSeCf3Rd1EOKyR0+/LUSol2/Q6SnyjZ7f032SRjHqwYjcScb1fSYHI+bviZjfJ9c6Puop9G9MPX+BlYRkbGrVvlp9ghbjo/ZoBw7LApxVuLbYPON9Sa+p6ZyZBBTzLNFv4Xb8tcVeaZ0YsjdnjyB7jDCJB/5iqhCamicV5zBTR8GqM1jHXtOeeNoXnlTqwJBpCxMfkfKTpDoBJowkE2T2ju4uhGH8hONbGz8BsPAcTCTtnvrNuaRpj0I/zONPwOx0Cz80Yb8k9ZsTR3ERhX6YBzaSzU63sJbR70lzD37EcVgOsExFxvVxQKkOQrg21//A40Owp+bx5Xennr8H5udGUMvleYI+YSMsC5BTbKoVQTtcm+smLOwLhZNSKE9F4ElDt2T5++02DP6KWRqube3AfhliWvAPsnt6lDXDNwJmFwqsxdLTVhXJS4C+vbatA8ixSa4bxsAYbMElWtNzR2wADDN1DrNjI7/XYrw7dDAzPCD1YxmcCyn04fEh2LPnvAo05TCD6L4s56q/OMR+ju1hpJYHVCQzp2BE58xermZkfuac5LwOyjHqCO2mRu5Fb86ef5ar9VcxO0/I51HDOX7XVhHmuRkj77EzjOj7HLze/vxr2vlXnZspHBZh7cKb2JtnYYvDcAYzMAk9YWmvg6BkHN/iQLvDcI+D+Pz0lAI+v0dQ2M1fi2/twVR+GN2XV/eFVP896bANP026w5YDJcRq21PwIlP+YpIi5LE0iyIZad7m0vBpaY4v94T8tNbT6jAZMJSKFMmw2ypfkkrt6gfnCG2h72IgtNvaGOk+q5Pmw9kue+I9vzFSYoReoHYSRtuQgWga2qXo65uGFu08wRPyx/GFrR2WZtPvoR/JRliOYCW+FwgKDIVGoJds+BD85qHhnakdlqwNICdgmcxngl+2Uq0/FAI6QS805S/0DUbbELEcRJFsNo1v4e9bgJDTy0/TAJMN5vR0DJ+fktZiOahjaXVrOs1D/Z54z28U4lh6G7AklRrXByP5hvcDRAt9nxC6tBRpbBGiRWvDPNRMM42e3yjEsfQ2YEkqNa4PRvIN7weIFvo+IXQh9iT97cenT0/Pz08vL08vn1/dF/L79lMIcYL6F3sVt+kihBBC/KBc9e0OIcR18B/QNNZisrjM1mO0EEII0UOfSQshhBBCCHGE/DPpLx+3a5ypZCGEEEIIIX50kidpPBO///DtGkSP0UIIIYQQ4q0Rn6T5GD2I5esxWgghhBBCvEHO/sXh1EfXQgghhBBC/DQs+560EEIIIYQQb4r8SZqfNOthWgghhBBCiJSz3+4QQgghhBDibTL3JK1vfQghhBBCCAHikzS/1IHH5d2/JvQP1t4WQgghhBDi50b/j0MhhBBCCCGOoO9JCyGEEEIIcQQ9SQshhBBCCHGE7dsdN+TW/YQQQgghhLgCe5LuPdq+234uQ8/QQgghhBDiZ+Hp6T9vbOxvNMKMDAAAAABJRU5ErkJggg==)**

|  |  |
| --- | --- |
| **File Version** | **OS** |
| **5** | **Windows 2000** |
| **5.2** | **Windows Server 2003** |
| **6** | **Windows Server 2008** |
|  |  |
| **File Version** | **OS** |
| **6.1** | **Windows Server 2008 R2** |
| **6.2** | **Windows Server 2012** |
| **6.3** | **Windows Server 2012 R2** |
| **10** | **Windows Server 2016** |
| **10** | **Windows Server 2019** |
| **10** | **Windows Server 2019** |

**If the kernel version is less than 6.1, exit with print a message: Legacy OS found.**

**If the kernel version is equal to OR greater than 6.1, continue to next step.**

1. **Get the OS version:**

**(Get-ItemProperty -Path "HKLM:\SOFTWARE\Microsoft\Windows NT\CurrentVersion").ProductName**

![](data:image/png;base64,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)

**Task 1**

* **Check if Server/machine has DPMA or MSMA Agent**
* **If DPMA, exit the code.**

*[String]$productype = (Get-ItemProperty -Path "Registry::HKEY\_LOCAL\_MACHINE\SOFTWARE\WOW6432Node\SAAZOD\" -erroraction silentlycontinue).Type*

*[String]$productype1 = (Get-ItemProperty -Path "Registry::HKEY\_LOCAL\_MACHINE\SOFTWARE\SAAZOD\" -erroraction silentlycontinue).Type*

*If ($productype -eq "DPMA" -or $productype1 -eq "DPMA") {*

*Write-Output "[MSG]: Machine has a DPMA Agent installed. Kindly run the script on Server Agent."*

*Exit;*

*}*

**Task 2 :**

**Below code will be used in multiple function.**

* **For getting the Agent installation path.**

*if ($env:PROCESSOR\_ARCHITECTURE -eq "AMD64") {*

*$Path = (Get-ItemProperty "HKLM:\SOFTWARE\Wow6432Node\SAAZOD")*

*}*

*elseif ($env:PROCESSOR\_ARCHITECTURE -eq "x86") {*

*$Path = (Get-ItemProperty "HKLM:\SOFTWARE\SAAZOD"*

*}*

**Task 3**

1. **Check Agent version**
2. **Check Agent install Path**
3. **Below files details and if any of the below file is missing we will exit the code.**

* ***SaazMobile.ini : "$($Path.InstallationPath)\Saazmobile.ini (With the size)***
* ***SaazServerPlus.ini : "$($Path.InstallationPath)\SaazServerPlus.ini***
* ***SaazScheduler.ini: "$($Path.InstallationPath)\Configuration\SaazScheduler.ini" (With the size)***

**32-bit** : "HKLM:\SOFTWARE \SAAZOD" – ValueName = InstallationPath

**64-bit** : "HKLM:\SOFTWARE\Wow6432Node\SAAZOD" – ValueName = InstallationPath

*if ($env:PROCESSOR\_ARCHITECTURE -eq "AMD64") {*

*$Version = (Get-ItemProperty "HKLM:\SOFTWARE\Wow6432Node\SAAZOD").DisplayVersion*

*Write-Output "RMM Agent Version : $Version"*

*}*

*elseif ($env:PROCESSOR\_ARCHITECTURE -eq "x86") {*

*$Version = (Get-ItemProperty "HKLM:\SOFTWARE\SAAZOD").DisplayVersion*

*Write-Output "RMM Agent Version : $Version"*

*}*

*function Get-RMMDetails {*

*try {*

*#changes*

*if ($env:PROCESSOR\_ARCHITECTURE -eq "AMD64") {*

*$Path = (Get-ItemProperty "HKLM:\SOFTWARE\Wow6432Node\SAAZOD")*

*}*

*elseif ($env:PROCESSOR\_ARCHITECTURE -eq "x86") {*

*$Path = (Get-ItemProperty "HKLM:\SOFTWARE\SAAZOD")*

*}*

*$Files = Get-ChildItem $Path.InstallationPath*

*if (Test-Path "$($Path.InstallationPath)\Saazmobile.ini") {*

*$x = "Present"*

*$Size = [Math]::Round(((Get-Item "$($Path.InstallationPath)\SAAZMobile.ini").length) / 1KB, 2)*

*}*

*else { $x = "Absent"; $Size = "NA" }*

*if (Test-Path "$($Path.InstallationPath)\SaazServerPlus.ini") { $y = "Present" }else { $y = "Absent" }*

*if (Test-Path "$($Path.InstallationPath)\Configuration\SaazScheduler.ini") {*

*$z = "Present"*

*$Size1 = [Math]::Round(((Get-Item "$($Path.InstallationPath)\Configuration\SaazScheduler.ini").length) / 1KB, 2)*

*}*

*else { $z = "Absent"; $Size = "NA" }*

*if ($x -eq "Absent" -or $y -eq "Absent" -or $z -eq "Absent") {*

*Write-Output @"*

*Rmm Agent Version : $($Path.DisplayVersion)*

*Install Path : $($Path.InstallationPath)*

*SaazMobile.ini : $x (Size : $Size)*

*SaazServerPlus.ini : $y*

*SaazScheduler.ini : $z (Size : $Size1)*

*Agent File count : $($Files.Count)*

*"@*

*}*

*else {*

*Write-Output @"*

*Rmm Agent Version : $($Path.DisplayVersion)*

*Install Path : $($Path.InstallationPath)*

*SaazMobile.ini : $x (Size : $Size KB)*

*SaazServerPlus.ini : $y*

*SaazScheduler.ini : $z (Size : $Size1 KB)*

*Agent File count : $($Files.Count)*

*"@*

*}*

*}*

*catch {*

*Write-Output "$($\_.Exception.message)"*

*}*

*}*

**Task 4**

* **Check Rmm Agent Services details.**
* **Services start mode should be Automatic and status should be Running .**
* **If services is in stop or disabled, take appropriate action on the service. (Provide one Variable, if set has True then changes should get applicable)**
* **Again will check the services and if found any service is not started we will print the details and exit from the script.**

**Note**: Using WMIObject as 2K8R2 does not have Startup type property.

Get-WmiObject Win32\_Service | Where {($\_.name -like "Saaz\*") -and ("SAAZRemoteSupport","SAAZRCCTL", "SAAZapsc" -notcontains $\_.Name)} | Select Name,State,StartMode | Format-List

* If services are in Stopped/Disabled state, we will print the details.
* Then, will start the services with Automatic state

**Below function has one Parameter which needs to be passed $true if we want to restart or start the services.**

Variable name : [Bool]$ServiceStart=$true

*function Get-RMMServices {*

*$ErrorActionPreference = "Stop"*

*Write-Output "`nBelow are the RMM agent services status:"*

*try {*

*$RmmService = Get-WmiObject Win32\_Service | Where-Object { ($\_.name -like "Saaz\*") -and ("SAAZRemoteSupport", "SAAZRCCTL", "SAAZapsc" -notcontains $\_.Name) } | Select-Object Name, State, StartMode*

*$RmmService | ForEach-Object {*

*write-output @"*

*`nName : $($\_.Name)*

*State : $($\_.State)*

*StartMode : $($\_.StartMode)*

*"@*

*}*

*if ($ServiceStart) {*

*$Startmodes = $RmmService | ForEach-Object { $\_.Startmode }*

*$Status = $RmmService | ForEach-Object { $\_.State }*

*$Servicestatus=@()*

*$Servicestatus1=@()*

*if ($Startmodes -contains "Disabled" -or "Manual") {*

*foreach ($service in $RmmService) {*

*try {*

*Set-Service -Name $service.name -StartupType Automatic -PassThru | Start-Service*

*#Write-Output "$($service.name) has been successfully started"*

*$Servicestatus += $service.name*

*}*

*catch {*

*#Write-Output "$($service.name) service failed to start"*

*$Servicestatus1 += $service.name*

*}*

*}*

*}*

*elseif ($Status -contains "Running" -or "Stopped") {*

*foreach ($service in $RmmService) {*

*try {*

*Restart-Service -Name $service.name*

*$Servicestatus += $service.name*

*}*

*catch {*

*$Servicestatus1 += $($service.name)*

*}*

*}*

*}*

*if ($Servicestatus) {*

*Write-output "`nBelow service has been successfully started/restarted:`n"*

*$Servicestatus*

*}*

*if ($Servicestatus1) {*

*Write-output "`nFailed to restart below services:`n"*

*$Servicestatus1*

*}*

*#changes*

*$RmmService1 = Get-WmiObject Win32\_Service | Where-Object { ($\_.name -like "Saaz\*") -and ("SAAZRemoteSupport", "SAAZRCCTL", "SAAZapsc" -notcontains $\_.Name) } | Select-Object Name, State, StartMode*

*$Status1 = $RmmService1 | Where-Object { $\_.State -eq "stopped" }*

*if ($status1) {*

*Write-Output "`nService still in stopped state"*

*$Status1 | ForEach-Object {*

*Write-output @"*

*`nName : $($\_.name)*

*State : $($\_.State)*

*StartMode : $($\_.StartMode)*

*"@*

*}*

*break;*

*}*

*}*

*}*

*catch {*

*Write-Output "$($\_.Exception.message)"*

*}*

*}*

**Task 5**

* **Check Proxy details on the server.**
* **If proxy available, then read the content in SaazMobile.ini file (Below lines we have to read).**

**[ProxySettings]**

**ProxyIP=**

**ProxyPort=**

**ProxyUserName=**

**ProxyPassword=**

*Function Get-ProxyDetails {*

*try {*

*$Conprx = (Get-ItemProperty "HKLM:\SOFTWARE\Microsoft\Windows\CurrentVersion\Internet Settings\Connections" -Name WinHttpSettings).WinHttpSettings*

*}*

*catch {*

*$Conprx = $null*

*}*

*finally {*

*if ($Conprx) {*

*Write-Output "`nProxy details:"*

*$proxylength = $Conprx[12]*

*if ($proxylength -gt 0) {*

*$proxy = -join ($Conprx[(12 + 3 + 1)..(12 + 3 + 1 + $proxylength - 1)] | ForEach-Object { ([char]$\_) })*

*$bypasslength = $Conprx[(12 + 3 + 1 + $proxylength)]*

*if ($bypasslength -gt 0) {*

*$bypasslist = -join ($Conprx[(12 + 3 + 1 + $proxylength + 3 + 1)..(12 + 3 + 1 + $proxylength + 3 + 1 + $bypasslength)] | ForEach-Object { ([char]$\_) })*

*}*

*else {*

*$bypasslist = '(none)'*

*}*

*Write-Output @"*

*Winhttpproxy : $proxy*

*Winhttpproxybypasslist : $bypasslist*

*"@*

*$ProxyEnabled = $true*

*}*

*else {*

*Write-Output @"*

*Winhttpproxy : Direct Access*

*Winhttpproxybypasslist : (none)*

*"@*

*}*

*}*

*else {*

*Write-Output @"*

*Winhttpproxy : error - not able to read registry entry*

*Winhttpproxybypasslist : error - not able to read registry entry*

*"@*

*}*

*}*

*if ($ProxyEnabled) {*

*$x = Get-Content "C:\Program Files (x86)\SAAZOD\SAAZMobile.ini"*

*Write-Output "`nBelow is the SaazMobile.ini Proxy details `n"*

*$x | Where-Object { $\_ -like "Proxy\*" }*

*}*

*}*

**Task 6**

* **Check if our webposting site is accessible or not.**
* **If yes, check certificate issued to the site should be : DigiCert**
* **If certificate is not DigiCert exit**
* **If site is not accessible, we will perform below steps and exit.**
* **Ping “webpost.itsupport247.com”**
* **telnet Port 80 and 443 is listening “webpost.itsupport247.com”**
* **nslookup site “webpost.itsupport247.com” and “google.com”**

**Below function will capture details. (Note we would need to add Ping, ping and nslookup details)**

*Function Get-Webpostlink {*

*try {*

*$web = New-Object System.Net.WebClient*

*Write-Output "`nWebposting link output:"*

*$web.DownloadString("https://webpost.itsupport247.net/webpost.itsupport.asp") -split "<br>"*

*try {*

*$URL = "Webpost.itsupport247.net"*

*$Port = 443*

*$tcpsocket = New-Object Net.Sockets.TcpClient($URL, $Port)*

*$tcpstream = $tcpsocket.GetStream()*

*$sslStream = New-Object System.Net.Security.SslStream($tcpstream, $false)*

*$sslStream.AuthenticateAsClient($URL)*

*$CertInfo = New-Object system.security.cryptography.x509certificates.x509certificate2($sslStream.RemoteCertificate)*

*Write-Output @"*

*`nWeb-posting link Certificate details :*

*Issued By : $($CertInfo.Issuer)*

*Valid From : $($CertInfo.NotBefore)*

*Valid Till : $($CertInfo.NotAfter)*

*"@*

*}*

*catch {*

*Write-Output @"*

*`nCertificate details*

*Unable to get certificate details for `"$URL`".*

*"@*

*}*

*}*

*catch {*

*if ($\_.Exception -match "Unable to connect to the remote server") {*

*Write-Output "[Err] : Unable to connect to the remote server"*

*}*

*elseif ($\_.Exception -match "The remote name could not be resolved") {*

*Write-Output "[Err] : The remote name could not be resolved"*

*}*

*else {*

*Write-Ouput "$($\_.Exception.message)"*

*}*

*}*

*}*

**Task 7**

* **Execute agent binaries for communicating the server with our datacenter forcefully**

**ZWbPe.exe**

**DMPHelpDesk.exe /iamlive**

**DMPHelpDesk.exe /uploadstatus**

**ZWbPe.exe**

*Function Set-BinExecution {*

*try {*

*$ErrorActionPreference = "SilentlyContinue"*

*if ($env:PROCESSOR\_ARCHITECTURE -eq "AMD64") {*

*$Path = (Get-ItemProperty "HKLM:\SOFTWARE\Wow6432Node\SAAZOD")*

*$EXE = "C:\\PROGRA~2\\SAAZOD"*

*}*

*elseif ($env:PROCESSOR\_ARCHITECTURE -eq "x86") {*

*$Path = (Get-ItemProperty "HKLM:\SOFTWARE\SAAZOD")*

*$EXE = "C:\\PROGRA~2\\SAAZOD"*

*}*

*if (-not [System.IO.File]::Exists("$($Path.InstallationPath)\ZWbPe.exe")) {*

*Write-Output "`n[Err] : ZWbPe.exe file does not exists"*

*Break;*

*}*

*if (-not [System.IO.File]::Exists("$($Path.InstallationPath)\DMPHelpDesk.exe")) {*

*Write-Output "`n[Err] : DMPHelpDesk file does not exists"*

*Break;*

*}*

*$Version = (Get-WmiObject -Class CIM\_DataFile -Filter "Name = '$EXE\\ZWbPe.exe'").version*

*$Version1 = (Get-WmiObject -Class CIM\_DataFile -Filter "Name = '$EXE\\DMPHelpDesk.exe'").version*

*if ($Version -and $Version1) {*

*Set-Location "$($Path.InstallationPath)"*

*Start-Process "ZWbPe.exe"*

*Start-Process "DMPHelpDesk.exe" -ArgumentList "/iamlive"*

*Start-Process "DMPHelpDesk.exe" -ArgumentList "/uploadstatus"*

*Start-Process "ZWbPe.exe"*

*Write-Output @"*

*`nWebposting binaries has been successfully executed . Binaries details:*

*DMPHelpDesk.exe (Version : $Version)*

*ZWbPe.exe (Version : $Version1)*

*"@*

*}*

*}*

*catch {*

*Write-Output "`n[Exception Error]: $($\_.Exception.message)"*

*}*

*}*

**Task 8**

* **Read Agent communication (DMPHelpDesk) logs.**
* **Path “***"$($Path.InstallationPath)\Applicationlog\DMPHelpDesk.log***”**
* **Logs will have error in below format.**
* **“Date/time 0 0 0 12169 The supplied certificate is invalid." (Regx query used :** *"\d{2,}\/\d{2,}\/\d{2,}\s{1}\d{2}\:\d{2}\:\d{2}\s{1}\w{2}.\*0\s0\s0\s.\*([\d]{5,}.\*)"***)**
* *“***Date/time Err-No : -2147012739***”*

*function Get-logs {*

*try {*

*$ErrorActionPreference = "SilentlyContinue"*

*if ($env:PROCESSOR\_ARCHITECTURE -eq "AMD64") {*

*$Path = (Get-ItemProperty "HKLM:\SOFTWARE\Wow6432Node\SAAZOD")*

*}*

*elseif ($env:PROCESSOR\_ARCHITECTURE -eq "x86") {*

*$Path = (Get-ItemProperty "HKLM:\SOFTWARE\SAAZOD")*

*}*

*$logs = (Get-Item "$($Path.InstallationPath)\Applicationlog\DMPHelpDesk.log").LastWriteTime*

*if ($logs -ge (Get-Date).AddMinutes(-2)) {*

*$x = $(Get-Content "$($Path.InstallationPath)\Applicationlog\DMPHelpDesk.log" | Select-Object -Last 20)*

*Switch -Regex($x) {*

*"\d{2,}\/\d{2,}\/\d{2,}\s{1}\d{2}\:\d{2}\:\d{2}\s{1}\w{2}.\*0\s0\s0\s.\*([\d]{5,}.\*)" { [array]$Err += $Matches[1] }*

*".\*Err-No : -2147012739" { Write-Output "[Err-No] : 2147012739 `n[Err-Desc] : Unable to Send HTTP Request - An error occurred in the secure channel support, Source : FuncWPWithoutProxy()" ; [array]$Err += $Matches[1] }*

*}*

*if (!$Err)*

*{ Write-Output "[MSG] : No specific Error found under logs. Please login and check the logs, if still issue persists" }*

*else {*

*$Err = $Err | sort-object -Unique*

*write-output $Err*

*}*

*}*

*else {*

*Write-Output @"*

*`nThe logs last write time is older than 2 minutes.*

*Last Write Time : $($logs)*

*"@*

*}*

*}*

*catch {*

*Write-Output "$($\_.Exception.message)"*

*Exit*

*}*

*}*