**CiviHR – Task 1**

**Bonus Question:**

Describe any additional tests that you think would be necessary before we were able to release the new functionality but perhaps are not described on the wireframe itself.

**Answer:**

1. System should be prevented from attacks like cross site scripting, sql injections etc.
2. Client side and server side validations should be implemented to secure the system.
3. User should not insert invalid data from inspect element or any other server side technique.
4. Unauthorized user should not be able to attack or access the platform.
5. Urls should be secured. Attacker should not access system through urls without login.
6. Session should be handled.
7. Well functional, structured and user friendly platform should be there.