|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Dominio ISO27002 | Objetivo de Control | Control Específico | Riesgo a Controlar | Min: Seg del Video |
|  |  |  |  |  |
| 11 | 11.1 Áreas seguras | Controles Físicos de entrada | Ingreso de personal y elementos peligrosos o no autorizados | 2:03 |
| 11 | 11.1 Áreas seguras | 11.1.3  Seguridad de oficinas, despachos y recurso | Personal no autorizado en cada nivel del data center | 2:54 |
| 11 | 11.1 Áreas seguras | Protección contra las amenazas externas y ambientales | Daños físicos por descargas o incendios | 3:18 |
| 11 | 11.2 Seguridad de los equipos | Seguridad del cableado | Caída del servicio de los diferentes proveedores de telecomunicaciones | 4:18 |
| 11 | 11.2 Seguridad de los equipos | Instalaciones de suministro | Falla en el suministro de energía | 4:54 |
| 11 | 11.1 Áreas seguras | Áreas de acceso público, carga y descarga | transporte de equipos de forma insegura | 6:45 |
| 11 | 11.2 Seguridad de los equipos | Emplazamiento y protección de equipo | Falla del equipo durante su uso | 9:27 |
| 13 | 13.1 Gestión de la seguridad en las redes | Controles de red. | Caída del servicio de telecomunicaciones LSA | 11:54 |
| 12 | 12.1 Responsabilidades y procedimientos de operación | Gestión de capacidades | Falta de disponibilidad de almacenamiento | 13:42 |
| 15 | 15.2 Gestión de la prestación del servicio por suministradores | Supervisión y revisión de los servicios prestados por terceros | Mal aprovechamiento de los recursos que el cliente necesita | 14:20 |
| 17 | 17.2 Redundancias | Disponibilidad de instalaciones para el procesamiento de la  información | Perdida o modificación de la información | 15:15 |

Integrantes: Vedia Maturano Jose Luis, Jadue Andrade Sarah