|  |  |  |
| --- | --- | --- |
| **Threat-Source** | **Motivation** | **Threat Actions** |
| Hackers, cracker | Challenge  Ego  Rebellion | * Hacking * Social engineering * System intrusion * Unauthorized system access |
| Computer criminal | Destruction of Information  Illegal information disclosure  Monetary gain  Unauthorized data alteration | * Computer crime * Fraudulent act * Information bribery * Spoofing * System intrusion |
| Terrorist | Blackmail  Destruction  Exploitation  Revenge | * Bomb/Terrorism * Information warfare * System attack * System penetration * System tampering |
| Industrial espionage | Competitive advantage  Economic espionage | * Economic exploitation * Information theft * Intrusion on personal privacy * Social engineering * System penetration * Unauthorized system access |
| Insiders | Curiosity  Ego  Intelligence  Monetary gain  Revenge  Unintentional errors and omissions | * Assault on an emplyee * Blackmail * Browsing of propietary information * Computer abuse * Fraud and theft * Information bribery * Input of falsified, corrupted data * Interception * Malicious code * Sale of personal information * System bugs * System intrusion * System sabotage * Unauthorized |