Laboratorio di Internet e Comunicazioni

Laboratorio 1

**5. Connectivity check – Advanced ping**

1) Cosa succede quando un terminale esegue un ping all’indirizzo di broadcast?

Quando si esegue il comando ping verso l’indirizzo di broadcast viene richiesto di aggiungere il parametro -b al comando

ping 172.16.0.63 -b

Il terminale richiedente invia a tutti gli altri il pacchetto icmp request, gli altri terminali lo ricevono e, se configurati per la risposta ognuno risponde con un pacchetto icmp reply

Di default il SO non è configurato per la risposta al broadcast in quanto può essere utilizzato per attaccare una rete (o un host) sovraccaricandola

All’interno della tabella arp del mittente non viene aggiunto alcun indirizzo mac in quanto il mittente non esegue alcuna arp request per un indirizzo IP che corrisponde a più host (indirizzo broadcast)

Gli altri host, prima di rispondere eseguono un’arp request per identificare l’indirizzo mac del mittente. Esso non era noto a priori poichè il pacchetto ricevuto in broadcast non transita attraverso l’arp del destinatario.

Una volta che il mittente avrà risposto all’arp request, il suo indirizzo mac sarà memorizzato nella tabella arp del destinatario ed esso provvederà a mandare un pacchetto di risposta. Il mittente iniziale calcola di conseguenza il RTT in base al primo pacchetto di risposta che riceve.

2) Cosa succede quando un terminale esegue un ping all’indirizzo di rete?

Quando si esegue un ping all’indirizzo di rete il comportamento è identico a quello osservato al punto precedente

Rete con indirizzo duplicato

Abbiamo configurato la rete per avere due host con lo stesso indirizzo IP (H1, H1’)

1. Cosa succede quando H2 esegue un ping su H1?

Inizialmente H2 esegue una arp request. Sia H1 che H1’ rispondono alla richiesta. Nella tabella arp di H2 sarà memorizzato l’indirizzo mac dell’host che risponde più velocemente (ad esempio H1’), e dunque H2 inizierà a pingare H1’.

Periodicamente H2 effettua un aggiornamento dei dati contenuti nella tabella arp. Nel caso in cui l’host H1 riesca a rispondere più velocemente di H1’, nella tabella arp di H2 l’indirizzo mac di H1’ sarà sostituito con quello di H1.

1. Cosa succede quando H1 e H1’ incominciano a pingare H2 nello stesso momento? Controlla le tabelle di arp.

Inizialmente H1 e H1’ inviano una arp request nei confronti di H2, e salvano nelle rispettive tabelle arp l’indirizzo mac di H2. Nella tabella arp di H2 viene associato all’IP di H1 e H1’ l’indirizzo mac del primo host di cui riceve l’arp request.

Assumiamo che H2 memorizzi l’indirizzo mac di H1’. Per ogni ICMP request ricevuta da H2, qualunque sia il mittente (H1 o H1’) , H2 risponderà sempre ad H1’, che riceverà dunque anche le risposte alle richieste di H1. Le risposte alle richieste di H1’ sono coerenti al numero di sequenza, al contrario di quelle riferite ad H1.

Durante un successivo aggiornamento della tabella arp di H2, potrebbe essere effettuata una modifica dell’indirizzo mac associato all’ip condiviso tra H1 e H1’. Dunque H1 diventerebbe il destinatario di tutte le risposte alle ICMP request.

Netmask sbagliate.

Configuriamo H1 e H2 in modo tale che i rispettivi indirizzi IP abbiano netmask diverse. H1 risulta non appartenente alla stessa subnet di H2.

1. Cosa succede quando H1 esegue il comando di ping verso H2? Quali pacchetti invia H1? Quali pacchetti invia H2? Come cambiano le tabelle arp di H1 e di H2?

Quando H1 vuole eseguire un ping verso H2 manda inizialmente una arp request. H2 riceve la richiesta, senza tuttavia fornire una risposta. Questo perché, se H2 rispondesse, H1 comincerebbe a mandare pacchetti ad H2, a cui esso non potrebbe rispondere, in quanto H1 viene visto da H2 al di fuori della rete in cui è collocato. Si verrebbe dunque a creare un collegamento logico unidirezionale, per cui sarebbe impossibile instaurare una comunicazione reciproca.

Le tabelle arp di H1 e H2 rimangono dunque vuote.

1. Cosa succede quando H2 esegue il comando di ping verso H1? Quali pacchetti invia H2? Quali pacchetti invia H1? Come cambiano le tabelle arp di H1 e di H2?

H2 prova a mandare una ICMP request verso H1. Tuttavia, al livello IP di H2 il pacchetto viene bloccato poiché l’IP di H1 non appartiene alla stessa rete di H2, e non sono disponibili rotte per raggiungerlo. Il controllo viene effettuato confrontando l’and bit a bit dell’indirizzo IP di H2 associato alla propria Netmask con quello dell’indirizzo ip di H1.