**Discussion Topic:**

* What is a 'fully digital enterprise'?
* What are the cyber Security challenges/concerns with a fully digital enterprise?
* What are the cyber security challenges for a bricks and mortar SME wanting to become a digital enterprise?
* Do you agree with the views expressed, especially in light of the 'energy crisis' experienced worldwide in 2022?

**Answer:**

Fully Digital enterprise is an organization which utilizes and follows contemporary approaches of digitalization. These includes continuous learning and implementation of best solutions, investing in new technologies, being aware of new cutting-edge technologies and nevertheless being aware of the competition. The latter has been even more important in the energy and utilities sector as we have seen many disruptive forces over the last 4 years. As stated by Wei et al. (2019) many power and utility companies have to face competitiveness, as new rivals enter the market. From that perspective, the digitalization is inevitable if the companies want to endure position among the rivals.

However, with the digitalization there comes the need for security. The research conducted in Croatia showed that companies are generally well protected, however there is still room for improvement (Spremić & Šimunic, 2018). The letter has even greater importance as the enterprises face the era of IoT, Cloud computing, big data technologies, and in the last year, the predominant AI. All these contemporary technologies are interconnected consequently creating opportunities for cyberattacks. When it comes to the enterprises that are completely non-digital and want to make a transition, it is probably not so risky to make that move, as ideally they would consider to look for the experts with the purpose to help them making the cyber-safe transition. On the other hand companies that are already digitalized, yet with the out-of-date technologies may face higher costs of transition to advanced security systems.

What I've particularly noticed is that both articles somehow indeed reflect the today's reality. Based on the first article, the energy crisis still undergo big challenges, as we can see, the companies no longer grow with the GDP. In addition, different wars and climate changes have disrupted the companies and nevertheless our everyday lives.
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