**5 Modules Credibility**

**About Me**: I am Ibrahim Badrawi and I have a Bachelor’s Degree in Information Technology Management from Flagstaff Arizona, and 5 years of experience in Cyber Security.

**USP**: I am able to work methodically with an eagerness to dig into technical questions and examine them from all sides. I have strong analytical and diagnostic skills with a current understanding of common web vulnerabilities and maintaining awareness and knowledge of contemporary standards, practices, procedures and methods.

**Skills**: Skillful use of industry tools for traffic monitoring such as Wireshark, AlienVault, Splunk, Nmap, and Snort. Use of different Vulnerability Assessment and Penetration Testing (V.A.P.T.) tools. Understanding of common attack scenarios and common vulnerabilities. Ability to analyze test results and suggest mitigations for security problems. Knowledgeable in analysis of false positive and false negative reports, and manual verification procedures. Industry experience on drafting security policy and implementing as per standards and procedures.

**Projects Summary:** I have worked as security analyst at Barclay’s Bank, Interstate Hotels & Resorts, O&P Technology Corp, and Garmin. I worked as an analyst in a security operations center and I monitored email inboxes, client networks, and performed vulnerability scans for database, network and web applications using Nessus. I gathered information necessary to maintain system security, conducted annual reviews of contractor processes and procedures to ensure documented methodologies were consistent with requirements and Cyber Security best practices.

**Project Summary: Barclay’s Bank**

*Junior Cyber Security Analyst*

Responsible for monitoring client networks and log for traffic for abnormalities and malicious activity. My daily duties include participation in a 24/7 team delivering real time response and action to threats within the network and monitored the Cybersecurity Operations Center hotline, email inboxes, and other communications.

**Project Summary: Barclay’s Bank**

*Cyber Security Analyst I.*

Analyzed and advised on the risk and remediation of security issues based on reports from vulnerability assessment scanners, patch management tools, and emerging threat information and provided operational support, situational awareness and recommendations through deep dive threat analysis of cyber intelligence.

**Project Summary: Interstate Hotels & Resorts**

*Cyber Security Analyst II*

Maintained information security list of exceptions to identify areas that need attention and remediation.

Identified and categorized assets (physical and data). Monitored and investigated suspicious network activities using Splunk, Snort, Alien Vault, Nessus and Nmap. Used Wireshark for packet analysis and Metasploit for penetration testing.

**Project Summary: O&P Technology Corp.**

*Cyber Security Analyst III*

Monitored daily event collection, security intelligence and emerging threat information sources including SIEM, vendors, researchers, websites, newsfeeds and other sources, and monitored systems, detecting, analyzing, and resolving all incidents/events reported by SIEM and IPS. Identified on-board/off-board gap impacting Access Management, resolved by updating organizational procedure/work instruction shortfalls.

**Project Summary: Garmin**

*Senior Cyber Security Analyst*

Performed and analyzed vulnerability scan reports and worked with stakeholders to establish plans for sustainable resolutions, and actively engaged with other teams to recommend and deploy process improvements to ensure that security requirements are incorporated in all technology projects.