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**论文题目：**

1. 新类型作品的著作权保护（例如：影视作品/娱乐节目/软件等）之我见

2．某一特定行业（例如：智能手机行业，生物制药行业等）的专利纠纷及其启示

3. 知识产权案例分析（例如：试论“微信”商标之争等）

4. 某一特定产业的知识产权竞争态势分析及中国的对策研究

5. 互联网+时代专利/著作权/商标/反不正当竞争保护的前沿问题研究

**论文撰写要求：**

1. **写作要求：**从以上四个论文方向中任选一题，具体题目或副标题可以自拟，运用《知识产权管理》课程相关知识进行分析。
2. **字数要求：**3000-4000字。

**3.写作周期：**2019年4月19日-5月7日。

**4.论文提交：**2019年5月7日晚9-10节，提交到沙河校区二教201。

**5.撰写格式和内容要求：**

（1）文档大标题采用小二号黑体；二级和三级标题采用小四号楷体；正文采用五号宋体，单倍行距。

（2）充分发挥同学们的创造能力，文字简练，逻辑清晰，有理有据。

（3）拒绝抄袭，避免雷同。一经发现，概作零分处理。

（4）提交时只需提交本试卷页面和撰写正稿，本试卷页面作为封面一并装订。

（5）文档封面和正文每页都需签名。

网络爬虫与其法律风险

1. 网络爬虫的定义

网络爬虫是一种按照一定的规则，自动抓取互联网信息的程序或脚本。用非专业的术语来描述这个过程，大概就是利用程序将人可以通过互联网浏览到的信息自动的按照一定规则下载并储存。生活中常见的例如百度、谷歌等搜索引擎便是利用网络爬虫程序爬取各个网站的内容并通过算法进行展示，而各种股票交易数据库等专业数据库也大多是通过爬取专业网站的公开内容建立的。

网络爬虫的运作过程通常可以分为如下三个阶段：1. 信息的采集，在这个阶段爬虫模拟用户进行用户登录等、浏览信息等操作，并将所设定的信息进行爬取采集。2. 数据的处理，通常来说爬取到的数据进行脱敏或提取等操作。3. 数据的存储，在这个阶段爬虫通常会将上一个阶段获得的数据存储到本地数据库中，以待进一步的使用。

正如在上文所介绍的那样，网络爬虫其实是一个在现实生活中已经被广泛利用的技术，而大部分网站也有被搜索引擎嗅探到并展示的需要，为了统一规范，Robots 协议成为了一个解决方案。根据中国互联网协会《互联网搜索引擎服务自律公约》第七条的定义，机器人协议（robots协议）是指互联网站所有者使用robots.txt文件，向网络机器人（Web robots）给出网站指令的协议。具体而言，robots协议是网站所有者通过位于置于网站根目录下的文本文件robots.txt，提示网络机器人哪些网页不应被抓取，哪些网页可以抓取。

1. 网络爬虫存在的法律风险及常用的规避方法

爬虫存在的法律风险主要可以归结为以下三个方面：

1. 不遵守 robots 协议的法律风险

《互联网搜索引擎服务自律公约》第七条规定，“遵循国际通行的行业惯例与商业规则，遵守机器人协议（robots协议）”。第八条则规定“互联网站所有者设置机器人协议应遵循公平、开放和促进信息自由流动的原则，限制搜索引擎抓取应有行业公认合理的正当理由，不利用机器人协议进行不正当竞争行为，积极营造鼓励创新、公平公正的良性竞争环境。”

具体的案例有“奇虎科技诉百度不正当竞争案”，法院经审理认为，Robots协议被认定为搜索引擎行业内公认的、应当被遵守的商业道德，被告奇虎公司在推出搜索引擎的伊始阶段没有遵守百度网站的Robots协议，其行为明显不当，应承担相应的不利后果，最终判决认定，被告北京奇虎公司的行为违反了《反不正当竞争法》，判决奇虎公司赔偿百度公司经济损失及合理支出共计人民币70万元，并驳回百度公司的其他诉讼请求。

通常来说，最好的规避此风险的方法是遵守网站的robot协议。

1. 对突破网站设置的技术防护措施带来的法律风险

正如双十一大量用户对淘宝的访问请求会对其服务器带来巨大的压力一般，爬虫因为程序设置的效果，过于频繁与快速的访问请求会对网站的正常维护带来压力，网站也通常会利用各种技术防范爬虫过于泛滥。

在《反不正当竞争法》第十二条第二款中有规定，经营者不得利用技术手段，通过影响用户选择或者其他方式，实施列妨碍、破坏其他经营者合法提供的网络产品或者服务正常运行的行为。而如果所突破的是某些特定领域，《刑法》第二百八十五条规定，违反规定侵入国家事务、国防建设、尖端科学技术领域的计算机信息系统的，不论情节严重与否，构成非法侵入计算机信息系统罪。

程序员在编写网站爬虫时一般会对网站采用的各种技术进行了解，并规避可能存在的风险。

1. 爬虫爬取的信息可能带来的法律风险

爬虫的最终目的是为了爬取数据，而相比较传统领域，互联网领域的著作权、隐私权、专利权等显得尤其复杂，难以一概而论。就爬虫运作机制而已，其本质是模仿用户的行为进行爬取，对于用户可以阅读并保存的信息一般是不存在侵权问题的。而对于用户不能访问到的，或者是无法通过正常行为保存而通过技术手段保存的，就很有可能存在侵权的风险。

而另一些情况下，即使是公开的数据，若这些数据为网站的核心竞争力所在，而爬虫爬取数据完成后又利用这些数据进行商业运作，这种损害竞争优势的行为即构成不正当竞争，有名的“新浪微博诉‘脉脉’不正当竞争案”即此类代表。

涉及到用户个人信息的爬取，即使是公开的个人信息通常网站与用户也存在隐私协议，而爬虫是否经过用户同意认可也无从得知。如果是不公开的个人信息的爬取和利用机会一定触犯法律。

针对信息，一般来说如果需要利用爬取的信息进行进一步研究，通常会在爬取完毕后进行数据的脱敏操作。相类似的，近几年较热门的机器学习方向通常需要大量的数据集，而数据集的一个重要来源即网络爬虫，论文的发布一般会对使用的数据集进行隐私处理，以防止侵权行为的发生。

1. 个人案例分析

下面将会分析三个本人所正在开发的项目中爬虫的运作以及针对可能存在的法律风险进行的额外工作。

第一个项目核心为文本编辑器的智能推荐，即用户在使用我们提供的网页编辑器进行一些特殊文章（如合同、借条、文书等专业性较强的文本）的撰写时，输入句子的一部分，便可以通过后端的算法分析数据集并提供可能的建议。这一个项目采用人工智能机器学习的算法，需要一定数量的文本作为数据集进行分析。在制作爬虫爬取数据集这个阶段，我们对可能存在的法律风险进行了调研，并采取了一定的手段进行规避。

首先，对于网络文章的爬取，我们确认了爬取文章的网站不存在额外的协议禁止转载或再利用，规避了可能存在的版权风险。同时，我们确认了我们与爬取文本的网站直接不存在直接竞争，尽量不构成不正当竞争。在制作爬虫的阶段，我们严格遵守网站提供的 robots.txt 协议，同时因为项目时间相对宽裕，我们降低了并发数，即尽可能降低了爬虫对网站服务的影响。

此项目的另一个数据来源为用户在使用编辑器后的文章，我们计划利用用户的文本形成循环润化机器学习算法。于是我们在用户注册使用的协议中指出了我们将再利用他们的文章，并且提供选项可以主动禁用。对于爬取到的用户文章也开发了脱敏算法进行脱敏操作避免触犯隐私权。

另一个项目是一个新闻知识图谱的研究。主要是爬取新闻网站的新闻，在提供转发的同时对新闻内容进行拆分，并进行文本理解分析，最终以知识图谱的形式进行展示。经过调研我们发现，根据《[著作权法](https://www.baidu.com/s?wd=%E8%91%97%E4%BD%9C%E6%9D%83%E6%B3%95&tn=SE_PcZhidaonwhc_ngpagmjz&rsv_dl=gh_pc_zhidao)》第二十二条规定，为报道[时事新闻](https://www.baidu.com/s?wd=%E6%97%B6%E4%BA%8B%E6%96%B0%E9%97%BB&tn=SE_PcZhidaonwhc_ngpagmjz&rsv_dl=gh_pc_zhidao)，在报纸、期刊、广播电台、电视台等媒体中不可避免地再现或者引用已经发表的作品; 可以不经著作权人许可，不向其支付报酬，但应当指明作者姓名、作品名称，并且不得侵犯著作权人依照本法享有的其他权利。对此我们在爬取新闻的时候特地进行了作者姓名、作品名称的爬取，对捕捉到“不允许转载”相关字眼的新闻不做保存及分析，以减少新闻爬虫可能带来的法律风险。至于针对爬虫本身的优化如上一个项目一般做了基本的处理，没有特殊的优化。

在两个团队项目之外，个人兴趣驱动下我本人编写了一个喜爱的图片网站的爬虫，对关注的画师的过往作品进行了爬取。爬虫本身性能不高故不会对服务器造成严重影响，而作品本身只用于个人欣赏，也没有向外传播，因此也不触犯专利权、著作权等。

1. 总结

综上所述，爬虫作为一门技术，其本身的特殊性导致在使用的过程中不免的会存在一定的法律风险，从不正当竞争，到专利权、著作权，一不小心就有可能踩坑。在利用爬虫的初期可能只是小事很难被注意到，但一旦有所疏忽，对产品未来就有可能有着毁灭性的打击。正确的方法即是在编写爬虫之初便认识到可能存在的风险，了解技术存在的底线，并采取措施对风险进行规避，保证项目或产品的顺利进行。

当然也存在着好消息，在信息聚合领域存在着“避风港原则”，即指在发生著作权侵权案件时，当ISP（网络服务提供商）只提供空间服务，并不制作网页内容，如果ISP被告知侵权，则有删除的义务，否则就被视为侵权。如果侵权内容既不在ISP的服务器上存储，又没有被告知哪些内容应该删除，则ISP不承担[侵权责任](https://baike.baidu.com/item/%E4%BE%B5%E6%9D%83%E8%B4%A3%E4%BB%BB/8921969)。而最新的互联网版权管理条例对信息展示增加了版权限制，未获得版权的内容，禁止对公众发布。对于一般的个人来说，爬虫及抓取的风险相当之低，而对抓取的数据的展示则要尤为重视。

在较为详细的了解爬虫及存在的法律风险之后再进行爬虫的开发，是防止在不知情的情况下触犯法律最好的方法。