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1. **网络安全概述**

**测试点 1-1**

1. **什么是网络安全？**

从本质上来讲，网络安全就是网络上的信息安全。

网络的安全是指网络系统的硬件、软件及其系统中的数据受到保护，不会因偶然或者恶意的因素的影响而遭到破坏、更改或泄露，系统能够连续、可靠地正常运行，网络服务不被中断。

1. **什么是脆弱性？脆弱性分为几类？**

所谓网络系统的脆弱性，是指系统的硬件资源、通信资源、软件及信息资源等存在的弱点和缺陷。分为以下几类

硬件系统的脆弱性

软件系统的脆弱性

网络和通信协议的脆弱性

管理的脆弱性

用户的脆弱性

1. **什么是安全威胁？安全威胁分为几类？**

安全威胁是可能对系统或组织造成危害的不期望事件的潜在原因。脆弱性的普遍存在是安全威胁产生的根本原因。分为：

信息泄露

完整性破坏

服务拒绝

未授权访问

1. **什么是安全攻击？安全攻击分为几类？**

任何危及到信息安全的行为，安全攻击要利用一个或多个系统的脆弱性。分为：被动攻击、主动攻击、物理临近攻击、内部人员攻击、配装分发攻击

**测试点 1-2**

1. **什么是安全服务？什么是安全机制？常见的安全服务和安全机制有哪些？**

安全服务是指提供数据处理和数据传输安全性保护的方法。常见的安全服务有认证服务、访问控制服务、数据保密性服务、数据完整性服务、不可否认服务

安全机制是保护信息与信息系统安全技术措施的总称，分为：加密、数字签名、访问控制、数据完整性、鉴别交换、业务流填充、路由控制、公证

1. **安全服务和安全机制的关系是什么？**

安全服务体现网络信息系统的安全需求

安全机制是实现安全服务采取的具体技术措施

安全服务与安全机制是多对多的关系

安全服务可以用不同的安全机制来实现

安全机制可以用来实现不同的安全服务

1. **简要说明在应用层、网络层、传输层和链路层部署安全服务的优缺点？**

**应用层**优点：对数据的实际含义有着充分的理解 、不必依赖操作系统来提供这些服务 、对用户想要保护的数据具有完整的访问权，因而能很方便地提供一些服务 、安全策略和措施通常是基于用户制定的

缺点：改动太多，出现错误的概率大增，为系统带来更多的安全漏洞、对现有系统的兼容性太差、效率太低

**网络层**优点：现有的和未来的应用可以很方便地得到安全服务、提供了更加细化的基于进程对进程的安全服务、能为其上的各种应用提供安全服务

缺点：由于传输层很难获取关于每个用户的背景数据，实施时通常假定只有一个用户使用系统，所以很难满足针对每个用户的安全需求

**传输层**优点：密钥协商的开销小、网络层支持以子网为基础的安全、主要优点是透明性

缺点：无法实现针对用户和用户数据语义上的安全控制

**链路层**优点：整个分组（包括分组头信息）都被加密 ，保密性强

缺点：使用范围有限