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As classes Valve, no servidor Apache Tomcat 10, são caracterizadas por agirem como:

Alternativas

**A**

bancos de dados de nomes de usuários, senhas e funções atribuídas a esses usuários;

**B**

pré-processadores para as requisições associadas a um contêiner Catalina;

**C**

bibliotecas de tags customizadas que são utilizadas na composição de páginas JSP;

**D**

controladores para implantação de novos aplicativos web sem precisar reiniciar o servidor;

**E**

objetos enxutos que não dependem da herança de interfaces ou classes de frameworks externos.

MÁRCIA SOARES MARQUES

04 de Setembro de 2022 às 13:09

"O servidor Apache Tomcat é um container Web de código fonte aberto baseado em Java que foi criado para executar aplicações Web que utilizam tecnologias Servlets e JSPs. O servidor Tomcat foi criado inicialmente como um subprojeto da Apache-Jakarta, no entanto, devido a sua alta popularidade, acabou sendo designado para um projeto separado da Apache, sendo assim mantido por um grupo de voluntários da comunidade de código aberto do Java.Apache Tomcat é um servidor bastante estável com todas as características que um container comercial de aplicações web possui.Atualmente as versões que ainda recebem suporte são 5.5x, 6.0x e 7.0x. Versões anteriores a 5.5 ainda encontram-se disponíveis para download no site da Apache, porém estão arquivadas e não possuem mais suporte. Por isso, recomenda-se que os usuários adquiram as últimas versões disponíveis.

Uma instancia do Tomcat é o componente de mais alto nível na hierarquia do container Tomcat. Apenas uma única instância do Tomcat pode existir em uma única JVM. Esta abordagem torna todas as outras aplicações Java, rodando numa mesma máquina física num servidor Tomcat, seguras caso o Tomcat ou a JVM trave. Podemos ter múltiplas instâncias numa mesma máquina física, porém como processos Java separados rodando em portas separadas.

Uma instância do Tomcat consiste de um grupo de aplicações de container, no qual tem-se uma hierarquia muito bem definida. O componente principal desta hierarquia é o Catalina Servlet Engine. O Catalina trata-se da implementação do Container Servlet conforme especificado no Java Servlet API. Tomcat 7 nada mais é do que a implementação do Servlet API 3.0, a última especificação da SUN. A figura abaixo mostra o relacionamento dos principais componentes da arquitetura do Tomcat.

Valves é uma tecnologia introduzida no Tomcat 4 e mantida até as versões mais atuais que permite associar uma instância de uma classe Java com um container em particular. Uma classe Valve age como um preprocessador para todas as requisições vindas do container. Esta tecnologia é propriedade do servidor Tomcat e não pode ser utilizado em nenhum container Servlet/JSP."

Gostei bastante desse artigo que explica o básico de Tomcat:

fonte: https://www.devmedia.com.br/introduzindo-o-servidor-de-aplicacao-apache-tomcat/27939
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O servidor HTTP Apache versão 2.4 é configurado por meio de diretivas presentes no arquivo de configuração denominado httpd.conf.

A diretiva que define o diretório base onde as páginas web devem ser armazenadas para disponibilização pelo servidor Apache é:

Alternativas

**A**

DocumentRoot;

**B**

ServerRoot;

**C**

ServerPath;

**D**

ServerName;

**E**

ChRootDir.

Willians Ferreira

23 de Fevereiro de 2022 às 09:55

O **DocumentRoot**representa o diretório raiz que contém os arquivos a serem servidos pelo Apache

Lennon

06 de Janeiro de 2023 às 16:29

(tradução literal da documentação)

**DocumentRoot**=> o diretório a partir do qual você servirá seu documentos. Por padrão, todas as solicitações são retiradas desse diretório, mas links simbólicos e aliases podem ser usados ​​para apontar para outros locais.

**ServerRoot** => a parte superior da árvore de diretórios sob a qual o servidor arquivos de configuração, erro e log são mantidos

**ServerName**=> fornece o nome e a porta que o servidor usa para se identificar.

Gloomy Gulch

01 de Março de 2022 às 22:57

a-

*# DocumentRoot: The directory out of which you will serve your*

*# documents. By default, all requests are taken from this directory, but*

*# symbolic links and aliases may be used to point to other locations.*

*#*

*DocumentRoot "C:/xampp/htdocs"*

*<Directory "C:/xampp/htdocs">*

*#*

*# Possible values for the Options directive are "None", "All",*

*# or any combination of:*

*#  Indexes Includes FollowSymLinks SymLinksifOwnerMatch ExecCGI MultiViews*

*#*

*# Note that "MultiViews" must be named \*explicitly\* --- "Options All"*

*# doesn't give it to you.*

*#*

*# The Options directive is both complicated and important. Please see*

*# http://httpd.apache.org/docs/2.4/mod/core.html#options*

*# for more information.*

*#*

fonte: httpd.conf

D. Santos

19 de Fevereiro de 2022 às 16:54

DocumentRoot;
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O arquivo httpd.conf é o arquivo de configuração principal do servidor Web Apache. Ele contém diretivas que controlam o funcionamento do servidor.

Assinale a opção que indica a diretiva que pode ser usada para especificar endereço e portas alternativas para o servidor web receber requisições externas.

Alternativas

**A**

*ServerRoot*

**B**

*Listen*

**C**

*AcceptFilter*

**D**

*Redirect*

**E**

*SetInputFilter*

Concurseiro de TI

22 de Março de 2019 às 11:15

**Letra B**

Geralmente diretivas ligadas a '*escutar*' portas e hosts são do tipo *Listen*. Para melhor entendimento da configuração do arquivo **httpd.conf** segue abaixo um link com configurações possíveis.

https://pt.wikibooks.org/wiki/Guia\_do\_Linux/Avançado/Apache/Exemplo\_comentado\_de\_um\_arquivo\_de\_configuração\_do\_Apache

Willians Ferreira

23 de Fevereiro de 2022 às 16:58

A diretiva Listen é usada para se ter um controle maior sobre a especificação de endereços/portas alternativas que o servidor web esperará por requisições externas. Esta diretiva é muito usada na construção de Virtual Hosts. Esta diretiva pode substituir completamente as diretivas Port e BindAddress. Podem ser usados o número da porta, ou o par endereço:porta:

Listen 192.168.1.1:80

Listen 192.168.7.1:81

Listen 60000

Thaís Santos

14 de Março de 2022 às 05:37

The **Listen** directive tells the server to accept incoming requests**only on the specified port(s) or address-and-port combinations**.

Fonte: https://httpd.apache.org/docs/2.4/bind.html
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A diretiva que pode ser incluída no arquivo de configuração do servidor Apache, versão 2.4, para que a URL

![Imagem associada para resolução da questão](data:image/png;base64,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)

é:

Alternativas

**A**

ServerAlias /var/www/~/docs

**B**

VirtualHost public\_html

**C**

UserDir /var/www/\*/docs

**D**

ServerName /var/www/~pedro/docs

**E**

DocumentRoot docs

Jimmy C

03 de Agosto de 2018 às 08:41

If neither the enabled nor the disabled keywords appear in the Userdirdirective, the argument is treated as a filename pattern, and is used to turn the name into a directory specification. A request for http://www.example.com/~bob/one/two.html will be translated to:

UserDir directive used                  Translated path

UserDir /home/\*/www                   /home/bob/www/one/two.html

Fonte: https://httpd.apache.org/docs/2.4/mod/mod\_userdir.html

Thaís Santos

14 de Março de 2022 às 05:44

*The****UserDir****directive sets the****real directory in a user's home directory****to use when a request for a document for a user is received.*

*(...)*

*A request for****http://www.example.com/˜bob/one/two.html****will be****translated****to:*

***UserDir****/home/\*/www*

Fonte: https://httpd.apache.org/docs/2.4/mod/mod\_userdir.html#userdir

**5**

[**Q873270**](https://www.qconcursos.com/questoes-de-concursos/questoes/8cb21b7b-26)

[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2018 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[Câmara de Salvador - BA](https://www.qconcursos.com/questoes-de-concursos/institutos/camara-de-salvador-ba) **Prova:**[FGV - 2018 - Câmara de Salvador - BA - Analista de Tecnologia da Informação](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2018-camara-de-salvador-ba-analista-de-tecnologia-da-informacao)

Considere os seguintes fragmentos de configuração para o Apache Web Server.
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O termo que substitui corretamente os trechos pontilhados é:

Alternativas

**A**

Enronment;

**B**

HttpRequest;

**C**

IPaddress;

**D**

LocalServer;

**E**

VirtualHost.
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17 de Abril de 2018 às 17:27

Instalação e Configuração do Apache HTTP Server

https://www.ibm.com/support/knowledgecenter/pt-br/SSB2MV\_7.1.2/com.ibm.rational.buildforge.doc/topics/altinst\_byoc\_apache\_setup.html

Rubens Nunes Oliveira

22 de Maio de 2018 às 11:59

https://httpd.apache.org/docs/2.4/mod/core.html#virtualhost
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[**Q847739**](https://www.qconcursos.com/questoes-de-concursos/questoes/21448941-bc)

[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2017 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[SEPOG - RO](https://www.qconcursos.com/questoes-de-concursos/institutos/sepog-ro) **Prova:**[FGV - 2017 - SEPOG - RO - Analista em Tecnologia da Informação e Comunicação](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2017-sepog-ro-analista-em-tecnologia-da-informacao-e-comunicacao)

O servidor Apache HTTP, versão 2.4, tem a possibilidade de responder aos diversos endereços IPs, aos nomes de *hosts* e às portas em uma única máquina, em uma facilidade que é conhecida como *host* virtual, configurada no arquivo httpd.conf.

Com relação a essa facilidade, analise as afirmativas a seguir.

I. Várias diretivas *Listen* com o mesmo endereço IP e porta irão resultar em um erro fatal, impedindo que o servidor HTTP inicie corretamente.

II. O uso da diretiva *VirtualHost* no arquivo httpd.conf precisa ainda da respectiva configuração no servidor DHCP para seu correto funcionamento.

III. Várias diretivas *VirtualHost*podem ser utilizadas para configurar diversos *hosts* virtuais em uma mesma máquina, mas apenas se utilizarem portas diferentes.

Está correto o que se afirma em

Alternativas

**A**

I, apenas.

**B**

II, apenas.

**C**

III, apenas.

**D**

I e III, apenas.

**E**

I, II e III.

Vulgo Jhow

02 de Agosto de 2018 às 11:29

**I) CORRETA.**

**II) INCORRETA.**O uso da diretiva VirtualHost no arquivo httpd.conf precisa ainda da respectiva configuração no servidor **DNS**para seu correto funcionamento.

**III) INCORRETA.**Não existe essa restrição quanto à porta. Na verdade, o que não pode ocorrer é diferentes virtual hosts com o mesmo nome utilizando a mesma porta e o mesmo IP. Qualquer variação em algum desses parâmetros é permitido. Por exemplo, dois virtualhost com o nome TESTE ambos escutando na porta 80 mas em IPs diferentes.

The student

22 de Maio de 2018 às 09:33

Letra A.

Várias diretivas Listen com o mesmo endereço IP e porta irão resultar em um erro fatal, impedindo que o servidor HTTP inicie corretamente.
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[**Q847304**](https://www.qconcursos.com/questoes-de-concursos/questoes/a8d09a43-bb)

[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2017 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[MPE-BA](https://www.qconcursos.com/questoes-de-concursos/institutos/mpe-ba) **Prova:**[FGV - 2017 - MPE-BA - Analista Técnico - Tecnologia](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2017-mpe-ba-analista-tecnico-tecnologia)

O servidor web Apache é utilizado por diversas organizações em todo o mundo.

Em relação ao servidor HTTP Apache versão 2.4, o comando que pode ser utilizado para verificar se o arquivo de configuração principal httpd.conf NÃO contém erro de sintaxe de configuração é:

Alternativas

**A**

httpd -t

**B**

httpd -configtest

**C**

httpd -l

**D**

httpd -v

**E**

httpd -f

Leonardo Mateus

11 de Janeiro de 2018 às 14:53

a) **httpd -t**

*Executa****testes de sintaxe apenas para arquivos de configuração****. O programa sai imediatamente após esses testes de análise de sintaxe com um código de retorno de 0 (Sintaxe OK) ou código de retorno não igual a 0 (Erro de sintaxe). Se -D DUMP \_ VHOSTS também estiver definido, os detalhes da configuração do host virtual serão impressos. Se -D DUMP \_ MODULES estiver configurado, todos os módulos carregados serão impressos.*

b) httpd -configtest **apachectl configtest**

*Executa um teste de sintaxe de arquivo de configuração. Ele analisa os arquivos de configuração e relatórios Syntax Ok ou informações detalhadas sobre o erro de sintaxe particular. Isso é equivalente a****apachectl -t****.*

c) httpd -l

*Produz uma lista de módulos compilados no servidor. Isso****não****incluirá módulos incluídos dinamicamente incluídos usando a diretiva LoadModule.*

d) httpd -v

*Imprime a****versão****de httpd*

e) httpd -f

*Usa as diretrizes na configuração do arquivo na inicialização. Se a configuração não começa com um /, então é considerado um caminho relativo ao ServerRoot. O padrão é conf/httpd.conf.*

*Fontes:*

https://httpd.apache.org/docs/2.4/programs/httpd.html

https://httpd.apache.org/docs/2.4/programs/apachectl.html

Hugo Andrade

07 de Novembro de 2017 às 01:20

**httpd -t**

Run syntax tests for configuration files only. The program immediately exits after these syntax parsing tests with either a return code of 0 (Syntax OK) or return code not equal to 0 (Syntax Error). If -D DUMP\_VHOSTS is also set, details of the virtual host configuration will be printed. If -D DUMP\_MODULES is set, all loaded modules will be printed.

https://httpd.apache.org/docs/2.4/programs/httpd.html

**apachectl configtest**

**apachectl -t**

Run a configuration file syntax test. It parses the configuration files and either reports Syntax Ok or detailed information about the particular syntax error. This is equivalent to apachectl -t

https://httpd.apache.org/docs/2.4/programs/apachectl.html

Nilson Mello

23 de Outubro de 2018 às 07:28

**Quem não tem acesso: --> A**
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[**Q829551**](https://www.qconcursos.com/questoes-de-concursos/questoes/9c3526ef-70)

[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2017 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[IBGE](https://www.qconcursos.com/questoes-de-concursos/institutos/ibge) **Prova:**[FGV - 2017 - IBGE - Analista Censitário - Análise de Sistemas - Suporte à Comunicação e Rede](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2017-ibge-analista-censitario-analise-de-sistemas-suporte-a-comunicacao-e-rede)

Analise as afirmativas a seguir sobre o servidor web Apache HTTP, versão 2.4:

I. É configurado, por padrão, colocando diretivas em um arquivo principal, em formato texto, denominado server.conf.

II. Possui um programa executável denominado httpd que opera como um daemon que responde automaticamente a solicitações e serve os documentos hipertexto e multimídia.

III. Possui um motor de busca que faz a indexação de documentos a partir de palavras-chave indicadas pelo utilizador.

Está correto o que se afirma em:

Alternativas

**A**

somente I;

**B**

somente II;

**C**

somente III;

**D**

somente I e II;

**E**

I, II e III.

Sidnei Almeida

26 de Setembro de 2017 às 17:52

**GABARITO: B**

**O servidor é compatível com o protocolo HTTP. Suas funcionalidades são mantidas através de uma estrutura de módulos, permitindo inclusive que o usuário escreva seus próprios módulos — utilizando a API do software.**

(I) Os arquivos de configuração, por padrão, em ambientes Unix-like, residem no diretório /etc/apache. O servidor é configurado por um arquivo mestre nomeado httpd.conf e opcionalmente pode haver configurações para cada diretório utilizando arquivos com o nome .htaccess, onde é possível utilizar autenticação de usuário pelo próprio protocolo HTTP utilizando uma combinação de arquivo .htaccess com um arquivo .htpasswd, que guardará os usuários e senhas (criptografadas).

(III) Não possui esse motor
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[**Q632538**](https://www.qconcursos.com/questoes-de-concursos/questoes/de9599b4-0e)

[Apache ,](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)[Segurança de sistemas operacionais](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/seguranca-de-sistemas-operacionais)

**Ano:**2016 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[IBGE](https://www.qconcursos.com/questoes-de-concursos/institutos/ibge) **Prova:**[FGV - 2016 - IBGE - Analista - Análise de Sistemas - Suporte Operacional](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2016-ibge-analista-analise-de-sistemas-suporte-operacional)

Os servidores HTTP podem estar sujeitos a ataques do tipo DoS. No entanto, os analistas de suporte operacional utilizam diversas medidas para mitigar tais ataques. São exemplos de diretivas dos servidores HTTP Server Apache (versão 2.4) que auxiliam a mitigar esses problemas:

Alternativas

**A**

TimeOut e ProxyBlock;

**B**

KeepAlive e ProxySet;

**C**

LimitRequestLine e SessionMaxAge;

**D**

MaxRequestWorkers e SSLVerifyClient;

**E**

RequestReadTimeout e KeepAliveTimeout.

Andrew S. Tanenbaum

10 de Julho de 2016 às 13:30

GABARITO E.

A grosso modo **RequestReadTimeout**é uma diretiva que permite limitar o tempo que um cliente pode levar para enviar um pedido.

Já a diretiva **KeepAliveTimeout** pode ser usada, apesar da baixa performance em alguns contextos, em sites que estão sujeitas a ataques DoS (Denial of Service), e preconiza que os valores das várias directivas relacionadas ao tempo limite fornecidos por outros módulos devem ser verificados.

Traduzido e adaptado de: https://httpd.apache.org/docs/2.4/mod/core.htmlv

Jonathan Clemente

21 de Maio de 2016 às 11:38

Denial of Service (DoS) attacks

All network servers can be subject to denial of service attacks that attempt to prevent responses to clients by tying up the resources of the server. It is not possible to prevent such attacks entirely, but you can do certain things to mitigate the problems that they create.

Often the most effective anti-DoS tool will be a firewall or other operating-system configurations. For example, most firewalls can be configured to restrict the number of simultaneous connections from any individual IP address or network, thus preventing a range of simple attacks. Of course this is no help against Distributed Denial of Service attacks (DDoS).

There are also certain Apache HTTP Server configuration settings that can help mitigate problems:

The **RequestReadTimeout** directive allows to limit the time a client may take to send the request.

The **TimeOut** directive should be lowered on sites that are subject to DoS attacks. Setting this to as low as a few seconds may be appropriate. As TimeOut is currently used for several different operations, setting it to a low value introduces problems with long running CGI scripts.

The **KeepAliveTimeout** directive may be also lowered on sites that are subject to DoS attacks. Some sites even turn off the keepalives completely via **KeepAlive**, which has of course other drawbacks on performance.

The values of various timeout-related directives provided by other modules should be checked.

The directives **LimitRequestBody**,**LimitRequestFields**, **LimitRequestFieldSize**,**LimitRequestLine**, and **LimitXMLRequestBody** should be carefully configured to limit resource consumption triggered by client input.

On operating systems that support it, make sure that you use the **AcceptFilter** directive to offload part of the request processing to the operating system. This is active by default in Apache httpd, but may require reconfiguration of your kernel.

Tune the **MaxRequestWorkers** directive to allow the server to handle the maximum number of simultaneous connections without running out of resources. See also the performance tuning documentation.

The use of a threaded mpm may allow you to handle more simultaneous connections, thereby mitigating DoS attacks. Further, the event mpm uses asynchronous processing to avoid devoting a thread to each connection. Due to the nature of the OpenSSL library the event mpm is currently incompatible with mod\_ssl and other input filters. In these cases it falls back to the behaviour of theworker mpm.

There are a number of third-party modules available through http://modules.apache.org/ that can restrict certain client behaviors and thereby mitigate DoS problems.

Fonte: https://httpd.apache.org/docs/trunk/misc/security\_tips.html

Bonfim Martins da Silva

24 de Abril de 2022 às 20:02

Todos os servidores de rede podem estar sujeitos a ataques de negação de serviço que tentam impedir respostas aos clientes, limitando os recursos do servidor. Não é possível evitar totalmente esses ataques, mas você pode fazer algumas coisas para mitigar os problemas que eles criam.

Muitas vezes, a ferramenta **anti-DoS** mais eficaz será um firewall ou outras configurações do sistema operacional. Por exemplo, a maioria dos firewalls pode ser configurada para restringir o número de conexões simultâneas de qualquer endereço IP individual ou rede, evitando assim uma série de ataques simples. Claro que isso não ajuda contra ataques de negação de serviço distribuído (DDoS).

Há também algumas configurações do Apache HTTP Server que podem ajudar a mitigar os problemas:

A diretiva **RequestReadTimeout** permite limitar o tempo que um cliente pode levar para enviar a solicitação.

A diretiva **TimeOut** deve ser reduzida em sites sujeitos a ataques DoS. Definir isso para tão baixo quanto alguns segundos pode ser apropriado. Como o TimeOut é usado atualmente para várias operações diferentes, configurá-lo para um valor baixo apresenta problemas com scripts CGI de execução longa.

A diretiva **KeepAliveTimeout** também pode ser reduzida em sites sujeitos a ataques DoS. Alguns sites até desativam completamente os keepalives via KeepAlive, o que obviamente tem outras desvantagens no desempenho.

Os valores de várias diretivas relacionadas a tempo limite fornecidos por outros módulos devem ser verificados.

As diretivas **LimitRequestBody, LimitRequestFields, LimitRequestFieldSize, LimitRequestLine e LimitXMLRequestBody** devem ser cuidadosamente configuradas para limitar o consumo de recursos acionado pela entrada do cliente.

Nos sistemas operacionais que o suportam, certifique-se de usar a diretiva **AcceptFilter** para descarregar parte do processamento da solicitação para o sistema operacional. Isso está ativo por padrão no Apache httpd, mas pode exigir a reconfiguração do seu kernel.

Ajuste a diretiva **MaxRequestWorkers** para permitir que o servidor lide com o número máximo de conexões simultâneas sem ficar sem recursos. Consulte também a documentação de ajuste de desempenho.

O uso de um **mpm** encadeado pode permitir que você lide com mais conexões simultâneas, mitigando assim os ataques DoS. Além disso, o evento mpm usa processamento assíncrono para evitar dedicar um thread a cada conexão. Devido à natureza da biblioteca OpenSSL, o evento mpm é atualmente incompatível com mod\_ssl e outros filtros de entrada. Nestes casos, volta-se para o comportamento do trabalhador mpm.

Há vários módulos de terceiros disponíveis em http://modules.apache.org/ que podem restringir determinados comportamentos do cliente e, assim, mitigar problemas de DoS.

Fonte: https://httpd.apache.org/docs/trunk/misc/security\_tips.html
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[**Q576345**](https://www.qconcursos.com/questoes-de-concursos/questoes/3b83a304-8b)

[Virtualização ,](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/virtualizacao)[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2015 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[DPE-RO](https://www.qconcursos.com/questoes-de-concursos/institutos/dpe-ro) **Prova:**[FGV - 2015 - DPE-RO - Analista da Defensoria Pública - Analista de Redes e Comunicação de Dados](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2015-dpe-ro-analista-da-defensoria-publica-analista-de-redes-e-comunicacao-de-dados)

Em um ambiente Linux rodando Apache2, deseja-se criar uma virtualização de sites. Uma vez que estejam devidamente configurados, o comando permite a ativação de um determinado virtual host é:

Alternativas

**A**

A2dissite;

**B**

vmenable;

**C**

vhload;

**D**

A2ensite;

**E**

insmod.

Tiago Gil

16 de Dezembro de 2016 às 00:18

**a2ensite** - habilita site do Apache, isto é, cria o link simbólico do arquivo do site que deseja habilitar no diretório /etc/apache2/sites-enabled para o arquivo do site em questão presente no diretório  /etc/apache2/sites-available.

Referência: livro "Linux Guia do Administrador do Sistema, Rubem E. Ferreira, 2ª Edição.

Somente Only

13 de Fevereiro de 2016 às 17:53

Vi em vários blogs comentários a respeito da "ferramenta" **a2ensite**. Cito, por exemplo, este blog:

http://labcisco.blogspot.com.br/2015/05/configuracao-do-servidor-web-apache-no.html

"Os arquivos dos sites que ficam armazenados em **"/etc/apache2/sites-available"** não estão publicados, por isso é necessário utilizar a ferramenta **a2ensite** para ativá-los e publicá-los através da criação de um link simbólico no diretório **"/etc/apache2/sites-enabled"**.

root@webserver:/# a2ensite nome.com.br.config

root@webserver:/# ls -l /etc/apache2/sites-enabled

lrwxrwxrwx 1 root root 38 Mai 14 23:49 **nome.com.br.conf** -> ../sites-available/nome.com.br.conf

***Obs.:****Assim como a ferramenta****a2ensite****é utilizada para ativar e publicar um site, a ferramenta****a2dissite****pode ser utilizada para remover o link simbólico. "*

**observação:**não achei nenhuma informação a respeito destas ferramentas na documentação oficial do servidor apache ( https://httpd.apache.org/docs/2.4/en/ ); agradeço se alguém souber informar o motivo .

Nilson Mello

24 de Outubro de 2018 às 15:37

**Quem não tem acesso: --> D**
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[**Q501342**](https://www.qconcursos.com/questoes-de-concursos/questoes/9d3324f3-ea)

[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2015 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[TJ-BA](https://www.qconcursos.com/questoes-de-concursos/institutos/tj-ba) **Prova:**[FGV - 2015 - TJ-BA - Analista Judiciário - Tecnologia da Informação - Reaplicação](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2015-tj-ba-analista-judiciario-tecnologia-da-informacao-reaplicacao)

Um acesso feito para o endereço http://site.exemplo.com.br, que está hospedado em um computador executando o servidor de aplicação Apache 2, deve retornar uma página contendo o nome, logotipo e marca de uma organização. Sabendo-se que a configuração padrão inicial do Apache 2 não foi modificada e que será utilizada uma página estática, as informações a serem exibidas na página devem ser colocadas em um arquivo com o nome:

Alternativas

**A**

home.htm

**B**

site.php

**C**

page.html

**D**

index.html

**E**

page.asp

Nilson Mello

24 de Outubro de 2018 às 15:59

**Quem não tem acesso: --> D**
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[**Q485002**](https://www.qconcursos.com/questoes-de-concursos/questoes/24a7989b-cb)

[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2015 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[TJ-SC](https://www.qconcursos.com/questoes-de-concursos/institutos/tj-sc) **Prova:**[FGV - 2015 - TJ-SC - Analista de Sistemas](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2015-tj-sc-analista-de-sistemas)

Ao examinar o registro *(log*) de acessos de um servidor de aplicação Apache (versão 2), o administrador do sistema notou que as requisições destinadas ao sistema 1 (http://sistema1.exemplo.com.br) retornam com código 500 na maioria dos casos, enquanto as requisições destinadas ao sistema 2 (http://sistema2.exemplo.com.br) retornam predominantemente com código 200. Isso quer dizer que:

Alternativas

**A**

há um problema de falta de memória no sistema 1 e timeout no sistema 2;

**B**

há um problema no código do lado cliente produzido no sistema 2;

**C**

há um problema de permissão de acesso no sistema 1 e um redirecionamento de acesso no sistema 2;

**D**

há um problema na execução de código do lado servidor no sistema 1;

**E**

não há problemas com os sistemas.

Eduardo Carianha

13 de Abril de 2015 às 14:06

lista de códigos de resposta em HTTP:

1xx Informativa

Solicitação recebida, dando continuidade ao processo. Essa classe de códigos de status indica uma resposta provisória, constituída apenas do Status-Line e cabeçalhos opcionais, e é encerrado por uma linha vazia. Desde a versão HTTP/1.0 não são definidios todos os códigos de status 1xx, os servidores não devem enviar uma resposta 1xx para um cliente HTTP/1.0, exceto sob condições experimentais.

2xx Sucesso

Esta classe de códigos de status indica a ação solicitada pelo cliente foi recebida, compreendida, aceita e processada com êxito.

3xx Redirecionamento

O cliente deve tomar medidas adicionais para completar o pedido. Essa classe de código de status indica que a ação ainda precisa ser levado pelo agente do usuário, a fim de atender à solicitação. A ação necessária pode ser realizada pelo agente, sem interação com o usuário, se e somente se o método utilizado no segundo pedido é GET ou HEAD. Um agente do usuário não deve redirecionar automaticamente uma solicitação de mais de cinco vezes, uma vez que tais redirecionamentos geralmente indicam um loop infinito

4xx Erro de cliente

A classe 4xx de código de status é destinado para os casos em que o cliente parece ter cometido um erro. Exceto quando estiver respondendo a uma solicitação HEAD, o servidor deve incluir uma entidade que contém uma explicação sobre a situação de erro, e se é uma condição temporária ou permanente. Esses códigos de status são aplicáveis ​​a qualquer método de solicitação. Os agentes do usuário devem exibir qualquer entidade incluída para o usuário. Estes são tipicamente os códigos de erro mais comuns encontrados durante online.

5xx outros erros500 Erro interno do servidor (Internal Server Error)

Indica um erro do servidor ao processar a solicitação. Na grande maioria dos casos está relacionada as permissões dos arquivos ou pastas do software ou script que o usuário tenta acessar e não foram configuradas no momento da programação/construção do site ou da aplicação. Para corrigir, verifique o diretório em que o arquivo ou recurso que houve falha de acesso está localizado, e este arquivo (bem como todos os outros), obedeçam às regras seguintes:

Roger Reis

04 de Maio de 2015 às 23:56

Por eliminação. códfigo 200 significa OK, acesso OK, portanto não tem como ter problema no acesso ao servidor 2.

Nilson Mello

24 de Outubro de 2018 às 16:04

**Quem não tem acesso: --> D**
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[**Q485001**](https://www.qconcursos.com/questoes-de-concursos/questoes/237ce7b8-cb)

[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2015 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[TJ-SC](https://www.qconcursos.com/questoes-de-concursos/institutos/tj-sc) **Prova:**[FGV - 2015 - TJ-SC - Analista de Sistemas](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2015-tj-sc-analista-de-sistemas)

Para ativar ou desativar um módulo do servidor de aplicação Apache (versão 2) em um sistema Linux/UNIX, é necessário que o módulo em questão esteja instalado e que seu arquivo de configuração esteja acessível ao processo Apache (httpd), em diretórios apropriados. Um conjunto de ferramentas que pode ser usado para respectivamente ativar e desativar um módulo Apache é:

Alternativas

**A**

a2modon, a2modoff, cp e ln;

**B**

servmodconf, cat, ls;

**C**

a2enmod, a2dismod, ln e rm;

**D**

servmodon, servmodoff, xz e tar;

**E**

apconfig, cat, mv.

Nícolas Wildner

07 de Setembro de 2015 às 15:19

Indo na eliminação. A questão fala sobre ATIVAR e DESATIVAR módulos(que é basicamente criar links simbólicos de um diretório para o outro).

A - cp é comando e cópia, e é pedreiragem copiar módulo pra lá e pra cá

B - cat é comando para concatenar arquivos na saída padrão(STDOUT). Serve pra ver conteúdo de arquivo texto, não pra manusear módulos

D - xz e tar - Compressão

E - cat, novamente.

A mais adequada, é então a C. a2enmod e a2dismod são utilizados para criar e remover links de /etc/apache2/mods-available para /etc/apache2/mods-enabled. O mesmo pode ser feito com os comandos ln e rm desta mesma alternativa.

Roger Reis

04 de Maio de 2015 às 23:44

a2enmod, a2dismod, ln e rm;

a2enmod: Ativa(enable) um módulo;

a2dismod: Desativa(disable) u módulo.

ln: Cria um link do módulo que se quer ativar no diretorio especifico para módulos ativos. O comando a2enmod faz isso de forma autoatizada, o ln faz manualmente.

rm: Exclui o llink do módulo que se quer desativar do diretorio especificos para módulos ativos. O comando a2dismod faz isso de forma automatizada, o rm faz manualmente.

Roger Reis

09 de Julho de 2015 às 23:44

AQUI: http://www.hardware.com.br/livros/servidores-linux/capitulo-configurando-servidores-web.html

Comprei o livro, aconselho a fazer o mesmo. É barato.

Este capitulo esta disponivel no site.

Roger U

23 de Junho de 2015 às 15:12

Roger, por favor onde eu leio sobre este conteúdo ou estes comandos? Obrigado Roger Reis!
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[**Q373176**](https://www.qconcursos.com/questoes-de-concursos/questoes/ded2a47f-ce)

[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2014 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[DPE-RJ](https://www.qconcursos.com/questoes-de-concursos/institutos/dpe-rj) **Prova:**[FGV - 2014 - DPE-RJ - Técnico Superior Especializado - Suporte](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2014-dpe-rj-tecnico-superior-especializado-suporte)

Por questões de segurança, o uso do arquivo .htaccess deve ser evitado em diretórios usados pelo software Apache. Para desabilitar completamente o uso desse arquivo em um diretório, na configuração do Apache desse diretório deve-se usar a diretiva

Alternativas

**A**

Option Indexes

**B**

AllowOverride none

**C**

AllowOverride All

**D**

Options ExecCGI

**E**

AuthTypeDigest

Luis

10 de Janeiro de 2015 às 15:47

Para habilitar ou desabilitar o arquivo .htaccess em seu servidor, é necessário editar o arquivo de configuração do Apache (httpd.conf).

A configuração que habilita ou desabilita o .htaccess é o **AllowOverride.**Caso ele esteja setado como None, o seu .htaccess não será interpretado. Para que isto ocorre, é necessário setá-lo como All.

Abaixo segue um exemplo:

# AllowOverride controls what directives may be placed in .htaccess files.

# It can be “All”, “None”, or any combination of the keywords:

#  Options FileInfo AuthConfig Limit

AllowOverride All

http://www.dido.eti.br/htaccess-habilitar-ou-desabilitar-no-apach/
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[**Q1626549**](https://www.qconcursos.com/questoes-de-concursos/questoes/12a6db4d-1a)

[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2012 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[Senado Federal](https://www.qconcursos.com/questoes-de-concursos/institutos/senado-federal) **Prova:**[FGV - 2012 - Senado Federal - Analista Legislativo - Análise de Suporte de Sistemas](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2012-senado-federal-analista-legislativo-analise-de-suporte-de-sistemas)

O *Apache Server*é um software livre que surgiu no *National Center of Supercomputing Applications*(NCSA). Existem várias formas de iniciar o Apache automaticamente. O passo seguinte é configurá‐lo, sendo recomendável fazer isso com o servidor parado. Para isso, deve‐se acessar o diretório *conf*, e abrir os arquivos de configuração. Nessa pasta se encontram, basicamente, os arquivos httpd.conf, srm.conf (dependendo da versão) e access.conf (dependendo da versão), que:

I. Tem a tarefa de indicar os recursos que o Apache precisa.

II. Contém diretivas de segurança para controlar o acesso a arquivos e diretórios.

III. É o mais importante, sendo responsável pelas configurações usadas pelo daemon do Apache, que é uma espécie de programa que executa tarefas em segundo plano.

Os arquivos são, respectivamente

Alternativas

**A**

srm.conf, httpd.conf e access.conf.

**B**

httpd.conf, access.conf e srm.conf.

**C**

srm.conf, access.conf e httpd.conf.

**D**

access.conf, httpd.conf e srm.conf.

**E**

httpd.conf, srm.conf e access.conf.
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[**Q109782**](https://www.qconcursos.com/questoes-de-concursos/questoes/b26b6d83-85)

[Linux ,](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/linux)[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2010 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[DETRAN-RN](https://www.qconcursos.com/questoes-de-concursos/institutos/detran-rn) **Prova:**[FGV - 2010 - DETRAN-RN - Assessor Técnico - Análise de Sistemas](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2010-detran-rn-assessor-tecnico-analise-de-sistemas)

**São características de um servidor www implementado pelo Apache 2.2.14-5, na distribuição Linux Ubuntu 10.04 LTS, EXCETO:**

Alternativas

**A**

Utilizar o protocolo HTTP de uma rede TCP/IP.

**B**

Realizar a transferência de páginas HTML entre computadores interligados.

**C**

O browse é o cliente que inicia a conexão com o servidor para a visualização de páginas.

**D**

Para o serviço www, todas as máquinas da rede devem obrigatoriamente, utilizar o mesmo Sistema Operacional.

**E**

O serviço www trabalha na arquitetura cliente-servidor.

Thiago Moreira

19 de Fevereiro de 2022 às 02:10

Alternativa Incorreta D

Para o serviço www, todas as máquinas da rede devem obrigatoriamente, utilizar o mesmo Sistema Operacional.
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[**Q74436**](https://www.qconcursos.com/questoes-de-concursos/questoes/93b8aa2c-d2)

[Linux ,](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/linux)[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2010 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[BADESC](https://www.qconcursos.com/questoes-de-concursos/institutos/badesc) **Prova:**[FGV - 2010 - BADESC - Analista de Sistemas - Suporte Técnico e Gerência de Redes de Computadores](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2010-badesc-analista-de-sistemas)

Por *default*, no ambiente *Linux*, os arquivos de configuração do servidor de aplicação Apache ficam armazenados no diretório:

Alternativas

**A**

/etc/apache

**B**

/sys/apache

**C**

/cfg/apache

**D**

/root/apache

**E**

/tar/apache

Augusto Bernardi

26 de Junho de 2013 às 21:33

**O diretório "/etc" concentra os arquivos de configuração dos sistemas linux, substituindo de certa forma o que corresponde  ao "registro' do Windows.**

Nícolas Wildner

07 de Setembro de 2015 às 13:33

Basta lembrar que o /etc é o diretório padrão de arquivos de conf no Linux e \*BSDs.

No CentOS/Red Hat é o /etc/httpd, e em outras distribuições, é o /etc/apache. Por eliminação...

Benjamin Pinto

30 de Dezembro de 2014 às 17:42

Fonte bacana sobre o assunto:

<http://www.guiafoca.org/cgs/guia/avancado/ch-s-apache.html>
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[**Q149994**](https://www.qconcursos.com/questoes-de-concursos/questoes/326d42e6-a7)

[Linux ,](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/linux)[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2009 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[MEC](https://www.qconcursos.com/questoes-de-concursos/institutos/mec) **Prova:**[FGV - 2009 - MEC - Analista de Sistemas - Especialista](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2009-mec-analista-de-sistemas)

A instalação do servidor Apache no Linux normalmente está atrelada às facilidades existentes na própria distribuição Linux. Por exemplo, se usar um sistema operacional baseado no Debian como o Ubuntu, pode-se instalar o Apache através do seguinte comando:

Alternativas

**A**

apt-get install apache

**B**

install apache config

**C**

tar install apache

**D**

setup apache

**E**

start apache

Bernardo

13 de Setembro de 2011 às 22:40

Sistema de Instalação

  - Debian  -  apt-get

  - RedHat  -  Yum

Jéssica Egidio.

26 de Fevereiro de 2017 às 23:51

comando para instalar programas/pacotes no linux: **apt-get install** programa

Alternativa A.

Fernando

18 de Fevereiro de 2012 às 17:24

Debian é uma das distribuições Linux mais antigas e populares. Ela serviu de base para a criação de diversas outras distribuições populares, tais como Ubuntu e Kurumin. Como suas características de maior destaque podemos citar:

* Sistema de empacotamento .deb;
* Apt-get, que é um sistema de gerenciamento de pacotes instalados mais práticos dentre os existentes (se não o mais!);
* Sua versão estável é exaustivamente testada, o que o torna ideal para servidor (segurança e estabilidade);
* Possui um dos maiores repositórios de pacotes dentre as distros (programas pré-compilados disponíveis para se instalar)

Fonte: http://www.vivaolinux.com.br/linux/

------

Adicionalmente:

Apt *(for****A****dvanced****P****ackage****T****ool)* is a set of core tools inside Debian. Apt makes it possible to:

* Install applications
* Remove applications
* Keep your applications up to date
* And much more...

Fonte: http://wiki.debian.org/Apt

Benjamin Pinto

30 de Dezembro de 2014 às 17:40

Fonte bacana sobre o assunto:

<http://www.guiafoca.org/cgs/guia/avancado/ch-s-apache.html>
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[**Q57644**](https://www.qconcursos.com/questoes-de-concursos/questoes/089fe672-9b)

[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2009 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[MEC](https://www.qconcursos.com/questoes-de-concursos/institutos/mec) **Prova:**[FGV - 2009 - MEC - Gerente de Segurança](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2009-mec-gerente-de-seguranca)

Para aumentar o nível de segurança no Apache, com o objetivo de mascarar a identidade do servidor e fazer filtragem e validação de URL, deve-se adotar o seguinte procedimento:

Alternativas

**A**

ativar a execução de CGI.

**B**

liberar o acesso total por IP.

**C**

utilizar o módulo mod\_security.

**D**

habilitar as opções para explorar diretórios.

**E**

aumentar para 600 s o máximo tempo de espera.

André

29 de Julho de 2010 às 14:11

O mod\_security é um módulo excelente de Apache escrito por Ivan Ristic, o autor de Apache Security de O'Reilly.

Esta é uma lista de coisas que você pode fazer com mod\_security:

•Filtragem simples

•Filtragem baseada em expressões regulares

•Validação de codificação da URL

•Validação de codificação Unicode

•Auditing

•Prevenção do ataque NULL Byte

•Limitar a memória de subida

•Mascarar a identidade do servidor

**20**

[**Q57388**](https://www.qconcursos.com/questoes-de-concursos/questoes/f7442fe0-9a)

[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2009 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[MEC](https://www.qconcursos.com/questoes-de-concursos/institutos/mec) **Prova:**[FGV - 2009 - MEC - Administrador de redes](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2009-mec-administrador-de-redes)

O Apache Server é um software livre disponível para uso em diversos sistemas operacionais.

A exigência de hardware do Apache depende de sua aplicação, mas um Pentium com 64 MB de memória RAM é capaz de executá-lo tranquilamente em um ambiente corporativo pequeno. No entanto, quando se trata de um site na Internet, é interessante ter máquinas tão poderosas quanto o que exige o nível de acesso.

A seguir são apresentados recursos que caracterizam o Apache Server, **à exceção de um**.

Assinale-o.

Alternativas

**A**

scripts CGI usando linguagens como Pascal, Perl, PHP, Java, Delphi e ASP.

**B**

Linux e outros sistemas operacionais baseados no Unix, além do Windows.

**C**

servidor proxy FTP e HTTP, com limite de acesso e caching configuráveis.

**D**

proxy e redirecionamentos baseados em URLs para endereços Internos.

**E**

criptografia via SSL e certificados digitais.

Alessandro Caldas

20 de Março de 2011 às 23:27

O erro da alternativa A está em afirmar suporte a scripts CGI em Pascal, Delphi, Java e ASP. Não há suporte nativo a estas linguagens. Para ter suporte a Java deve-se utilizar o Tomcat App Server, e no caso do ASP existem alguns projetos em desenvolvimento para prover este suporte.

Fonte: <http://wiki.apache.org/httpd/FAQ#Can_I_use_Active_Server_Pages_.28ASP.29_with_Apache.3F>

As demais alternativas estão corretas.

Benjamin Pinto

30 de Dezembro de 2014 às 17:38

Fonte bacana sobre o assunto: http://www.guiafoca.org/cgs/guia/avancado/ch-s-apache.html

Carlos Witt dos Santos

14 de Setembro de 2010 às 19:22

**Características do Apache**

Possui suporte a scripts cgi usando linguagens como Perl, PHP, Shell Script, ASP, etc.

Suporte a autorização de acesso podendo ser especificadas restrições de acesso separadamente para cada endereço/arquivo/diretório acessado no servidor.

Autenticação requerendo um nome de usuário e senha válidos para acesso a alguma página/sub-diretório/arquivo (suportando criptografia via Crypto e MD5).

Negociação de conteúdo, permitindo a exibição da página Web no idioma requisitado pelo Cliente Navegador.

Suporte a tipos mime.

Personalização de logs.

Mensagens de erro.

Suporte a virtual hosting (é possível servir 2 ou mais páginas com endereços/ portas diferentes através do mesmo processo ou usar mais de um processo para controlar mais de um endereço).

Suporte a IP virtual hosting.

Suporte a name virtual hosting.

Suporte a servidor Proxy ftp e http, com limite de acesso, caching (todas flexivelmente configuráveis).

Suporte a proxy e redirecionamentos baseados em URLs para endereços Internos.

Suporte a criptografia via SSL,Certificados digitais Módulos DSO (Dynamic Shared Objects) permitem adicionar/remover funcionalidades e recursos sem necessidade de recompilação do programa.

Felipe Santos Sarmanho

25 de Janeiro de 2012 às 22:21

ASP não é CGI. Todas as outras podem funcionar como CGI (inclusive PHP).

Rodrigo G. Marcelo

05 de Janeiro de 2016 às 13:25

O que ASP (.NET  da Microsoft) tem haver com APACHE?

Letra A
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[**Q57094**](https://www.qconcursos.com/questoes-de-concursos/questoes/778bc6f0-98)

[Linux ,](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/linux)[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2009 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[MEC](https://www.qconcursos.com/questoes-de-concursos/institutos/mec) **Provas:**[FGV - 2009 - MEC - Administrador de Banco de Dados](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2009-mec-administrador-de-banco-de-dados)

Por padrão, no ambiente Linux, os arquivos de configuração do Apache residem no diretório:

Alternativas

**A**

/etc/apache

**B**

/root/apache

**C**

/ext3/apache

**D**

/config/apache

**E**

/system/apache

Bernardo

06 de Janeiro de 2012 às 15:46

Por padrão o Linux coloca arquivos de configuração em**/etc**

**/root**é o home do usuário root

As outras pastas não são padrão das instalações Linux

Sérgio Giovane Canavarro Alves

19 de Janeiro de 2012 às 08:46

**/etc** – Nodiretório /etc estão os arquivos de configuração do sistema da máquina local. Nesse diretório vamos encontrar uma miscelânea de dados de configuração, tais como: scripts de inicialização do sistema em seus vários níveis, tabela do filesystem, configuração da inicialização do sistema para cada nível, configuração default para todos os logins, e um número considerável de arquivos para configuração de rede e outros aspectos do sistema, incluindo a parte gráfica.

fonte: Comentário de Diego e Carol da questão 57373

Jéssica Egidio.

24 de Fevereiro de 2017 às 18:07

Diretório /etc contém arquivos de configuração do sistema e programas.

Benjamin Pinto

30 de Dezembro de 2014 às 17:40

Fonte bacana sobre o assunto:

<http://www.guiafoca.org/cgs/guia/avancado/ch-s-apache.html>

**22**

[**Q51165**](https://www.qconcursos.com/questoes-de-concursos/questoes/1bf0910e-70)

[Apache](https://www.qconcursos.com/questoes-de-concursos/disciplinas/tecnologia-da-informacao-sistemas-operacionais/apache)

**Ano:**2008 **Banca:**[FGV](https://www.qconcursos.com/questoes-de-concursos/bancas/fgv) **Órgão:**[Senado Federal](https://www.qconcursos.com/questoes-de-concursos/institutos/senado-federal) **Prova:**[FGV - 2008 - Senado Federal - Analista de Suporte de Sistemas](https://www.qconcursos.com/questoes-de-concursos/provas/fgv-2008-senado-federal-analista-de-suporte-de-sistemas)

O **Apache**é um servidor Web extremamente configurável, robusto e de alta performance desenvolvido com o objetivo de criar um servidor web com características para alto desempenho e com código fonte disponível gratuitamente via Internet. Por padrão, no ambiente Linux seus arquivos de configuração residem no diretório */ etc /*apache. O **Apache**disponibiliza uma gama de utilitários, um deles que funciona como um Shell script que faz interface com o **Apache**de forma mais amigável e outro utilizado para criar / e gerenciar senhas criptografadas Crypto/MD5. Esses utilitários, são, respectivamente:

Alternativas

**A**

Apachectl e htdigest.

**B**

Apacheshell e htmd5.

**C**

Apachescript e htcrypto.

**D**

Apachesetup e htpasswd.

**E**

Apacheconfig e htmanage.

rafa

16 de Julho de 2010 às 21:05

Alternativa A.

Utilitários:

* apache - Servidor Web Principal
* apachectl - Shell script que faz interface com o apache de forma mais amigável
* apacheconfig - Script em Perl para configuração interativa básica do Apache
* htpasswd - Cria/Gerencia senhas criptografadas Crypto/MD5
* htdigest - Cria/Gerencia senhas criptografadas Crypto/MD5
* dbmmanage - Cria/Gerencia senhas em formato DBM (Perl)
* logresolve - Faz um DNS reverso dos arquivos de log do Apache para obter o endereço de hosts com base nos endereços IP's.
* ab - Apache Benchmarcking - Ferramenta de medida de desempenho do servidor Web Apache.

Benjamin Pinto

30 de Dezembro de 2014 às 17:38

Fonte bacana sobre o assunto: http://www.guiafoca.org/cgs/guia/avancado/ch-s-apache.html