**Azure AZ-104 Module 1: Entra ID – Quiz**

1. **What is Microsoft Entra ID formerly known as?**

1. Azure Active Directory

2. Microsoft Identity Manager

3. Windows Server Active Directory

4. Azure Directory Services

2. **Which of the following is a feature of Entra ID?**

1. Virtual Machine Management

2. Identity and Access Management

3. Storage Account Configuration

4. Network Routing

3. **What type of authentication does Entra ID support?**

1. Single Sign-On

2. Multi-Factor Authentication

3. Biometric Authentication

4. All of the above

4. **Which protocol is commonly used by Entra ID for authentication?**

1. FTP

2. SMTP

3. OAuth 2.0

4. SNMP

5. **What is the primary purpose of Conditional Access in Entra ID?**

1. To manage virtual networks

2. To enforce access policies based on conditions

3. To monitor storage usage

4. To configure DNS settings

6. **Which role provides full access to manage Entra ID?**

1. User Administrator

2. Security Reader

3. Global Administrator

4. Billing Administrator

7. **What is the default domain name format in Entra ID?**

1. domain.local

2. domain.onmicrosoft.com

3. domain.azure.com

4. domain.microsoft.net

8. **Which Entra ID feature allows integration with on-premises directories?**

1. Azure Backup

2. Azure Site Recovery

3. Entra ID Connect

4. Azure Monitor

9. **What is the purpose of Entra ID B2C?**

1. Business-to-Consumer identity management

2. Backup and recovery

3. Billing and subscription

4. Container orchestration

10. **Which of the following is NOT a valid Entra ID license type?**

1. Free

2. Premium P1

3. Premium P2

4. Enterprise E5

11. **What does Entra ID use to organize users and resources?**

1. Resource Groups

2. Subscriptions

3. Tenants

4. Containers

12. **Which tool is used to manage Entra ID users and groups?**

1. Azure CLI

2. Azure Portal

3. PowerShell

4. All of the above

13**. What is the function of Entra ID Identity Protection?**

1. Detect and respond to identity-based risks

2. Manage virtual machines

3. Configure network security groups

4. Monitor application performance

14. **Which Entra ID feature helps enforce least privilege access?**

1. Role-Based Access Control

2. Virtual Network Peering

3. Load Balancer Rules

4. Blob Storage Policies

15. **What is the benefit of using Entra ID Privileged Identity Management?**

1. Permanent access to resources

2. Temporary elevated access with approval

3. Unlimited storage

4. Automated billing

## Answers

1. 1

2. 2

3. 4

4. 3

5. 2

6. 3

7. 2

8. 3

9. 1

10. 4

11. 3

12. 4

13. 1

14. 1

15. 2