**Topic 1: Importance of Cyber Security (Recap)**

* Cyber security is like wearing a protective shield online. It helps us protect our personal information, money, and online reputation.

**Topic 2: What is Cybercrime? (Recap)**

* Cybercrime is like a crime in the real world, but it happens online. It's when someone uses technology to steal information, damage computers, or harm others.

**Topic 3: Types of Cybercrime (Continued)**

**a) Identity Theft (Recap)**

* Identity theft is when someone steals your personal information and uses it to pretend to be you.

**b) Cyberbullying (Recap)**

* Cyberbullying is like bullying in the real world, but it happens online. It's important to be kind and respectful to others online.

**c) Hacking (Recap)**

* Hacking is when someone breaks into a computer system without permission. It's like breaking into a house.

**d) Malware (Continued)**

* Let's dive deeper into malware. It's like a digital disease that can infect your computer.
  + **Viruses:** These can spread quickly and damage files.
  + **Ransomware:** This locks your computer or files and demands money to unlock them.
  + **Trojan Horses:** These disguise themselves as harmless programs but contain malicious code.

**Topic 4: Financial Cybercrimes**

* Cybercriminals are always looking for ways to make money illegally. Financial cybercrimes involve stealing money or personal financial information.
  + **Online scams:** These are tricks to get you to give away money or personal information.
  + **Phishing:** This is when someone tries to trick you into revealing personal information through emails, texts, or fake websites.

**Topic 5: Cyber Security**

* Cyber security is about protecting ourselves and our devices from cyber attacks. It's like building a strong castle around our digital lives.

**Topic 6: Cyber Threats**

**a) Phishing**

* Phishing is a common cyber threat. Cybercriminals send fake emails or messages that look like they're from trusted sources, trying to trick you into clicking on links or providing personal information.

**b) Malware**

* We've already talked about malware, but let's remember how important it is to protect your computer from viruses, ransomware, and Trojan horses.

**c) Hacking**

* Hackers are always looking for weaknesses in computer systems. They can steal information, damage systems, or even take control of devices.