Basic Do's and Don'ts of Online Banking

Do's:

Always access your bank's official website or app.

Use strong and unique passwords for your online banking account. Enable two-factor authentication whenever possible.

Regularly check your account for unauthorized transactions. Log out after every session.

Don'ts:

Do not click on suspicious links or attachments in emails or SMS. Never share your PIN, OTP, or password with anyone.

Avoid using public Wi-Fi for online banking. Don't ignore security updates on your devices.

Don't save banking passwords on shared computers.