LORENZELLI ANTONY

# Pour le renseignement militaire, la révolution de la donnée ne fait que commencer

Le premier usage d’outils cyber apparaissait il y a 10 ans en appui des opérations russes.

Dans le domaine militaire le cyberespace est défini comme un domaine constitué d’un maillage regroupant les infrastructures du multimédia.

La révolution cyber conduit à une transformation globale des services de ses clients. L’agent de renseignement tend aujourd’hui à être l’usager et la victime de la donnée dans une telle révolution.

Le but recherché par et pour le renseignement a été évoqué dans le Livre Blanc sur la Défense et la Sécurité Nationale, il nous informe que la cyber révolution implique des développements dans l’activité de renseignement et des capacités techniques correspondantes. Cet effort permet l’identification et l’évaluation des offensives et des capacités ennemis de manière à pouvoir les contrer en proportion justifiée. La plus grosse tâche dans ce domaine aujourd’hui est d’harmoniser et de diffuser les informations contenues dans une multitude de données.

Le cyber est fortement impliqué dans les guerres classiques, brutales et tragiques alors que celle-ci est virtuelle et immatérielle. Malgré cet aspect insaisissable, le cyber est un pilier central dans cette guerre à la donnée. C’est avec l’aide d’outils toujours plus à la pointe que la compréhension de donnée s’effectue avec plus d’aisance et de fiabilité, car la manipulation de données permet de multiples perversions à l’intention de personnes hostiles au manipulateur. Le cyber est donc un influenceur majeur sur les masses et sur le décryptage ce qui est indispensable aux capacités de discernements pour le renseignement.

Résumé du texte original d’Alexandre Papaemmanuel, Directeur commercial Renseignement et Sécurité Intérieure chez Sopra Steria.