Épisode 1 Le vol de matériel

1. Pour assurer les locaux il suffit de protéger tout objets importants avec un code ou une sécurité physique tel qu’un câble de sécurité.
2. L’hygiène informatique est la transposition de la sécurité sanitaire au domaine informatique, elle concerne donc la protection de données.

Épisode 2 La copie

1. La clause de confidentialité permet de garder une sécurité sur un projet.

Épisode 3 Le vol d’information

Épisode 4 Le piratage du site web

1. La menace de cyberattaque pèse sur le site web, il est donc nécessaire de veiller à l’entretien de la sécurité du réseau informatique. Défiguration de site, dénis de service, violation de données et fishing.

Épisode 5 La concurrence déloyale

1. Une clause de non concurrence est insérée dans certains contrats de salariés, un salarié qui ne respecterait pas cette clause peut être amené à rembourser les indemnités ainsi que les dommages et intérêts.
2. Le brevet, la marque, l’enveloppe Soleau et le cahier de laboratoire.

Épisode 6 L’escroquerie

Épisode 7 La rançon

1. Les risques d’informations externalisées sont qu’elles soient entre de mauvaises mains et que du chantage soit ainsi utilisé.
2. L’externalisation à des avantages de fragmentation des activités de l’entreprise mais elle est aussi très ouverte à des risques.

Épisode 8 La stratégie offensive

1. La communication via réseau sociaux est un moyen de défendre l’activité d’une entreprise. Relation public, presse pour article.