# Exhibit\_F\_I

**A security incident response plan. This plan should include a process to handle security incidents including but not limited to:**

* **possible compromises of passwords**
* **confidential information leaks,**
* **threats against the organization,**
* **data breaches,**
* **viruses/malware,**
* **misuse of the enterprise brand.**

**The plan should include a notification process and timeframe to report incidents to CMTA.**

## Our interpretation:

## Example

## How will we achieve this?

## Resources/Tools/References?