成都信息工程大学考试试卷

2023 —— 204学年第1学期

课程名称： 区块链安全基础 使用班级： 区块链22级 试卷形式：开卷 闭卷√．

|  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 试题 | 一 | 二 | 三 | 四 | 五 | 六 | 七 | 八 | 九 | 十 | 总分 |
| 得分 |  |  |  |  |  |  |  |  |  |  |  |

一**选择题（每小题1分，共计20分）**

1.网络信息安全的主要特征不包括（ ）。

1. 保密性 B.完整性 C.可用性 D.真实性

2.在DES加密方法中，每一组数据加密分组的长度是（ ）。

A.64位 B.56位 C.48位 D.32位

1. 数字证书是用（ ）签名的。

A.CA的公钥 B.CA的私钥 C.用户的私钥 D.用户的公钥

1. 用于实现身份鉴别的安全机制是（ ）。

A.加密机制和数字签名机制  B.加密机制和访问控制机制

C.数字签名机制和路由控制机制     D.访问控制机制和路由控制机制

5.假若A想和B进行通讯，且A已经拿到B的公钥，要确定B公钥不是伪造的可采用什么技术验证？（ ）

1. 数字签名技术 B.数字摘要技术 C.数字证书技术 D.对称密钥加密技术

6.（ ）最好地描述了数字证书。

A.等同于在网络上证明个人身份的身份证

B.浏览器的一标准特性，它使得黑客不能得知用户的身份

C.网站要求用户使用用户名和密码登陆的安全机制

D.伴随在线交易证明购买的收据

1. 数字证书的生命周期不包括哪个阶段？（ ）

A.初始化注册阶段 B.颁发投入工作阶段 C.撤消阶段 D.失效阶段

1. IPSec协议工作在（ ）层次。

A.数据链路层       B.网络层          C.应用层         D.传输层

1. IP扫描主要是用来判断主机的什么情况的？（ ）

A主机是否存活 B.主机开了哪些服务

1. 主机有哪些漏洞 D.主机的IP地址

10. 将获得的信息再次发送以在非授权情况下进行传输，这属于( ).

A 窃听 B篡改 C 伪装 D 重放

11. 在下列密码体制中，加密密钥k1 解密密钥k2 是相同的。（ ）

A、传统密码体制 B、非对称密码体制 C、对称密码体制 D、公开密码体制

1. 防止发送方否认的方法是（ ）

Ａ、消息认证 Ｂ、保密 Ｃ、日志 D、数字签名

13.以下不是包过滤防火墙主要过滤的信息？ （ ）

A. 源IP地址 B. 目的IP地址 C. TCP源端口和目的端口 D. 时间

14.关于密码系统中密钥层次的相关说法，正确的是（ ）。

1. 主密钥位于密码系统中整个密钥层次的最高层，可以保护密钥加密密钥，但不能直接加密会话秘钥。
2. 会话秘钥又称基本密钥，即两个通信终端用户在一次通话或交换数据时使用的密钥。

C.保密存储方法包括基于密钥的软保护和基于硬件的物理保护。

D.用于数据加密的密钥称为二级密钥。

15.密钥的管理是整个加密系统中最薄弱的环节，以下的说法正确的是（ ）。

1. 好的密钥具有：易记难猜、真正的随机性、使用特定算法、采用散列函数、双密钥系统的密钥必须满足一定的关系等特点。
2. 所有的密钥都有生存期，密钥的生存周期是指授权使用该密钥的周期。
3. 密钥加密密钥数量大（N(N-1)/2），因此只能由伪随机数发生器产生。
4. 在实际中，最不安全的密钥保护方法是将密钥存放在物理上安全的地方。

16.关于VPN的描述，不正确的是（ ）。

1. 成本高
2. 易于安装和使用
3. 网络结构灵活
4. VPN是一种连接。

17.下列防止ARP欺骗的方法，正确的是：（ ）

1. 网关建立静态IP/MAC对应关系，各主机建立MAC数据库。
2. 建立DHCP服务器。
3. IDS监听网络安全
4. 以上三者都正确。

18.扫描技术的主要目的不包括：（ ）

1. 查看目标网络中哪些主机是存活的；
2. 查看哪些对资源的访问没有被授权。
3. 查看存活的主机运行了哪些服务；
4. 查看主机提供的服务有漏洞。
5. 哪些证书的序列号不应该出现在CRL上（ ）
6. 有效期内的正常证书
7. 相应私钥泄露的、有效期内的CA证书
8. 尚未生效的证书
9. 过期的证书

20.下列有关防火墙的说法，错误的是（ ）

1. 防火墙有能力控制对主机系统的访问。
2. 防火墙是设置在保护网络和外部网络之间的一道屏障，用于阻断来自外部的对本网络的威胁和入侵。
3. 代理服务器可以在无任何应用的前提下将内外网隔断。
4. 防火墙不能防范利用服务器系统漏洞进行攻击。

**二 填空题（每空1分，共计20分）**

1.密钥的分配是指产生并使使用者获得 的过程。

2.防火墙是位于两个网络之间，一端是 ，另一端是 。

3.网络安全的主要特征有： **，** **，** **，** **。**

4.在一个保密通信系统中，通信双方任意一方都有可能进行欺骗，用 技术可以有效解决这个问题。

5**.** 是电子商务中各实体的网上身份证明，它证明实体所声明的身份与其公钥的匹配关系，使得实体身份与证书上的公钥相绑定。

6.网络攻击的第一步是 **。**

7.对称密码技术的分配方案分为 和 。

8.Kerberos系统涉及的四个基本实体是 、 、 、 。

9.数字证书的认证过程：1. 2.

3. 4. 。

**三、判断题（每小题1分，共10分）**

1、网络交易的信息风险主要来自冒名偷窃、篡改数据、信息丢失等方面的风险。（ ）

2、基于公开密钥体制（PKI）的数字证书是电子商务安全体系的核心。（ ）

3、入侵检测的信息分析方法中模式匹配法的优点是能检测到从未出现过的黑客攻击手段。（ ）

4、TCP FIN属于典型的端口扫描类型。（ ）

5、复合型防火墙是内部网与外部网的隔离点，起着监视和隔绝应用层通信流的作用，同时也常结合过滤器的功能。（ ）

6、漏洞只可能存在于操作系统中，数据库等其他软件系统不会存在漏洞。（ ）

7、x-scan 能够进行端口扫描。（ ）

8、网络钓鱼的目标往往是细心选择的一些电子邮件地址。（ ）

9、防火墙规则集的内容决定了防火墙的真正功能。（ ）

10、Windows 系统中，系统中的用户帐号可以由任意系统用户建立。用户帐号中包含着用户的名称与密码、用户所属的组、用户的权利和用户的权限等相关数据。（ ）

**四 问答题（25分，每道小题分数在题后标注）**

1.请简述一下在PKI技术支持下，一个获取其他用户公钥的大概过程。（5分）

1. 什么是PKI？（2分）简述PKI的原理。（3分）
2. 简述SSL的工作原理。（5分）
3. Kerberos用的是什么密码技术？（1分）简述其基本原理。（4分）

5、什么是密码体制？（2分）描述密码的体系结构，（2分）密钥管理的目的是什么？。（1分）

**五 设计与分析题（15分，每道小题分数在题后标注）**

1、下图就是具有密钥分配中心的密钥分配方案。图中假定A和B分别与KDC有一个共享的密钥Ka和Kb，A希望与B建立一个逻辑连接，并且需要一次性会话密钥来保护经过这个连接传输的数据。

![2-10](data:image/png;base64,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)

1. 用形式化语言描述具体过程（3分）
2. 第一步为什么用随机数？一般采用什么随机数？为什么？（3分）
3. 一间网络实验室拥有20多台三层交换机，40台二层交换机，当每天开始实验时会出现什么状况？如何防范？（4分）

3、请说明自私挖矿的目的和具体步骤（5分）

**六 综合题（10分）**

找到一个WIFI的SSID，然后更改WIFI的配置，禁止某些用户上网，请列出详细步骤。
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