功能实现：

防止sql注入，在登录，注册提交表单等用户输入处使用sql语句的参数化查询和prepared statement，这样sql语句会将用户的输入作为数据处理，不会直接拼接在sql语句中，避免sql注入问题

部署：部署在MAMP服务器上，只需将代码拷贝到文件夹中，随后点击运行即可

用户画像：每次用户访问一个艺术品的detail界面时，就改变数据库中用户对商品的访问次数，加上一，查询该表，按照访问次数倒序排列，找出访问次数最多的art\_id，在主页上展示用户访问次数最多的3种商品