適用於無線感測網路上動態金鑰管理協定
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應用說明:

在現今社會上，無線感測器的應用範圍非常的廣泛，像是利用無線感測器來去預防森林大火，雖然感測器的應用無遠弗屆，但是在限制上也有許多的不便，因為體積小，所以在電量 , 記憶體 , 運算能力等等...... ,皆被大大的限制住，即使有硬體上的限制，但是在實際應用上還是有著很不錯的表現。而在傳輸上，最引人擔憂的也就是網路的安全，為了能夠讓網路上的傳輸有著比較高的安全性，即需要使用秘密金鑰來進行感測器之間的通訊。在現今已經有著許多的金鑰建立的方法被設計出來，在大部分使用的金鑰算法中，最常被使用的就是從預先設立好的金鑰池中去挑選N把，形成一個金鑰鏈，每個感測在再金鑰鏈中去使用這些金鑰來進行加密，但是在傳輸秘密金鑰時，金鑰容易暴露在傳輸的過程中，導致內容可能會被修改,竊取，資料的安全性大大的降低，也有一些算法是對金鑰加密進行傳輸，但是對於運算能力受到很大限制的感測器，往往會導致感測器的壽命降低，也有不必要的資源消耗。為了解決金鑰傳輸上安全性的問題，所以提出動態金鑰管理的協定，來提高金鑰的安全性。透過動態的方式去更新金鑰，讓金鑰被猜中的機率大大的降低，也能避免感測器在網路上被攻擊的情況發生。

已知的安全問題:

在金鑰的傳輸上，對於將秘密金鑰進行傳輸的保護不夠安全，並且受到硬體的限制，導致演算法的運算不能太複雜，以免導致減少感測器的壽命和不必要的資源消耗，也因為如此金鑰有一定的機率被猜中，在資料隱密性,資料認證會有疑慮，也會受到中間人的攻擊,重送攻擊,資料竄改等等安全上的問題

解決問題的方式:

提出動態金鑰管理協定，利用叢聚的管理方式去進行資料的傳輸，在感測器的網路上，將眾多的感測器節點去劃分區域，讓感測器可在有效的範圍內進行傳輸，並有一個叢聚點的感測器來匯集各個感測器所傳來的資料。

運作方式:

1. 每個感測器會先被給予兩個參數，並且使用單向赫序函數方法來產生新的一把金鑰，透過所產生的金鑰來和叢聚節點溝通，並將預先配置用於加密通知各感測器節點更新金鑰的訊息金鑰和本身編號經由單向赫序函數產生的金鑰傳輸到叢聚點
2. 叢聚點將各個編號匯集成一個列表，並由叢聚點預先的2個參數製造一把金鑰，將列表,時間戳記和叢聚點編號加密傳送給基地台
3. 基地台確認叢聚點編號，從資料庫找出對應的金鑰解密，並透時間參數的運算，看是否有符合特定時間，如果沒有，則丟棄，反之，將列表的各個編號對應的金鑰做成一份新的列表，最後將新的列表,時間戳記使用叢聚點的金鑰進行加密，傳給該叢聚點
4. 叢聚點用同樣的方式對封包進行辨識，並更新自己的金鑰，也利用在第一步收到的訊息金鑰通知各個感測器更新金鑰，並傳送封包告知基地台進行資料庫資料的更新。
5. 各感測器將金鑰進行更新(利用舊的金鑰和原先的參數進行運算產生新的金鑰)

預防的攻擊:

1. 預防惡意猜測攻擊: 金鑰和資料庫經過一段時間會更新，使攻擊者無法得知金鑰，而每個節點最多紀錄三把金鑰，減少記憶體的空間
2. 預防重送:利用時間戳的運算方式來避免重送
3. 預防資料竄改攻擊: 叢聚點和感測器間利用金鑰加密，當叢聚點從資料庫拿到對應的金鑰列表，進行解密時，如果解不開則是為危險封包直接丟棄，可以確保資料的完整性

結論:

因為無線感測網路的一些限制，使用資料的批次溝通，來降低感測節點的秏電力，每個感測節點，最多只需要記錄三把金鑰，不需記錄整個金鑰鏈，此方法可有效的節省感知節點的記憶空間。

 每一次的傳輸中，所使用的金鑰都是只適用於此次的傳輸，下次要在傳輸時，所使用的金鑰又有所不同，這樣的方法可降低攻擊者去猜測出金鑰，進而提高它的安全性。

在傳輸方面，我們在每個傳輸的過程中，都使 用到記錄時間戳記，透過接收端和傳送端兩方 的計算，可確保預防重送攻擊的發生

心得:

在生活上很少去接觸到感測器網路的相關問題，經由這次的報告，也對於感測器的網路傳輸有了基本認識，尤其是對於使用在感測器上的演算法的一些利弊，得知了動態金鑰管理的原理與目的，也才了解到原來小小的感測器在經由網路傳輸時，有著諸多的不便，調解軟硬體之間的限制，去取得最佳做法，真的是蠻困難的，但儘管如此感測器在我們的生活上的應用真的非常的廣泛，也非常的重要。