1. **Các loại tội phạm máy tính**

Tội phạm máy tính là một tội phạm xâm phạm trật tự an toàn xã hội được thực hiện trong lĩnh vực công nghệ thông tin, có hành vị khách quan liên quan đến sử dụng máy tính và các tính năng của nó gây rối loạn hoạt động²¹. Tội phạm này đòi hỏi về kiến thức công nghệ máy tính chẳng hạn như phá hoại hoặc ăn cắp dữ liệu máy tính hay sử dụng máy tính để thực hiện một số tội phạm khác¹.

Tội phạm mạng - cyber crime, là những hành động phạm pháp trong đó máy tính hoặc mạng là công cụ, mục tiêu hoạc nơi diễn ra hành vi. Bao gồm các loại

- đánh cắp định danh (identity), sỡ hữu trí tuệ

- Hacking

- malware

- Theo dõi mạng

- phising/spoofing

- spam

- tấn công từ chối dịch vụ

- tổn hại tài sản nạn nhân

- tống tiền

- gian lận tài sản số

- bắt nạt mạng

- vi phạm bản quyền phần mềm

Đối tượng phạm tội - cyber criminals, bao gồm

- Liên kết tới các tập đoàn tội phạm có tổ chức nhằm tận dụng các kĩ thuật tinh vi

- Nhóm có tổ chức, hoạt động theo cơ chế phân cấp với mô hình chia sẻ doanh thu đã định trước, giống như một tập đoàn lớp cung cấp dịch vụ tội phạm

- Nhóm có tổ chức, tạo và thuê botnet, cung cấp nhiều dịch vụ như viết malware, hack tài khoản cá nhân, tấn công DoS theo yêu cầuCác bước chính của Forensics Investigations

1. **Các bước chính trong điều tra pháp y, gồm 14 bước như sau**

1. Xác định tội phạm máy tính

2. Thu thập chứng cứ sơ bộ

3. Xin lệnh thu giữ của tòa án (nếu cần)

4. Thực hiện các thủ tục phản ứng đầu tiên

5. Thu giữ bằng chứng tại hiện trường

6. Vận chuyển bằng chứng đến phòng thí nghiệm pháp y

7. Tạo 2 bản sao luồng bit của bằng chứng

8. Tạo MD5 checksum trên hình ảnh

9. Duy trì chuỗi hành trình

10. Lưu trữ bằng chứng gốc ở nơi an toàn

11. Phân tích bản sao hình ảnh cho bằng chứng

12. Chuẩn bị báo cáo pháp y

13. Gửi báo cáo cho client

14. Tham dự phiên tòa và làm nhân chứng chuyên gia (nếu cần)

1. **Các role của investigator and digital element**

Vai trò của điều tra viên pháp y:

1. Bảo vệ máy tính của nạn nhân khỏi thiệt hại và viruses

2. Xác định mức độ thiệt hại

3. Thu thập bằng chứng theo cách hợp pháp

4. Phân tích và bảo vệ dữ liệu bằng chứng được tìm thấy

5. Chuẩn bị báo cáo phân tích

6. Trình bày bằng chứng được chấp nhận trước tòa

Vai trò của yếu tố kĩ thuật số:

- Các bằng chứng số có thể hỗ trợ điều tra viên pháp y trong việc truy tố hoặc bào chữa nghi phạm

- Thực hiện hỗ trợ cho vài trò phân tích dữ liệu

- Thực hiện xác định trách nhiệm pháp lý và hình sự số

- Thực hiện hỗ trợ việc theo dõi và truy tìm tội phạm

- Thực hiện mã hoá và giám sát an ninh mạng nhằm thực hiện bảo vệ dữ liệu và ngăn chặn các hoạt động phạm tội

1. **Các role của digital evidence**

Digital forensics investigation methodology

Phương pháp điều tra pháp y kỹ thuật số:

1) Xin lệnh khám xét của tòa án để tiến hành điều tra (có thể khám xét toàn bộ công ty, một tầng, một phòng, một thiết bị, một ngôi nhà hoặc bất kì tài sản nào khác)

2) Đánh giá và bảo vệ hiện trường

Thu thập thông tin sơ bộ tại hiện trường như

- Ngày giờ

- Địa điểm xảy ra

- Bằng chứng từ hệ thống biến động và không biến động

- Thông tin chi tiết của (những) người có mặt tại hiện trường

- Tên và nhận của (những) người có thể làm nhân chứng

Với người phản ứng (responder) đầu tiên tại hiện trường

- Thu thập và bảo quản càng nhiều bằng chứng càng tốt

- Thu thập bằng chứng của tất cả các thiết bị có mặt tại hiện trường

- Tuân thủ luật khi thu thập và liên hệ sớm với giám định pháp y máy tính

Chụp ảnh pháp y: tất cả bằng chứng hoặc có liên quan tới bằng chứng và dán nhãn chúng

3) Thu thập bằng chứng

1. Bằng chứng vật lí

- Phương tiện di dộng, cáp, thiết bị máy tính, vật phẩm từ thùng rác

2. Bằng chứng điện tử

- Data files: các máy tính và dữ liệu bên trong

- Các bản sao lưu: toàn hệ thống, phục hồi sự cố (được lưu ở bên ngoài), cá nhân và đặc biệt khác (đĩa mềm hoặc phương tiện di động)

- Nguồn khác: băng, ổ đĩa thay thế/loại bỏ, đĩa mềm hoặc phương tiện di động

4) Bảo vệ bằng chứng

- Không tổn hại tới integrity

- Ở nơi an toàn

- Duy trì chain of custody

- Log lại thời điểm và người

- Hệ thống cảnh báo

5) Nhận dữ liệu

- Không phân tích trên bằng chứng gốc

- Tạo bản sao hình ảnh của dữ liệu bit by bit

- Xác minh tính toàn vẹn của bản sao: tính và so sánh mã hash MD5 của bằng chứng gốc với hình ảnh pháp chứng

1. **Chain of custody: What? How?**

Chain of custody (danh sách truy nguồn) là một khái niệm quan trọng trong lĩnh vực pháp chứng kỹ thuật số. Nó đề cập đến việc ghi lại và bảo vệ sự truy nguồn của các bằng chứng kỹ thuật số từ khi nó được tạo ra cho đến khi nó được sử dụng trong một vụ việc pháp lý.

Trong một vụ việc pháp lý, chain of custody là quá trình theo dõi và ghi lại lịch sử di chuyển và xử lý của các bằng chứng kỹ thuật số từ nguồn gốc của nó cho đến khi nó được trình diện trong phòng tòa. Mục đích của chain of custody là đảm bảo tính toàn vẹn và đáng tin cậy của bằng chứng kỹ thuật số và ngăn chặn bất kỳ sự thay đổi, mất mát hoặc nhiễu loạn nào có thể ảnh hưởng đến giá trị chứng cứ.

Quá trình chain of custody bao gồm việc đánh dấu, bảo vệ, ghi lại và kiểm soát các bằng chứng kỹ thuật số. Các bước quan trọng trong quá trình này bao gồm:

1. Thu thập: Các bằng chứng kỹ thuật số được thu thập từ nguồn gốc của chúng, chẳng hạn như máy tính, thiết bị lưu trữ hoặc hệ thống mạng.
2. Đánh dấu: Các bằng chứng kỹ thuật số được đánh dấu bằng các thông tin như thời gian, địa điểm và người thu thập. Điều này giúp xác định rõ ràng về nguồn gốc và lịch sử của chúng.
3. Bảo vệ: Các bằng chứng kỹ thuật số phải được bảo vệ khỏi sự thay đổi, mất mát hoặc tác động bên ngoài. Điều này có thể bao gồm việc sử dụng mã hóa, chữ ký số và các biện pháp bảo mật khác.
4. Ghi lại: Mọi hoạt động liên quan đến bằng chứng kỹ thuật số phải được ghi lại chi tiết. Điều này bao gồm thông tin về việc chuyển giao, vận chuyển, lưu trữ và truy cập.
5. Kiểm soát: Quá trình kiểm soát được áp dụng để đảm bảo rằng chỉ những người được ủy quyền mới có thể truy cập và xử lý các bằng chứng kỹ thuật số. Việc giới hạn quyền truy cập này giúp duy trì tính toàn vẹn của dữ liệu.

Quá trình chain of custody là quan trọng để đảm bảo tính hợp pháp và đáng tin cậy của bằng chứng kỹ thuật số trong hệ thống pháp lý. Nó cung cấp một hệ thống đáng tin cậy để xác định nguồn gốc và lịch sử của các bằng chứng kỹ thuật số, giúp bảo vệ quyền lợi của các bên liên quan và đảm bảo rằng quy trình pháp lý được thực hiện một cách công bằng và minh bạch.

1. **Steganography: định nghĩa, các loại, các công cụ, cấu trúc file -> hỏi file gì?**

Steganography là một phương pháp ẩn tin trong pháp chứng kỹ thuật số, mà trong đó thông tin được che giấu trong một đối tượng không liên quan mà người khác không thể nhận biết được. Nó là một kỹ thuật phổ biến được sử dụng để ẩn dữ liệu hoặc tin nhắn bên trong các tập tin kỹ thuật số như hình ảnh, âm thanh hoặc video mà không gây nghi ngờ cho người khác.

Steganography hoạt động bằng cách thay đổi các bit thấp nhất của tập tin gốc để nhúng thông tin bên trong. Các bit thấp nhất thường không gây sự thay đổi đáng kể đối với tập tin gốc, do đó, việc ẩn thông tin trong các bit này không dễ bị phát hiện. Phương pháp này cho phép thông tin được truyền đi một cách ẩn danh và bảo mật, nhằm tránh việc thu thập dữ liệu bởi những người không được ủy quyền.

Tuy nhiên, steganography cũng có thể được sử dụng với mục đích xấu. Các cá nhân hoặc tổ chức có thể sử dụng steganography để che giấu thông tin bất hợp pháp hoặc độc hại trong các tập tin kỹ thuật số, chẳng hạn như virus, mã độc hoặc thông tin nhạy cảm. Do đó, steganography cũng đặt ra một thách thức cho lĩnh vực pháp chứng kỹ thuật số khi cần xác định và trích xuất thông tin ẩn trong các tập tin kỹ thuật số.

Các loại:

Steganography hình ảnh: Thông tin được che giấu trong các tập tin hình ảnh. Phương pháp phổ biến bao gồm thay đổi các bit thấp nhất của các pixel hoặc sử dụng kỹ thuật mã hóa thông tin vào các vùng không đáng kể của hình ảnh.

Steganography âm thanh: Thông tin được che giấu trong các tập tin âm thanh. Các phương pháp thường sử dụng là thay đổi các bit thấp nhất của mẫu âm thanh hoặc nhúng thông tin vào tần số không nghe được.

Steganography video: Thông tin được che giấu trong các tập tin video. Các phương pháp thường sử dụng là thay đổi các khung hình hoặc khung thời gian của video để chứa thông tin ẩn.

Steganography văn bản: Thông tin được che giấu trong các tập tin văn bản hoặc tài liệu. Các phương pháp bao gồm việc sử dụng các kỹ thuật mã hóa, thay thế ký tự hoặc sử dụng các vùng không đáng kể của văn bản để chứa thông tin ẩn.

Steganography mạng: Thông tin được che giấu trong dữ liệu truyền qua mạng. Các phương pháp này thường liên quan đến việc thay đổi các giao thức truyền dẫn hoặc thêm thông tin ẩn vào các gói tin.

Steganography file: Thông tin được che giấu trong cấu trúc của tập tin. Các phương pháp này thường sử dụng việc thay đổi metadata hoặc sử dụng các vùng không đáng kể của tập tin để chứa thông tin ẩn.

Các công cụ:

Steghide (hình ảnh, âm thanh), stegosuite (hình ảnh, file mã hoá), OpenStego (hình ảnh, âm thanh, video), Steganography Toolkit (hình ảnh, âm thanh, video, văn bản), Stegdetect (detect thông tin ẩn), WireShark (mạng)

1. **Quá trình điều tra cụ thê: memory forensic, email forensic (học lệnh!!!!)**
2. **Propose: đề xuất vấn đề -> giải quyết (vấn đề thách thức, giải pháp hợp lý)**