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| --- | --- | --- |
| 머신러닝을 이용한 악성코드 탐지 프로그램 | 07-26  2017 | |
| 작성자 : 모의해킹 14기 권주승 김예지 박주연 이현준 | | **#SHUT DOWN** |
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# **프로젝트 개요**

## **1.1 프로젝트 정의 및 목표**

### 1.1.1 정의

본 프로젝트는 한국정보기술연구원에서 진행하는 정보보안 전문가 모의해킹 14기 ‘Shutdown’ 팀의 프로젝트 결과 보고서이다. 본 보고서는 전 교육과정에 대한 실무 응용 능력과 국내 보안 기술 향상에 기여하고자 한다

본 프로젝트는 2017년 최근 가장 큰 이슈가 되고 있는 악성코드와 랜섬웨어를 미리 탐지하여 감염에 예방하고자 한다. 사이버 공격이 고도화 됨에 따라 악성코드가 지능적으로 발전하고 기존의 방식으로 탐지가 어려워져 감염 사례가 늘고 있는데 머신러닝기반으로 차세대 탐지 보안 솔루션을 제시

### 1.1.2 목표

일정 단계를 거쳐 악성코드와 랜섬웨어를 탐지하고

대응방안을 제시하여 최신 보안 취약점을 파악함으로써 보안 사고를 예방하는데 그 목적을 둔다.

## **주제 선정 동기**

## **팀원 및 역할**

## **프로젝트 일정**

## **부분별 기대효과**

### 1.5.1 AS-IS

### 1.5.2 TO-BE

# **악성코드 분석과정**

## **2.1 분석 환경**

## **2.2 정적 분석**

## **2.3 동적 분석**

# **악성코드 탐지 프로그램 개발**

## **3.1 개발 환경**

## **3.2 머신러닝**

### 3.2.1 머신러닝 소개

### 3.2.2 머신러닝 학습 알고리즘

## **3.3 동작 원리**

### 3.3.1 MD5 해시값 비교

### 3.3.2 VirusTotal 분석

### 3.3.3 머신러닝 학습&탐지

## **3.4 실행 결과**

## **3.5 산출물**

# **프로젝트 결론 및 추후과제**

## **4.1 결론**

## **4.2 추후과제**

# **참고자료**