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Protocolos y servicios de seguridad en la transmisión de la información.

Los protocolos de seguridad informática permiten el transferir de información entre equipos de una forma segura, independientemente de la vía que utilicemos para comunicarnos con otros usuarios. Para así proteger la información que se envía, evitando que otros intrusos la utilicen para otro fin que no fue enviada y lograr una conexión entre cliente y servidor mucho más segura y estable. los protocolos y servicios de seguridad que veremos en este documento, serán SCP,SFTP,HTTPS, etc., así mismo contendrá la definición de cada Protocolos y servicios de seguridad en la transmisión de la información como una característica esencial y su utilización.

# Objetivos

Definir el concepto de los protocolos de servicios de seguridad en la transmisión de la información

* Identificar los protocolos y servicios de seguridad en la transmisión de la información.
* Investigar la funcionalidad de los protocolos y servicios de seguridad en la transmisión de la información.

# Desarrollo

# SCP

Que es SCP?

Es un protocolo para sistemas informáticos, que garantiza la transferencia segura de datos entre un equipo local (host local) y un equipo remoto (host remoto) o, alternativamente, entre dos equipos remotos. Permiten el control de la transmisión de datos a través de la línea de comandos.

# SFTP

Secure File Transfer Protocol (Protocolo de transferencia segura de archivos).

Este protocolo permite la transferencia de datos cifradas el ordenador local y el espacio web que contiene tu hosting de STRATO a través de Secure Shell (SSH).

# HTTPS

HTTPS (protocolo de Transferencia de Hiper-Texto) es un protocolo que permite establecer una conexión segura entre el servidor y el cliente, que no puede ser interceptada por personas no autorizadas. En resumidas cuentas, es la versión segura del http (Hyper Text Transfer Protocol)

# SMTPS

Es una abreviatura de Simple Mail Transfer Protocol (Protocolo de Transferencia Simple de Email)

es el protocolo utilizado cuando vamos a enviar un correo electrónico a través de un servidor de correo. Este protocolo se utiliza por los clientes locales de email para enviar los mensajes de email al servidor de correo remoto

# IMAPS

(Internet Mail Access Protocol)

permite a los usuarios acceder a sus e-mails directamente en el servidor y sólo descargar, hacia la máquina local, los mensajes y archivos adjuntos que le resulten de interés. Esto ahorra tiempo de descarga.

# SSH

SSH utiliza un sistema de autenticación, podremos comunicar dos equipos entre sí, de forma remota, y esa comunicación va a estar cifrada. Por ejemplo se utiliza para entrar en un ordenador de forma remota y utilizar para ello un nombre de usuario y contraseña.

# SET

El protocolo SET (Secure Electronic Transactions) es un con- junto de normas de seguridad, encriptadas, que constituyen una forma estándar para la realización de transacciones de pago a través de Internet. El protocolo SET autentifica a los titulares de las tarjetas de crédito, los comerciantes y los bancos.

Cuando se realiza una transacción por medio de SET, los datos del cliente son enviados al servidor del vendedor, pero dicho vendedor sólo recibe la orden. Los números de la tarjeta del banco se envían directamente al banco del vendedor, quien podrá leer los detalles de la cuenta bancaria del comprador y contactar con el banco para verificarlos en tiempo real.

# SSL

Secure Sockets Layer es un protocolo de encriptación que realiza un canal autentificado entre dispositivos en Internet, de forma que la información se pueda compartir de forma segura.

El protocolo SSL utiliza tres claves para establecer una conexión privada: la clave privada, la pública y la de sesión. Si los datos se cifran con la clave privada, sólo la clave pública puede descifrarlos. Por otro lado, la clave privada es la única que puede descifrar la información cifrada con la clave pública.

# Certificados de seguridad

Un certificado de seguridad protege la confidencialidad de los datos transmitidos a través de la red, evitando mostrar la información al público para su utilización incorrecta.

Los certificados de seguridad en un sitio web permiten cifrar los datos entre el ordenador del cliente y el servidor en cuestión que representa a la página.

# Conclusiones:

Los protocolos y servicios de seguridad en la transmisión de información son importantes para proteger la privacidad y la información de los datos que se transmiten a través de una red. Estos protocolos y servicios utilizan el cifrado, autenticación, detección de intrusos, y protección contra ataques de denegación de servicio, etc.

El cifrado ayuda a proteger los datos transmitidos mediante la conversión de la información legible en un código ilegible para cualquier persona que no tenga la clave de descifrado. La autenticación se utiliza para verificar la identidad de los usuarios o dispositivos que se conectan a la red, y la detección de intrusos ayuda a detectar y prevenir intentos no autorizados de acceder a la red o a los recursos de la red.
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