06、商品搜索--------------------

方案一：thymeleaf页面静态化

1、创建商品详情的thymeleaf模板

2、创建RabbitMQ消费者，收到消息后生成静态页面（D:/detail/26774635180.html）

3、搭建nginx服务器，返回静态页面

方案二：redis

a、redis缓存商品详情

1、先查询redis，如果有直接返回

2、再查询mysql，并把查询结果装到redis中再返回

b、如何保证redis不满？redis中都是热点商品？

设置商品的实现时间：86400

c、怎么保存商品信息（数据类型）？

ITEM\_INFO:123456:BASE

ITEM\_INFO:123456:DESC

ITEM\_INFO:123456:PARAM

缓存穿透

 缓存穿透是指缓存和数据库中都没有数据，而用户不断发起请求则这些请求会穿过缓存直接访问数据库，如发起为id为“-1”的数据或id为特别大不存在的数据。假如有恶意攻击，就可以利用这个漏洞，对数据库造成压力，甚至压垮数据库。

## 4.2.解决方案

缓存空对象：

当存储层不命中后，即使返回的空对象也将其缓存起来，同时会设置一个过期时间（避免控制占用更多的存储空间），之后再访问这个数据将会从缓存中获取，保护了后端数据源；

# 缓存击穿

缓存击穿，是指一个key非常热点，在不停的扛着大并发，大并发集中对这一个key不停进行访问，当这个key在失效的瞬间，持续的大并发就穿破缓存，直接请求数据库，就像在一个屏障上凿开了一个洞。

解决方案：

1. 设置热点数据永远不过期
2. 加分布式锁

1、如何释放锁？del

2、业务处理失败？expire

# 缓存雪崩

缓存雪崩，是指在某一个时间段，缓存集中过期失效。

## 6.2.解决方案：

缓存数据的过期时间设置随机，不同分类商品缓存不同周期或热门类目的商品缓存时间长一些

---------------------------08、单点登录------------------------------

一、单点登录介绍

1、什么是单点登录？

SSO英文全称Single Sign On，单点登录，登录一次处处可用

## 为什么要有单点登录系统

集群环境下会出现要求用户多次登录的情况。

解决方案：

1、配置tomcat集群(500)。配置tomcat Session复制。节点数不要超过5个。

2、可以使用Session服务器（sso系统），保存Session信息。需要模拟Session。

session和redis的共同特点：

1、kv形式存储

2、过期时间

单点登录系统是使用redis模拟Session，实现Session的统一管理。

2、思路

存(登录)：redis(token,user) cookie(token\_key,token)

取(查询用户)：cookie(token)--------->redis(user)

# 注册信息校验

# 对用户的注册信息(用户名与电话号码)做数据校验

# 1、查询条件根据参数动态生成：1、2分别代表username、phone

# 2、从tb\_user表中查询数据

# 3、判断查询结果，如果查询到数据返回false。

# 如果没有返回true。 否则反之

# .通过token查询用户信息

1、从url中取参数token

2、根据token查询redis

3、如果查询不到数据，前台删除cookie中的用户信息

4、如果查询到数据，说明用户已经登录需要重置key的过期时间