# Reflective XSS

* Username is being reflected in Auth1 page
* In Auth2 page, I can pass an external file and it will be displayed
* Username is reflected when login fails (needs to be sanitized)
  + Added sanitization to login page

# Persistent XSS

# Session Management

* Logout not working
  + Added session destroy at logout

# Insecure Password Storage

# SQLi

* SQL Injection in processLogin method
  + Reworked to use DBO and pass by parameter

# CSRF

* CSRF in password reset
  + Added hidden field with csrf token

# Directory Traversal

* Auth2 page allows for directory traversal
  + Get the absolute path to the file
  + Check that there are no traversal characters (‘../’)
  + Create folder with only files allowed to be displayed (only yellow.txt for now)