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Overview

The purpose of this report is to alert you of a component that has been quarantined due to a policy violation. No
actions can be taken directly from this report, though you can remediate the component using the following
information.

org.codehaus.woodstox : wstx-asl : 3.2.1

Status

Quarantined

Quarantine Reason

1 policy violations

First Quarantined

1 day ago

Catalogued Date

1 day ago

Repository

Maven_Central

Risk Remediation

Recommended Versions

No recommended versions are available for the current
component

Version Explorer

Popularity

Breaking Changes

Policy Threat
Details

Security
License
Quality
Other

Older This Version Newer

3.2.1

Compare Versions

CURRENT SELECTED

Version 3.2.1 -

Highest Policy Threat 10
within 3 policies

Security Violation Threat 10
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CURRENT SELECTED

Highest CVSS Score 9.8

License Violation Threat None

Effective License See-License-
Clause, Apache-

2.0

Quality Violation Threat

Other Violation Threat None

Integrity Rating Not Applicable

Cataloged 15 years ago

Policy Violations Causing Quarantine

THREAT POLICY CONSTRAINT NAME CONDITION

10 Security-
Critical

Critical risk CVSS
score

Found security vulnerability sonatype-2018-0624 with severity >= 9 (severity =
9.8)

Other Versions

No data found.

COMPONENT


