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# Executive Summary

Penetration testing was performed on the {{ client }}'s environment by the {{ vendor }}'s Penetration Testing team. The testing activity took place between **{{ start\_date }}** and **{{ end\_date }}** from the **{{ vpn }} VPN** provided by {{ client }}.

Brief description of the {{ client }} scope:

{{ client }} assets comprises of 1000+ Routers, switches and other types of network devices along with 10+ different types of servers.

The result of the engagement indicates that the {{ client }} {{ service }} has room for improvements.

During the assessment **{{ risk\_count }}** issues were found.

**{{ top1\_title }} Risk(s)**

The {{ top1 }}-risk findings are attributed to the following vulnerabilities:

|  |
| --- |
| {%tr for item in exec\_top1 %} |
| * ***{{ item.title }}* –** {{ item.description }} |
| {%tr endfor %} |

**{{ top2\_title }} Risk(s)**

The {{ top2 }}-risk findings are attributed to the following vulnerabilities:

|  |
| --- |
| {%tr for item in exec\_top2 %} |
| * ***{{ item.title }}* –** {{ item.description }} |
| {%tr endfor %} |

{{ vendor }} recommends that the {{ client }} Assets with the issue highlighted in this report in an effort to maintain security best practice, focusing on the critical and high-risk issues and resolving the medium issues to further strengthen the security posture.

## Table of Findings Summary

|  |  |  |
| --- | --- | --- |
| Ref. | *Finding* | Risk |
| {%tr for item in table\_contents %} | | |
| 3.{{ item.index }} | ***{{ item.title }}***  {{ item.description }} | {% cellbg item.bgcolor %}{{r item.risk }} |
| {%tr endfor %} | | |



# Detailed Findings

Below are the detailed descriptions of security risks that were identified during the review.



{% for vd in vuln %}

## {{ vd.title }}

|  |  |
| --- | --- |
| **Risk** | {{r vd.risk }}{% cellbg vd.bgcolor %} |

|  |  |
| --- | --- |
| **Impact** | {{ vd.impact }} |
| **Likelihood** | {{ vd.likelihood }} |

### Description of Finding

{{ vd.description }}

### POC

The screenshot(s) below show the {{ vd.title }}. {{ vd.imp }}

{% for p in vd.image %}

{{ p.image }}

Figure 3.1-1: {{ p.desc }}

{% endfor %}

### Remediation

{{ vd.recommendation }}

### References and additional information

* {{ vd.info }}

{% endfor %}