|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| Risk Statement | Risk | Response strategy | Objectives | Likelihood | Impact | Risk Level |
| Weak password | Hacking | Update passwords every 3 months | Make instances and database un-hackable | High | High | High |
| Limited project Management | Incomplete project by due date | Create a plan; use trello boards | Ensure that project is completed and meets the criteria. | High | High | High |
| Poor Code Quality | Unstable programme, Bugs which can lead to slow progress | Use platforms i.e. SonarQube to check and update code quality | Ensure readability of code, maintain quality assurance | High | High | High |
| Lack of understanding of project requirements | Inadequate project | Ensuring time is taken so that specifications are understood well | Project requirements are met | Medium | High | High |
| Loss of code | Breakdown of project | Keep a backup file of the project | Ensure that code can be retrieved even in critical situation | Low | High | Medium |