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#### A. Restrictions are prohibitions on action --- excludes conditions

Jean Schiedler-Brown 12, Attorney, Jean Schiedler-Brown & Associates, Appellant Brief of Randall Kinchloe v. States Dept of Health, Washington, The Court of Appeals of the State of Washington, Division 1, http://www.courts.wa.gov/content/Briefs/A01/686429%20Appellant%20Randall%20Kincheloe%27s.pdf

3. The ordinary definition of the term "restrictions" also does not include the reporting and monitoring or supervising terms and conditions that are included in the 2001 Stipulation.

Black's Law Dictionary, 'fifth edition,(1979) defines "restriction" as;

A limitation often imposed in a deed or lease respecting the use to which the property may be put. The term "restrict' is also cross referenced with the term "restrain." Restrain is defined as; To limit, confine, abridge, narrow down, restrict, obstruct, impede, hinder, stay, destroy. To prohibit from action; to put compulsion on; to restrict; to hold or press back. To keep in check; to hold back from acting, proceeding, or advancing, either by physical or moral force, or by interposing obstacle, to repress or suppress, to curb.

In contrast, the terms "supervise" and "supervisor" are defined as; To have general oversight over, to superintend or to inspect. See Supervisor. A surveyor or overseer. . . In a broad sense, one having authority over others, to superintend and direct. The term "supervisor" means an individual having authority, in the interest of the employer, to hire, transfer, suspend, layoff, recall, promote, discharge, assign, reward, or discipline other employees, or responsibility to direct them, or to adjust their grievances, or effectively to recommend such action, if in connection with the foregoing the exercise of such authority is not of a merely routine or clerical nature, but required the use of independent judgment.

Comparing the above definitions, it is clear that the definition of "restriction" is very different from the definition of "supervision"-very few of the same words are used to explain or define the different terms. In his 2001 stipulation, Mr. Kincheloe essentially agreed to some supervision conditions, but he did not agree to restrict his license.

#### B. Voting Issue---Precision—restrictions must be a distinct term for debate to occur

Heinze-Senior Lecturer Law, University of London-3

(Senior Lecturer in Law, University of London, Queen Mary. He has held fellowships from the Fulbright Foundation and the French and German governments. He teaches Legal Theory, Constitutional Law, Human Rights and Public International Law. JD Harvard) 2003 “The Logic of Liberal Rights A study in the formal analysis of legal discourse” http://mey.homelinux.org/companions/Eric%20Heinze/The%20Logic%20of%20Liberal%20Rights\_%20A%20Study%20in%20%20%28839%29/The%20Logic%20of%20Liberal%20Rights\_%20A%20Study%20in%20%20-%20Eric%20Heinze.pdf

Variety of ‘restrictions’

The term ‘restriction’, defined so broadly, embraces any number of familiar concepts: ‘deprivation’, ‘denial’, ‘encroachment’, ‘incursion’, ‘infringement’, ‘interference’, ‘limitation’, ‘regulation’. Those terms commonly comport differences in meaning or nuance, and are not all interchangeable in standard legal usage. For example, a ‘deprivation’ may be distinguished from a ‘limitation’ or ‘regulation’ in order to denote a full denial of a right (e.g. where private property is wholly appropriated by the state 16 Agents without compensation) as opposed to a partial constraint (e.g. where discrete restrictions are imposed on the use of property which nonetheless remains profitably usable). Similarly, distinctions between acts and omissions can leave the blanket term ‘restriction’ sounding inapposite when applied to an omission: if a state is accused of not doing enough to give effect to a right, we would not colloquially refer to such inaction as a ‘restriction’. Moreover, in a case of extreme abuse, such as extrajudicial killing or torture, it might sound banal to speak merely of a ‘restriction’ on the corresponding right. However, the term ‘restriction’ will be used to include all of those circumstances, in so far as they all comport a purpose or effect of extinguishing or diminishing the right-seeker’s enjoyment of an asserted right. (The only significant distinction which will be drawn will be between that concept of ‘restriction’ and the concept of ‘breach’ or ‘violation’. The terms ‘breach’ or ‘violation’ will be used to denote a judicial determination about the legality of the restriction.6) Such an axiom may seem unwelcome, in so far as it obliterates subtleties which one would have thought to be useful in law. It must be stressed that we are seeking to eliminate that variety of terms not for all purposes, but only for the very narrow purposes of a formal model, for which any distinctions among them are irrelevant.
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TPA will pass-strong bipartisan support

The White House Bulletin 1/15/14

HEADLINE: Business Roundtable Leaders See Strong Support For Trade Promotion Authority

Randall Stephenson, chairman and CEO of AT&T and chairman of the Business Roundtable, said that there is "general, broad, bipartisan support" for giving President Obama Trade Promotion Authority. "I've been surprised over the last couple of days at how much support there is for TPA on both sides of the aisle. So of the issues that I will walk away from being here this week concerned about, support for TPA is not really high on my concern list," he said. Business Roundtable President John Engler added that while Obama may be encountering some opposition from his own party, "I think he will get support. ... I think there's little risk in giving their president the authority, or his negotiator, [US Trade Representative Michael] Froman who's a splendid trade ambassador, giving him the authority to go into these negotiations and trying to get the best deal for America." Stephenson identified trade as one of the Roundtable's keys for economic growth. "As it relates to concerns about trade and the implication of investment moving from the US to other countries and employment moving I think the evidence is against it," he said. "We're 20 years into NAFTA, I think empirically virtually any metrics you look at" show that that agreement helped both employment and investment. He said similar deals with Europe and Asia would have similar effects. - Bulletin exclusive from US News

#### Fast Track fight is on the top of the agenda-Strong push from Obama is key-Failure collapses global trade momentum

Good-Farm Policy-12/31/13

The FarmPolicy.com News Summary

HEADLINE: Farm Bill; Ag Economy; and, Biofuels- Tuesday

And with respect to trade, the Chicago Tribune editorial board[18] noted yesterday that, 'President Barack Obama wants the power to negotiate free-trade treaties on a fast track. With Trade Promotion Authority, he would have a good chance of clinching huge trade pacts now being hammered out with Europe and Asia. Yet Congress may not give him that authority — for all the wrong reasons.' The Tribune opinion item stated that, 'Within months the White House hopes to finish talks on a proposed Trans-Pacific Partnership with a group of Asia-Pacific nations. Talks with the European Union on the planned Transatlantic Trade and Investment Partnership are progressing too. Those deals would eliminate barriers and promote economic activity between the U.S. and key allies. The upside is huge: Billions of dollars in new business would be generated if these pacts come to pass. 'Yet given the special interests that oppose free trade, neither deal stands much of a chance in Congress without TPA. Consider farm tariffs, one of the most frustrating roadblocks to any free-trade pact with Europe or Asia. The agriculture lobby here and abroad has long succeeded in imposing some of the least competitive public policies of any industry. Although farm protectionism hurts the vast majority of the world's citizens, standing up to clout-heavy constituencies such as U.S. sugar magnates requires extraordinary political courage. TPA is essential for overcoming the inevitable fight against vested interests that are determined to advance themselves at the expense of the nation's good. 'Federal lawmakers and the president have to make their case with much more gusto than we have seen so far. Congress could OK a Trade Promotion Authority bill in the first few months of 2014. But that won't happen without leadership on Capitol Hill and, especially, from the White House. Now's the time.'

#### Congressional debate over the plan tanks agenda

Kriner, 10

(Douglas, Assistant professor of poly sci at Boston University, “After the

Rubicon: Congress, Presidents, and the Politics of Waging War”, University of Chicago Press, Dec

1, 2010)

While congressional support leaves the president’s reserve of political capital intact,¶ congressional criticism saps energy from other initiatives on the home front by forcing the¶ president to expend energy and effort defending his international agenda. Political capital¶ spent shoring up support for a president’s foreign policies is capital that is unavailable for his¶ future policy initiatives . Moreover, any weakening in the president’s political clout may have¶ immediate ramifications for his reelection prospects, as well as indirect consequences for congressional races.59¶ Indeed, Democratic efforts to tie congressional Republican incumbents to President George W. Bush and his war policies paid¶ immediate political dividends in the 2006 midterms, particularly in states, districts, and counties that had suffered the highest¶ casualty rates in the Iraq War. 60 In addition to boding ill for the president’s perceived political capital¶ and reputation, such partisan losses in Congress only further imperil his programmatic¶ agenda, both international and domestic. Scholars have long noted that President Lyndon¶ Johnson’s dream of a Great Society also perished in the rice paddies of Vietnam. Lacking the requisite¶ funds in a war-depleted treasury and the political capital needed to sustain his legislative vision, Johnson¶ gradually let his domestic goals slip away as he hunkered down in an effort first to win and¶ then to end the Vietnam War. In the same way, many of President Bush’s highest second-term¶ domestic proprieties, such as Social Security and immigration reform, failed perhaps in large part because¶ the administration had to expend so much energy and effort waging a rear-guard action¶ against congressional critics of the war in Iraq.61 When making their cost-benefit calculations,¶ presidents surely consider these wider political costs of congressional opposition to their¶ military policies. If congressional opposition in the military arena stands to derail other¶ elements of his agenda, all else being equal, the president will be more likely to judge the benefits¶ of military action insufficient to its costs than if Congress stood behind him in the¶ international arena.

#### Free trade prevents multiple scenarios for world war and WMD Terrorism

Panzner 2008

Michael, faculty at the New York Institute of Finance, 25-year veteran of the global stock, bond, and currency markets who has worked in New York and London for HSBC, Soros Funds, ABN Amro, Dresdner Bank, and JPMorgan Chase “Financial Armageddon: Protect Your Future from Economic Collapse,” pg. 136-138

Continuing calls for curbs on the flow of finance and trade will inspire the United States and other nations to spew forth protectionist legislation like the notorious Smoot-Hawley bill. Introduced at the start of the Great Depression, it triggered a series of tit-for-tat economic responses, which many commentators believe helped turn a serious economic downturn into a prolonged and devastating global disaster. But if history is any guide, those lessons will have been long forgotten during the next collapse. Eventually, fed by a mood of desperation and growing public anger, restrictions on trade, finance, investment, and immigration will almost certainly intensify. Authorities and ordinary citizens will likely scrutinize the cross-border movement of Americans and outsiders alike, and lawmakers may even call for a general crackdown on nonessential travel. Meanwhile, many nations will make transporting or sending funds to other countries exceedingly difficult. As desperate officials try to limit the fallout from decades of ill-conceived, corrupt, and reckless policies, they will introduce controls on foreign exchange. Foreign individuals and companies seeking to acquire certain American infrastructure assets, or trying to buy property and other assets on the cheap thanks to a rapidly depreciating dollar, will be stymied by limits on investment by noncitizens. Those efforts will cause spasms to ripple across economies and markets, disrupting global payment, settlement, and clearing mechanisms. All of this will, of course, continue to undermine business confidence and consumer spending. In a world of lockouts and lockdowns, any link that transmits systemic financial pressures across markets through arbitrage or portfolio-based risk management, or that allows diseases to be easily spread from one country to the next by tourists and wildlife, or that otherwise facilitates unwelcome exchanges of any kind will be viewed with suspicion and dealt with accordingly. The rise in isolationism and protectionism will bring about ever more heated arguments and dangerous confrontations over shared sources of oil, gas, and other key commodities as well as factors of production that must, out of necessity, be acquired from less-than-friendly nations. Whether involving raw materials used in strategic industries or basic necessities such as food, water, and energy, efforts to secure adequate supplies will take increasing precedence in a world where demand seems constantly out of kilter with supply. Disputes over the misuse, overuse, and pollution of the environment and natural resources will become more commonplace. Around the world, such tensions will give rise to full-scale military encounters, often with minimal provocation. In some instances, economic conditions will serve as a convenient pretext for conflicts that stem from cultural and religious differences. Alternatively, nations may look to divert attention away from domestic problems by channeling frustration and populist sentiment toward other countries and cultures. Enabled by cheap technology and the waning threat of American retribution, terrorist groups will likely boost the frequency and scale of their horrifying attacks, bringing the threat of random violence to a whole new level. Turbulent conditions will encourage aggressive saber rattling and interdictions by rogue nations running amok. Age-old clashes will also take on a new, more heated sense of urgency. China will likely assume an increasingly belligerent posture toward Taiwan, while Iran may embark on overt colonization of its neighbors in the Mideast. Israel, for its part, may look to draw a dwindling list of allies from around the world into a growing number of conflicts. Some observers, like John Mearsheimer, a political scientist at the University of Chicago, have even speculated that an “intense confrontation” between the United States and China is “inevitable” at some point. More than a few disputes will turn out to be almost wholly ideological. Growing cultural and religious differences will be transformed from wars of words to battles soaked in blood. Long-simmering resentments could also degenerate quickly, spurring the basest of human instincts and triggering genocidal acts. Terrorists employing biological or nuclear weapons will vie with conventional forces using jets, cruise missiles, and bunker-busting bombs to cause widespread destruction. Many will interpret stepped-up conflicts between Muslims and Western societies as the beginnings of a new world war.
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#### Text

#### The Executive branch of the United States should issue an executive order mandating that the war powers authority of the president should be restricted for self-defense targeted killings to outside an armed conflict.

#### Executive orders avoid politics, have the force of law, and are rarely overturned

Cooper-prof public administration Portland State- 2 [Phillip, By Order of the President: The Use and Abuse of Executive Direct Action” p.59

Executive orders are often used because they are quick, convenient, and relatively easy mechanisms for moving significant policy initiatives. Though itis certainly true that executive orders are employed for symbolic purposes, enough has been said by now to demonstrate that they are also used for serious policymaking or to lay the basis for important actions to be taken by executive branch agencies under the authority of the orders. Unfortunately, as is true of legislation, it is not always possible to know from the title of orders which are significant and which are not, particularly since presidents will often use an existing order as a base for action and then change it in ways that make it far more significant than its predecessors.¶ The relative ease of the use of an order does not merely arise from the fact that presidents may employ one to avoid the cumbersome and time consuming legislative process. They may also use this device to avoid some times equally time-consuming administrative procedures, particularly the rulemaking processes required by the Administrative Procedure Act.84 Because those procedural requirements do not apply to the president, it is tempting for executive branch agencies to seek assistance from the White House to enact by executive order that which might be difficult for the agency itself to move through the process. Moreover, there is the added plus from the agency's perspective that it can be considerably more difficult for potential adversaries to obtain standing to launch a legal challenge to the president's order than it is to move an agency rule to judicial review. There is nothing new about the practice of generating executive orders outside the White House. President Kennedy's executive order on that process specifically pro­vides for orders generated elsewhere.
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#### **Technical solutions to war powers are a** shell game which locks in exceptionalism their reaction is shrouded in a mythos of insecurity that hyper inflates threats to justify itself even though the US is in no danger. The violence they recreate is a blind spot in the western mind which is exactly why we must ask prior to debate about the plan what our national security interests are who is served by those goals

Williams 7 (Daniel, associate professor of law at Northeastern University School of Law. He received a J.D. from Harvard, “NORTHEASTERN UNIVERSITY SCHOOL OF LAW.” NORTHEASTERN PUBLIC LAW AND THEORY FACULTY WORKING PAPERS SERIES

NO. 16-2007. http://papers.ssrn.com/sol3/papers.cfm?abstract\_id=970279)

This fearsome sort of legality is largely shielded from our view (that is, from the view of Americans---the ones wielding this legality) with the veil of democracy, knitted together with the thread of process jurisprudence. Within process jurisprudence, there is no inquiry into the fundamental question: allocation of power between the branches to accomplish . . . what? It is very easy to skip that question, and thus easy to slide into or accept circular argumentation.31 With the focus on the distribution of power, arguments about what to do in this so-called war on terror start off with assumptions about the nature of the problem (crudely expressed as violent Jihadists who hate our freedoms) and then appeal to those assumptions to justify certain actions that have come to constitute this “war.” The grip of this circularity, ironically enough, gains its strength from the ideology of legality, the very thing that the Court seeks to protect in this narrative drama, because that ideology fences out considerations of history, sociology, politics, and much else that makes up the human experience. What Judith Shklar observed over forty years ago captures the point here: the “legalism” mindset--which thoroughly infuses the process jurisprudence that characterizes the Hamdi analysis--produces the “urge to draw a clear line between law and nonlaw” which, in turn, leads to “the construction of ever more refined and rigid systems of formal definitions” and thus “serve[s] to isolate law completely from the social context within which it exists.” 32 The pretense behind the process jurisprudence--and here pretense is purpose--is the resilient belief that law can be, and ought to be, impervious to ideological considerations. And so, the avoidance of the “accomplish . . . what?” question is far from accidental; it is the quintessential act of legality itself.33 More than that, this “deliberate isolation of the legal system . . . is itself a refined political ideology, the expression of a preference” that masquerades as a form of judicial neutrality we find suitable in a democracy.34 If the Executive’s asserted prerogative to prosecute a war in a way that will assure victory is confronted with the prior question about what exactly we want to accomplish in that war--if, that is, we confront the question posed by Slavoj Zizek, noted at the outset of this article—then the idea of national security trumping “law” takes on an entirely different analytical hue. Professor Owen Fiss is probably right when he says that the Justices in Hamdi “searched for ways to honor the Constitution without compromising national interests.”35 But that is a distinctly unsatisfying observation if what we are concerned about is the identification of what exactly those “national interests” are.36 We may not feel unsatisfied because, in the context of Hamdi, it undoubtedly seems pointless to ask what we are trying to accomplish, since the answer strikes us as obvious. We are in a deadly struggle to stamp out the terrorist threat posed by Al Qaeda, and more generally, terrorism arising from a certain violent and nihilistic strain of Islamic fundamentalism. Our foreign policy is expressly fueled by the outlook that preemptive attacks is not merely an option, but is the option to be used. In the words of the Bush Administration’s 2002 National Security Strategy document, “In the world we have entered, the only path to safety is the path of action. And this nation will act.”37 O’Connor and the rest of the Court members implicitly understand our foreign policy and the goal to be pursued in these terms, which explains why the Hamdi opinion nowhere raises a question about what it is the so-called “war on terror” seeks to accomplish. After all, the stories we want to tell dictate the stories that we do tell. We want to tell ourselves stories about our own essential goodness and benevolence, our own fidelity to the rule of law; and that desire dictates the juridical story that ultimately gets told. Once one posits that our foreign policy is purely and always defensive, as well as benevolent in motivation,38 then whatever the juridical story—even one where the nation’s highest Court announces that the Executive has no blank check to prosecute a war on terror—the underlying reality inscribed upon the world’s inhabitants, the consequences real people must absorb somehow, is one where “the United States has established that its only limit on the world stage will be its military power.”39 As O’Connor sees it, the real problem here is that, given that the allocation-of-power issue is tied to the goal of eliminating the terrorist threat, we have to reckon with the probability that this allocation is not just an emergency provision, but one that will be cemented into our society, since the current emergency is likely to be, in all practicality, a permanent emergency. But to say we are in a struggle to stamp out a terrorist threat posed by Islamic fundamentalism, and to say that “the only path to safety is the path of action,” conceals--renders invisible, a postmodernist would likely put it--an even more fundamental, and more radical, question: the allocation of power that the Court is called upon to establish is in the service of eliminating a terrorist threat to accomplish . . . what? The standard answer is, our security, which most Americans would take to mean, to avert an attack on our homeland, and thus, as it was with Lincoln, to preserve the Union. And so, we accept as obvious that our dilemma is finding the right security-liberty balance. The problem with that standard answer is two-fold. First, it glosses over the fact that we face no true existential threat, no enemy that genuinely threatens to seize control over our state apparatus and foist upon us a form of government to which we would not consent. That fact alone distinguishes our current war on terrorism from Lincoln’s quest to preserve the Union against secession.40 Second, this we-must-protect-the-Homeland answer is far too convenient as a conversation stopper. When the Bush Administration=’ National Security Strategy document avers that “the only path to safety is the path of action,” we ought to ask what global arrangements are contemplated through that “path of action.” When that document announces that “this nation will act,” it surely cannot suffice to say that the goal is merely eliminating a threat to attain security. All empires and empire-seeking nations engage in aggression under the rubric of self-defense and the deployment of noble-aims rhetoric. These justifications carry no genuine meaning but are devices of the powerful and the privileged, with the acquiescence and often encouragement by a frightened populace, to quell unsettling questions from dissenters within the society.41 Stop and think for a moment, how is it that the nation with the most formidable military might--the beneficiary of the hugest imbalance in military power ever in world history--is also the nation that professes to be the most imperiled by threats throughout the world, often threatened by impoverished peasant societies (Vietnam, Nicaragua, El Salvador, Chile, Granada, etc.)?42 An empire must always cast itself as vulnerable to attack and as constantly being under attack in order to justify its own military aggression. This is most acutely true when the empire is a democracy that must garner the consent of the populace, which explains why so much of governmental rhetoric concerning global affairs is alarmist in tone. The point is that quandaries over constitutional interpretation--ought we be prudential, or are other techniques more closely tied to the text the only legitimate mode of constitutional adjudication--may very well mask what may be the most urgent issue of all, which concerns what exactly this nation’s true identity is at this moment in world history, what it is that we are pursuing. Whereas Sanford Levinson has courageously argued that “too many people >venerate= the Constitution and use it as a kind of moral compass,”43 which leads to a certain blindness, I raise for consideration an idea that Hamdi suppresses, through its narrative techniques, which is that too many people “venerate” this nation without any genuine consideration of the particular way we have, since World War II, manifested ourselves as a nation. I join Levinson’s suspicion that our Constitution is venerated as an idea, as an abstraction, without much thought given to its particulars. It is important to be open to the possibility that the same is true with regard to our nation--the possibility that we venerate the idea of America (undoubtedly worth venerating), but remain (willfully?) ignorant of the particulars of our actual responsibility for the health of the planet and its inhabitants.44 To openly consider such issues is not anti-American--an utterly absurd locution--for to suggest that it is amounts to a denial that U.S. actions (as opposed to rhetoric that leeches off of the promise and ideal of “America”) can be measured by some yardstick of propriety that applies to all nations.45 The very idea of a “yardstick of propriety” requires a prior acceptance of two ideas: one, that we are part of something larger, that we are properly accountable to others and to that larger circumstance; and two, that it is not a betrayal or traitorous for a people within a nation to look within itself.46 Issacharoff and Pildes, the most prominent process theorists, observe that process jurisprudence may be inadequate to address the risk that we “might succumb to wartime hysteria.”47 I would broaden that observation so as to be open to the possibility that the risk goes beyond just wartime hysteria, that our desire for security and military victory, rooted in our repudiation of a genuine universal yardstick of propriety that we willingly apply to ourselves (often called American exceptionalism48)--which means that security and military victory are not ipso facto the same thing--could easily slide us into sanctioning a form of sovereignty that is dangerously outmoded and far out of proportion to what circumstances warrant. Process jurisprudence supposedly has the merit of putting the balance of security and liberty into the hands of the democratic institutions of our government. But what it cannot bring into the field of vision--and what is absolutely banished from view in Hamdi--is the possibility that the democratic institutions themselves, and perhaps even the democratic culture generally, the public sphere of that culture, have been corrupted so severely as to reduce process jurisprudence to a shell game.49 More specifically, the formal processes of governmentality responding to crisis is judicially monitored, but the mythos of our national identity, particularly the idea that every international crisis boils down to the unquestioned fact that the United States at least endeavors to act solely in self defense and to promote some benevolent goal that the entire world ought to stand behind, is manufactured and thus some hegemonic pursuit in this global “war on terror” remains not just juridically ignored, but muted and marginalized in much of our public discussions about it.50 Under process jurisprudence, it is the wording of a piece of legislation, not the decoding of the slogan national security, that ultimately matters. And under process jurisprudence, fundamental decisions have already been made--fundamental decisions concerning the nature of our global ambitions and the way we will pursue them--before the judiciary can confront the so-called security-liberty balance, which means that the analytical deck has been stacked by the time the justiciable question---that is, what we regard as the justiciable question---is posed. Stacking the analytical deck in this way reduces the Court members to the role of technicians in the service of whatever pursuit the sovereign happens to choose.51 This is why it is worth asking what many might regard as a naive, if not tendentious, question: is it true that in the case of Hamdi and other post-9/11 cases, the judiciary’s quandary over allocation of power is actually in the service of genuine security, meaning physical safety of the populace? Does the seemingly obvious answer that we seek only to protect the safety of our communities against naked violence blind us to a deeper ailment within our culture? Is it possible that the allocation of power, at bottom, is rooted in a dark side of our Enlightenment heritage, an impulse within Legality that threatens us in a way similar to the Thanatos drive Freud identified as creating civilization’s discontent?52 Perhaps Hamdi itself, as a cultural document, signals yet another capitulation to the impulse to embrace a form of means-ends rationality that supports the Enlightenment drive to control and subdue.53 Perhaps what Hamdi shows is that 9/11 has not really triggered a need to recalibrate the security-liberty balance, but has actually unleashed that which has already filtered into and corrupted our culture—Enlightenment’s dark side, as the Frankfurt School understood it54’’and is thus one among many cultural documents that ought to tell us we are not averting a new dark age, but are already in it, or at least, to borrow a phrase from Wendell Berry, that we are “leapfrogging into the dark.” 55 It is impossible, without the benefit of historical distance, to answer these questions with what amounts to comforting certitude. But they are worth confronting, since the fate of so many people depends on it, given our unrivaled ability and frightening willingness to use military force. Our culture’s inability to ask such questions in any meaningful way, as opposed to marginalizing those who plead for them to be confronted, is somewhat reminiscent of how early Enlightenment culture treated scientific endeavors. “Science,” during the rise of Enlightenment culture, rebuffed the why question, banished it as a remnant of medieval darkness, because the why-ness of a certain scientific pursuit suggested that certain domains of knowledge were bad, off-limits, taboo. The whole cultural mindset of the Enlightenment was to jettison precisely such a suggestion. That cultural mindset produced a faith all its own, that all scientific pursuits, and by extension all human quests for knowledge, will in the end promote human flourishing. It has taken the devastation of our planet to reveal the folly of that faith, a blind-spot in the Western mind. It may turn out, as a sort of silver lining on a dark cloud, that the terrorism arising from Islamic jihadists may do something similar.

#### **Questioning the affirmatives ontology is a prior question to the advantages; the form of social relations their advocacy embodies rests on faulty epistemology and makes extinction inevitable---vote negative as a form of noncooperation with their political economy**

Willson 13 (Brain, is a Ph.D New College San Fransisco, Humanities, JD, American University, “Developing Nonviolent Bioregional Revolutionary Strategies,” http://www.brianwillson.com/developing-nonviolent-bioregional-revolutionary-strategies/)

I. Industrial civilization is on a collision course with life itself. Facilitating its collapse is a deserved and welcomed correction, long overdue. Collapse is inevitable whether we seek to facilitate it or not. Nonetheless, whatever we do, industrial civilization, based as it is on mining and burning finite and polluting fossil fuels, cannot last because it is destroying the ecosystem and the basis of local, cooperative life itself. It knows no limits in a physically finite world and thus is unsustainable. And the numbers of our human species on earth, which have proliferated from 1.6 billion in 1900 to 7 billion today, is the consequence of mindlessly eating oil – tractors, fertilizers, pesticides, herbicides – while destroying human culture in the process. Our food system itself is not sustainable. Dramatic die-off is part of the inevitable correction in the very near future, whether we like it or not. Human and political culture has become totally subservient to a near religion of economics and market forces. Technologies are never neutral, with some being seriously detrimental. Technologies come with an intrinsic character representing the purposes and values of the prevailing political economy that births it. The Industrialism process itself is traumatic. It is likely that only when we experience an apprenticeship in nature can we be trusted with machines, especially when they capital intensive & complicated. The nation-state, intertwined more than ever with corporate industrialism, will always come to its aid and rescue. Withdrawal of popular support enables new imagination and energy for re-creating local human food sufficient communities conforming with bioregional limits. II. The United States of America is irredeemable and unreformable, a Pretend Society. The USA as a nation state, as a recent culture, is irredeemable, unreformable, an anti-democratic, vertical, over-sized imperial unmanageable monster, sustained by the obedience and cooperation, even if reluctant, of the vast majority of its non-autonomous population. Virtually all of us are complicit in this imperial plunder even as many of us are increasingly repulsed by it and speak out against it. Lofty rhetoric has conditioned us to believe in our national exceptionalism, despite it being dramatically at odds with the empirically revealed pattern of our plundering cultural behavior totally dependent upon outsourcing the pain and suffering elsewhere. We cling to living a life based on the social myth of US America being committed to justice for all, even as we increasingly know this has always served as a cover for the social secret that the US is committed to prosperity for a minority thru expansion at ANY cost. Our Eurocentric origins have been built on an extraordinary and forceful but rationalized dispossession of hundreds of Indigenous nations (a genocide) assuring acquisition of free land, murdering millions with total impunity. This still unaddressed crime against humanity assured that our eyes themselves are the wool. Our addiction to the comfort and convenience brought to us by centuries of forceful theft of land, labor, and resources is very difficult to break, as with any addiction. However, our survival, and healing, requires a commitment to recovery of our humanity, ceasing our obedience to the national state. This is the (r)evolution begging us. Original wool is in our eyes: Eurocentric values were established with the invasion by Columbus: Cruelty never before seen, nor heard of, nor read of – Bartolome de las Casas describing the behavior of the Spaniards inflicted on the Indigenous of the West Indies in the 1500s. In fact the Indigenous had no vocabulary words to describe the behavior inflicted on them (A Short Account of the Destruction of the Indies, 1552). Eurocentric racism (hatred driven by fear) and arrogant religious ethnocentrism (self-righteous superiority) have never been honestly addressed or overcome. Thus, our foundational values and behaviors, if not radically transformed from arrogance to caring, will prove fatal to our modern species. Wool has remained uncleansed from our eyes: I personally discovered the continued vigorous U.S. application of the “Columbus Enterprise” in Viet Nam, discovering that Viet Nam was no aberration after learning of more than 500 previous US military interventions beginning in the late 1790s. Our business is killing, and business is good was a slogan painted on the front of a 9th Infantry Division helicopter in Viet Nam’s Mekong Delta in 1969. We, not the Indigenous, were and remain the savages. The US has been built on three genocides: violent and arrogant dispossession of hundreds of Indigenous nations in North America (Genocide #1), and in Africa (Genocide #2), stealing land and labor, respectively, with total impunity, murdering and maiming millions, amounting to genocide. It is morally unsustainable, now ecologically, politically, economically, and socially unsustainable as well. Further, in the 20th Century, the Republic of the US intervened several hundred times in well over a hundred nations stealing resources and labor, while imposing US-friendly markets, killing millions, impoverishing perhaps billions (Genocide #3). Since 1798, the US military forces have militarily intervened over 560 times in dozens of nations, nearly 400 of which have occurred since World War II. And since WWII, the US has bombed 28 countries, while covertly intervening thousands of times in the majority of nations on the earth. It is not helpful to continue believing in the social myth that the USA is a society committed to justice for all , in fact a convenient mask (since our origins) of our social secret being a society committed to prosperity for a few through expansion at ANY cost. (See William Appleman Williams). Always possessing oligarchic tendencies, it is now an outright corrupt corporatocracy owned lock stock and barrel by big money made obscenely rich from war making with our consent, even if reluctant. The Cold War and its nuclear and conventional arms race with the exaggerated “red menace”, was an insidious cover for a war preserving the Haves from the Have-Nots, in effect, ironically preserving a western, consumptive way of life that itself is killing us. Pretty amazing! Our way of life has produced so much carbon in the water, soil, and atmosphere, that it may in the end be equivalent to having caused nuclear winter. The war OF wholesale terror on retail terror has replaced the “red menace” as the rhetorical justification for the continued imperial plunder of the earth and the riches it brings to the military-industrial-intelligence-congressional-executive-information complex. Our cooperation with and addiction to the American Way Of Life provides the political energy that guarantees continuation of U.S. polices of imperial plunder. III. The American Way Of Life (AWOL), and the Western Way of Life in general, is the most dangerous force that exists on the earth. Our insatiable consumption patterns on a finite earth, enabled by but a one-century blip in burning energy efficient liquid fossil fuels, have made virtually all of us addicted to our way of life as we have been conditioned to be in denial about the egregious consequences outsourced outside our view or feeling fields. Of course, this trend began 2 centuries earlier with the advent of the industrial revolution. With 4.6% of the world’s population, we consume anywhere from 25% to nearly half the world’s resources. This kind of theft can only occur by force or its threat, justifying it with noble sounding rhetoric, over and over and over. Our insatiable individual and collective human demands for energy inputs originating from outside our bioregions, furnish the political-economic profit motives for the energy extractors, which in turn own the political process obsessed with preserving “national (in)security”, e.g., maintaining a very class-based life of affluence and comfort for a minority of the world’s people. This, in turn, requires a huge military to assure control of resources for our use, protecting corporate plunder, and to eliminate perceived threats from competing political agendas. The U.S. War department’s policy of “full spectrum dominance” is intended to control the world’s seas, airspaces, land bases, outer spaces, our “inner” mental spaces, and cyberspaces. Resources everywhere are constantly needed to supply our delusional modern life demands on a finite planet as the system seeks to dumb us down ever more. Thus, we are terribly complicit in the current severe dilemmas coming to a head due to (1) climate instability largely caused by mindless human activities; (2) from our dependence upon national currencies; and (3) dependence upon rapidly depleting finite resources. We have become addicts in a classical sense. Recovery requires a deep psychological, spiritual, and physical commitment to break our addiction to materialism, as we embark on a radical healing journey, individually and collectively, where less and local becomes a mantra, as does sharing and caring, I call it the Neolithic or Indigenous model. Sharing and caring replace individualism and competition. Therefore, A Radical Prescription Understanding these facts requires a radical paradigmatic shift in our thinking and behavior, equivalent to an evolutionary shift in our epistemology where our knowledge/thinking framework shifts: arrogant separateness from and domination over nature (ending a post-Ice Age 10,000 year cycle of thought structure among moderns) morphs to integration with nature, i.e., an eco-consciousness felt deeply in the viscera, more powerful than a cognitive idea. Thus, we re-discover ancient, archetypal Indigenous thought patterns. It requires creative disobedience to and strategic noncooperation with the prevailing political economy, while re-constructing locally reliant communities patterned on instructive models of historic Indigenous and Neolithic villages.

## Legal Regimes

### Defense

#### Low risk of cyberwar-too hard to take down multiple targets and keep them down. Only 3 percent of attacks are actually scary.

**Cavelty, Center for Security Studies, 2012**

(Myriam Dunn, “The Militarisation of Cyber Security as a Source of Global Tension”, 10-22, <http://isn.ch/Digital-Library/Articles/Special-Feature/Detail/?lng=en&id=153888&tabid=1453350669&contextid774=153888&contextid775=153903>, ldg)

However, in the entire history of computer networks, there are no examples of cyber attacks that resulted in actual physical violence against persons (nobody has ever died from a cyber incident), and only very few had a substantial effect on property (Stuxnet being the most prominent). So far, cyber attacks have not caused serious long-term disruptions. They are risks that can be dealt with by individual entities using standard information security measures, and their overall costs remain low in comparison to other risk categories such as financial risks. These facts tend to be almost completely disregarded in policy circles. There are several reasons why the threat is overrated. First, as combating cyber threats has become a highly politicised issue, official statements about the level of threat must also be seen in the context of competition for resources and influence between various bureaucratic entities. This is usually done by stating an urgent need for action and describing the overall threat as big and rising. Second, psychological research has shown that risk perception, including the perception of experts, is highly dependent on intuition and emotions. Cyber risks, especially in their more extreme form, fit the risk profile of so-called ‘dread risks’, which are perceived as catastrophic, fatal, un- known, and basically uncontrollable. There is a propensity to be disproportionally afraid of these risks despite their low probability, which translates into pressure for regulatory action of all sorts and the willingness to bear high costs of uncertain benefit Third, the media distorts the threat perception even further. There is no hard data for the assumption that the level of cyber risks is actually rising– beyond the perception of impact and fear. Some IT security companies have recently warned against over-emphasising sophisticated attacks just because we hear more about them. In 2010, only about 3 per cent of all incidents were considered so sophisticated that they were impossible to stop. The vast majority of attackers go after low-hanging fruit, which are small to medium sized enterprises with bad defences. These types of incidents tend to remain under the radar of the media and even law enforcement. Cyber war remains unlikely Since the potentially devastating effects of cyber attacks are so scary, the temptation is very high not only to think about worst-case scenarios, but also to give them a lot of (often too much) weight despite their very low probability. However, most experts agree that strategic cyber war remains highly unlikely in the foreseeable future, mainly due to the uncertain results such a war would bring, the lack of motivation on the part of the possible combatants, and their shared inability to defend against counterattacks. Indeed, it is hard to see how cyber attacks could ever become truly effective for military purposes: It is exceptionally difficult to take down multiple, specific targets and keep them down over time. The key difficulty is proper reconnaissance and targeting, as well as the need to deal with a variety of diverse systems and be ready for countermoves from your adversary. Furthermore, nobody can be truly interested in allowing the unfettered proliferation and use of cyber war tools, least of all the countries with the offensive lead in this domain. Quite to the contrary, strong arguments can be made that the world’s big powers have an overall strategic interest in developing and accepting internationally agreed norms on cyber war, and in creating agreements that might pertain to the development, distribution, and deployment of cyber weapons or to their use (though the effectiveness of such norms must remain doubtful). The most obvious reason is that the countries that are currently openly discussing the use of cyber war tools are precisely the ones that are the most vulnerable to cyber warfare attacks due to their high dependency on information infrastructure. The features of the emerging information environment make it extremely unlikely that any but the most limited and tactically oriented instances of computer attacks could be contained. More likely, computer attacks could ‘blow back’ through the interdependencies that are such an essential feature of the environment. Even relatively harmless viruses and worms would cause considerable random disruption to businesses, governments, and consumers. This risk would most likely weigh much heavier than the uncertain benefits to be gained from cyber war activities. Certainly, thinking about (and planning for) worst-case scenarios is a legitimate task of the national security apparatus. Also, it seems almost inevitable that until cyber war is proven to be ineffective or forbidden, states and non-state actors who have the ability to develop cyber weapons will try to do so, because they appear cost-effective, more stealthy, and less risky than other forms of armed conflict. However, cyber war should not receive too much attention at the expense of more plausible and possible cyber problems. Using too many resources for high- impact, low-probability events – and therefore having less resources for the low to middle impact and high probability events – does not make sense, neither politically, nor strategically and certainly not when applying a cost-benefit logic.

### Alt Causes – 1NC

#### The plan doesn’t change the fact that the US thinks it is in a global armed conflict with al qaeda-that’s the only thing that can satisfy Europe-courts will force their hand

**Parker, former British Security Service officer, 2012**

(Tom, “U.S. Tactics Threaten NATO”, 9-17, <http://nationalinterest.org/commentary/us-tactics-threaten-nato-7461?page=1>, ldg)

A growing chasm in operational practice is opening up between the United States and its allies in NATO. This rift is putting the Atlantic alliance at risk. Yet no one in Washington seems to be paying attention. The escalating use of unmanned aerial vehicles to strike terrorist suspects in an increasing number of operational environments from the Arabian Peninsula to Southeast Asia, coupled with the continued use of military commissions and indefinite detention, is driving a wedge between the United States and its allies. Attitudes across the Atlantic are hardening fast. This isn’t knee-jerk, man-on-the-street anti-Americanism. European governments that have tried to turn a blind eye to U.S. counterterrorism practices over the past decade are now forced to pay attention by their own courts, which will restrict cooperation in the future. As recently as last month, the German federal prosecutor’s office opened a probe into the October 2010 killing of a German national identified only as “Buenyamin E.” in a U.S. drone strike in Pakistan. There are at least four other similar cases involving German nationals and several reported strikes involving legal residents of the United Kingdom. In March, Polish prosecutors charged the former head of Polish intelligence, Zbigniew Siemiatkowski, with “unlawfully depriving prisoners of the their liberty” because of the alleged role he played in helping to establish a CIA secret prison in northeastern Poland in 2002–2003. Last December, British Special Forces ran afoul of the UK courts for informally transferring two Al Qaeda suspects detained in Iraq, Yunus Rahmatullah and Amanatullah Ali, to U.S. forces. The British government has been instructed to recover the men from U.S. custody or face legal sanctions that could result in two senior ministers being sent to prison. Perhaps the most dramatic example illustrating the gap that has opened up between the United States and its European allies concerns the 2009 in absentia conviction of twenty-three U.S. agents in an Italian court for the role they played in the extraordinary rendition of radical Imam Hassan Mustafa Osama Nasr from Milan to Cairo. Britain, Poland, Italy and Germany are among America’s closest military partners. Troops from all four countries are currently serving alongside U.S. forces in Afghanistan, but they are now operating within a very different set of constraints than their U.S. counterparts. The European Court of Human Rights established its jurisdiction over stabilization operations in Iraq, and by implication its writ extends to Afghanistan as well. The British government has lost a series of cases before the court relating to its operations in southern Iraq. This means that concepts such as the right to life, protection from arbitrary punishment, remedy and due process apply in areas under the effective control of European forces. Furthermore, the possibility that intelligence provided by any of America’s European allies could be used to target a terrorism suspect in Somalia or the Philippines for a lethal drone strike now raises serious criminal liability issues for the Europeans. The United States conducts such operations under the legal theory that it is in an international armed conflict with Al Qaeda and its affiliates that can be pursued anywhere on the globe where armed force may be required. But not one other member of NATO shares this legal analysis, which flies in the face of established international legal norms. The United States may have taken issue with the traditional idea that wars are fought between states and not between states and criminal gangs, but its allies have not. The heads of Britain’s foreign and domestic intelligence services have been surprisingly open about the “inhibitions” that this growing divergence has caused the transatlantic special relationship, telling Parliament that it has become an obstacle to intelligence sharing. European attitudes are not going to change—the European Court of Human Rights is now deeply embedded in European life, and individual European governments cannot escape its oversight no matter how well disposed they are to assist the United States. The United States has bet heavily on the efficacy of a new array of counterterrorism powers as the answer to Al Qaeda. In doing so it has evolved a concept of operations that has much more in common with the approach to terrorist threats taken by Israel and Russia than by its European partners. There has been little consideration of the wider strategic cost of these tactics, even as the Obama administration doubles down and extends their use. Meanwhile, some of America’s oldest and closest allies are beginning to place more and more constraints on working with U.S. forces. NATO cannot conduct military operations under two competing legal regimes for long. Something has to give—and it may just be the Atlantic alliance.

### Circumvention – 1NC

#### Plan incentivizes the US to create hostilities so they can blow people up-takes out solvency.

**Daskal, Georgetown Center on National Security and the Law adjunct professor, 2013**

(Jennifer, “The Geography of the Battlefield: A Framework for Detention and Targeting Outside the 'Hot' Conflict Zone”, <http://digitalcommons.wcl.american.edu/cgi/viewcontent.cgi?article=1252&context=facsch_lawrev>, ldg)

Consistent with treaty and case law, overt and sustained fighting are key factors in identifying a zone of active hostilities. Specifically, the fighting must be of sufficient duration and intensity to create the exigent circumstances that justify application of extraordinary war authorities, to put civilians on notice, and to justify permissive evidentiary presumptions regarding the identification of the enemy.133 The presence of troops on the ground is a significant factor, although neither necessary nor sufficient to constitute a zone of active hostilities. Action by the Security Council or regional security bodies such as NATO, as well as the belligerent parties’ express recognition of the existence of a hot conflict zone, are also relevant. Linking the zone of active hostilities primarily to the duration and intensity of the fighting and to states’ own proclamations suffers, however, from an inherent circularity. A state can itself create a zone of active hostilities by ratcheting up violence or issuing a declaration of intent, thereby making previously unlawful actions lawful.134 It is impossible to fully address this concern. The problem can, however, be significantly reduced by insisting on strict compliance with the law-ofwar principles of distinction and proportionality and by vigorously punishing states for acts of aggression.135 There will, of course, be disagreement as to whether a state’s escalation of a certain conflict constitutes aggression, particularly given underlying disagreements about who qualifies as a lawful target. The zone approach is helpful in this regard as well: it narrows the range of disagreement by demanding heightened substantive standards as to who qualifies as a legitimate target outside the zones of active hostilities. Under the zone approach, the escalation of force must be aimed at a narrower set of possible military targets until the increased use of force is sufficiently intense and pervasive enough to create a new zone of active hostilities.

#### The United States won’t be modeled – plan can’t create norms

Amitai Etzioni 13, professor of international relations at George Washington University, March/April 2013, “The Great Drone Debate,” Military Review, <http://usacac.army.mil/CAC2/MilitaryReview/Archives/English/MilitaryReview_20130430_art004.pdf>

Other critics contend that by the United States using drones, it leads other countries into making and using them. For example, Medea Benjamin, the cofounder of the anti-war activist group CODEPINK and author of a book about drones argues that, “The proliferation of drones should evoke reﬂection on the precedent that the United States is setting by killing anyone it wants, anywhere it wants, on the basis of secret information. Other nations and non-state entities are watching—and are bound to start acting in a similar fashion.”60 Indeed scores of countries are now manufacturing or purchasing drones. There can be little doubt that the fact that drones have served the United States well has helped to popularize them. However, it does not follow that United States should not have employed drones in the hope that such a show of restraint would deter others. First of all, this would have meant that either the United States would have had to allow terrorists in hardto-reach places, say North Waziristan, to either roam and rest freely—or it would have had to use bombs that would have caused much greater collateral damage.

#### Norms fail---countries will follow our bad examples

Lerner 13 (Ben, is Vice President for Government Relations at the Center for Security Policy in Washington, D.C. “Judging ‘Drones’ From Afar,” http://spectator.org/archives/2013/03/25/judging-drones-from-afar/1

Whatever the potential motivations for trying to codify international rules for using UAVs, such a move would be ill advised. While in theory, every nation that signs onto a treaty governing UAVs will be bound by its requirements, it is unlikely to play out this way in practice. It strains credulity to assume that China, Russia, Iran, and other non-democratic actors will not selectively apply (at best) such rules to themselves while using them as a cudgel with which to bash their rivals and score political points. The United States and its democratic allies, meanwhile, are more likely to adhere to the commitments for which they signed up. The net result: we are boxed in as far as our own self-defense, while other nations with less regard for the rule of law go use their UAVs to take out whomever, whenever, contorting said “rules” as they see fit. One need only look at China’s manipulation of the Law of the Sea Treaty to justify its vast territorial claims at the expense of its neighbors to see how this often plays out. And who would enforce the treaty’s rules — a third party tribunal? Would it be an apparatus of the United Nations, the same U.N. that assures us that it is not coming after the United States or its allies specifically, even as its investigation takes on as its “immediate focus” UAV operations recently conducted by those countries? The United States already conducts warfare under the norms of centuries of practice of customary international law in areas such as military necessity and proportionality, as well as the norms to which we committed ourselves when we became party to the 1949 Geneva Conventions and the United Nations Charter. These same rules can adequately cover the use of UAVs in the international context. But if the United States were to create or agree to a separate international regime for UAVs, we would subject ourselves to new, politicized “rules” that would needlessly hold back countries that already use UAVs responsibly, while empowering those that do not.

## Drones

### Defense

#### No nuclear terrorism-even attempts under optimal conditions have failed.

**Bergen, New York University’s Center on Law and Security fellow, 2010**

(Peter, “Reevaluating Al-Qa`ida’s Weapons of Mass Destruction Capabilities,” CTC Sentinel, September, http://www.isn.ethz.ch/isn/Digital-Library/Publications/Detail/?ots591=0c54e3b3-1e9c-be1e-2c24-a6a8c7060233&lng=en&id=122242, ldg)

Bin Ladin’s and al-Zawahiri’s portrayal of al-Qa`ida’s nuclear and chemical weapons capabilities in their post-9/11 statements to Hamid Mir was not based in any reality, and it was instead meant to serve as psychological warfare against the West. There is no evidence that al-Qa`ida’s quest for nuclear weapons ever went beyond the talking stage. Moreover, al-Zawahiri’s comment about “missing” Russian nuclear suitcase bombs floating around for sale on the black market is a Hollywood construct that is greeted with great skepticism by nuclear proliferation experts. This article reviews al-Qa`ida’s WMD efforts, and then explains why it is unlikely the group will ever acquire a nuclear weapon. Al-Qa`ida’s WMD Efforts In 2002, former UN weapons inspector David Albright examined all the available evidence about al-Qa`ida’s nuclear weapons research program and concluded that it was virtually impossible for al-Qa`ida to have acquired any type of nuclear weapon.8 U.S. government analysts reached the same conclusion in 2002.9 There is evidence, however, that al-Qa`ida experimented with crude chemical weapons, explored the use of biological weapons such as botulinum, salmonella and anthrax, and also made multiple attempts to acquire radioactive materials suitable for a dirty bomb.10 After the group moved from Sudan to Afghanistan in 1996, al-Qa`ida members escalated their chemical and biological weapons program, innocuously code-naming it the “Yogurt Project,” but only earmarking a meager $2,000-4,000 for its budget.11 An al-Qa`ida videotape from this period, for example, shows a small white dog tied up inside a glass cage as a milky gas slowly filters in. An Arabic-speaking man with an Egyptian accent says: “Start counting the time.” Nervous, the dog barks and then moans. After struggling and flailing for a few minutes, it succumbs to the poisonous gas and stops moving. This experiment almost certainly occurred at the Darunta training camp near the eastern Afghan city of Jalalabad, conducted by the Egyptian Abu Khabab.12 Not only has al-Qa`ida’s research into WMD been strictly an amateur affair, but plots to use these types of weapons have been ineffective. One example is the 2003 “ricin” case in the United Kingdom. It was widely advertised as a serious WMD plot, yet the subsequent investigation showed otherwise. The case appeared in the months before the U.S.-led invasion of Iraq, when media in the United States and the United Kingdom were awash in stories about a group of men arrested in London who possessed highly toxic ricin to be used in future terrorist attacks. Two years later, however, at the trial of the men accused of the ricin plot, a government scientist testified that the men never had ricin in their possession, a charge that had been first triggered by a false positive on a test. The men were cleared of the poison conspiracy except for an Algerian named Kamal Bourgass, who was convicted of conspiring to commit a public nuisance by using poisons or explosives.13 It is still not clear whether al-Qa`ida had any connection to the plot.14 In fact, the only post-9/11 cases where al-Qa`ida or any of its affiliates actually used a type of WMD was in Iraq, where al-Qa`ida’s Iraqi affiliate, al-Qa`ida in Iraq (AQI), laced more than a dozen of its bombs with the chemical chlorine in 2007. Those attacks sickened hundreds of Iraqis, but the victims who died in these assaults did so largely from the blast of the bombs, not because of inhaling chlorine. AQI stopped using chlorine in its bombs in Iraq in mid-2007, partly because the insurgents never understood how to make the chlorine attacks especially deadly and also because the Central Intelligence Agency and U.S. military hunted down the bomb makers responsible for the campaign, while simultaneously clamping down on the availability of chlorine.15 Indeed, a survey of the 172 individuals indicted or convicted in Islamist terrorism cases in the United States since 9/11 compiled by the Maxwell School at Syracuse University and the New America Foundation found that none of the cases involved the use of WMD of any kind. In the one case where a radiological plot was initially alleged—that of the Hispanic-American al-Qa`ida recruit Jose Padilla—that allegation was dropped when the case went to trial.16 Unlikely Al-Qa`ida Will Acquire a Nuclear Weapon Despite the difficulties associated with terrorist groups acquiring or deploying WMD and al-Qa`ida’s poor record in the matter, there was a great deal of hysterical discussion about this issue after 9/11. Clouding the discussion was the semantic problem of the ominous term “weapons of mass destruction,” which is really a misnomer as it suggests that chemical, biological, and nuclear devices are all equally lethal. In fact, there is only one realistic weapon of mass destruction that can kill tens or hundreds of thousands of people in a single attack: a nuclear bomb.17 The congressionally authorized Commission on the Prevention of Weapons of Mass Destruction Proliferation and Terrorism issued a report in 2008 that typified the muddled thinking about WMD when it concluded: “It is more likely than not that a weapon of mass destruction will be used in a terrorist attack somewhere in the world by the end of 2013.”18 The report’s conclusion that WMD terrorism was likely to happen somewhere in the world in the next five years was simultaneously true but also somewhat trivial because terrorist groups and cults have already engaged in crude chemical and biological weapons attacks.19 Yet **the prospects of** al-Qa`ida or indeed **any** other **group having access to** a true WMD—**a nuclear device**—**is near zero** for the foreseeable future. If any organization should have developed a serious WMD capability it was the bizarre Japanese terrorist cult Aum Shinrikyo, which not only recruited 300 scientists—including chemists and molecular biologists—but also had hundreds of millions of dollars at its disposal.20 Aum embarked on a large-scale WMD research program in the early 1990s because members of the cult believed that Armageddon was fast-approaching and that they would need powerful weapons to survive. Aum acolytes experimented with anthrax and botulinum toxin and even hoped to mine uranium in Australia. Aum researchers also hacked into classified networks to find information about nuclear facilities in Russia, South Korea and Taiwan.21 Sensing an opportunity following the collapse of the Soviet Union, Aum recruited thousands of followers in Russia and sent multiple delegations to meet with leading Russian politicians and scientists in the early 1990s. The cult even tried to recruit staff from inside the Kurchatov Institute, a leading nuclear research center in Moscow. One of Aum’s leaders, Hayakawa Kiyohide, made eight trips to Russia in 1994, and in his diary he made a notation that Aum was willing to pay up to $15 million for a nuclear device.22 Despite its open checkbook, Aum was never able to acquire nuclear material or technology from Russia even in the chaotic circumstances following the implosion of the communist regime.23 In the end, Aum abandoned its investigations of nuclear and biological weapons after finding them too difficult to acquire and settled instead on a chemical weapons operation, which climaxed in the group releasing sarin gas in the Tokyo subway in 1995. It is hard to imagine an environment better suited to killing large numbers of people than the Tokyo subway, yet only a dozen died in the attack.24 Although Aum’s WMD program was much further advanced than anything al-Qa`ida developed, even they could not acquire a true WMD. It is also worth recalling that Iran, which has had an **aggressive and well-funded nuclear program for almost two decades**, is still some way from developing a functioning nuclear bomb. Terrorist groups simply do not have the resources of states. Even with access to nuclear technology, it is next to impossible for terrorist groups to acquire sufficient amounts of highly enriched uranium (HEU) to make a nuclear bomb. The total of all the known thefts of HEU around the world tracked by the International Atomic Energy Agency between 1993 and 2006 was just less than eight kilograms, well short of the 25 kilograms needed for the simplest bomb;25 moreover, none of the HEU thieves during this period were linked to al-Qa`ida. Therefore, even building, let alone detonating, the simple, gun-type nuclear device of the kind that was dropped on Hiroshima during World War II would be extraordinarily difficult for a terrorist group because of the problem of accumulating sufficient quantities of HEU. Building a radiological device, or “dirty bomb,” is far more plausible for a terrorist group because acquiring radioactive materials suitable for such a weapon is not as difficult, while the construction of such a device is orders of magnitude less complex than building a nuclear bomb. Detonating a radiological device, however, would likely result in a relatively small number of casualties and should not be considered a true WMD.

#### No Russia war-no motive or capability

**Betts, Columbia war and peace studies professor, 2013**

(Richard, “The Lost Logic of Deterrence”, Foreign Affairs, March/April, ebsco, ldg)

These continuities with the Cold War would make sense only between intense adversaries. Washington and Moscow remain in an adversarial relationship, but not an intense one. If the Cold War is really over, and the West really won, then continuing implicit deterrence does less to protect against a negligible threat from Russia than to feed suspicions that aggravate political friction. In contrast to during the Cold War, it is now hard to make the case that Russia is morea threat to NATO than the reverse. First, the East-West balance of military capabilities, which at the height of the Cold War was favorable to the Warsaw Pact or at best even, has not only shifted to NATO's advantage; it has become utterly lopsided. Russia is now a lonely fraction of what the old Warsaw Pact was. It not only lost its old eastern European allies; those allies are now arrayed on the other side, as members of NATO. By every significant measure of power -- military spending, men under arms, population, economic strength, control of territory -- NATO enjoys massive advantages over Russia. The only capability that keeps Russia militarily potent is its nuclear arsenal. There is no plausible way, however, that Moscow's nuclear weapons could be used for aggression, except as a backstop for a conventional offensive -- for which NATO's capabilities are now far greater. Russia's intentions constitute no more of a threat than its capabilities. Although Moscow's ruling elites push distasteful policies, there is no plausible way they could think a military attack on the West would serve their interests. During the twentieth century, there were intense territorial conflicts between the two sides and a titanic struggle between them over whose ideology would dominate the world. Vladimir Putin's Russia is authoritarian, but unlike the Soviet Union, it is not the vanguard of a globe-spanning revolutionary ideal.

#### No U.S.-Russia war – conflicting interests aren’t sufficient and economic integration checks

Weitz, Hudson Institute Senior Fellow, 2011

(Richard, World Politics Review Senior Editor, September 27, “Global Insights: Putin not a Game-Changer for U.S.-Russia Ties,” <http://www.scribd.com/doc/66579517/Global-Insights-Putin-not-a-Game-Changer-for-U-S-Russia-Ties>, d/a 2-8-13, ads)

Fifth, there will inevitably be areas of conflict between Russia and the United States regardless of who is in the Kremlin. Putin and his entourage can never be happy with having NATO be Europe's most powerful security institution, since Moscow is not a member and cannot become one. Similarly,the Russians will always object to NATO's missile defense efforts since they can neither match them nor join them in any meaningful way. In the case of Iran, Russian officials genuinely perceive less of a threat from Tehran than do most Americans, and Russia has more to lose from a cessation of economic ties with Iran -- as well as from an Iranian-Western reconciliation. On the other hand, these conflicts can be managed, since they willlikely remain limited and compartmentalized. Russia and the West do not have fundamentally conflicting vital interestsof the kind countries would go to war over. And as the Cold War demonstrated, nuclear weapons are a great pacifier under such conditions. Another novel development is that Russia is much more integrated into the international economy and global society than the Soviet Union was, and Putin's popularity depends heavily on his economic track record. Beyond that, there are objective criteria, such as the smaller size of the Russian population and economy as well as the difficulty of controllingmodern means of social communication, that will constrain whoever is in charge of Russia.

# 2NC

## Counterplan

### 2NC Conditionality

---Real World-Policy makers do consider multiple options at once. Their argument guts one of the core elements of policy discussion.

---Best policy justifies-Multiple options make it more likeley that the best policy will be found. The role of the judge is to endorse the best policy at the end of the round. If a conditional counterplan has been proven to be the best policy, it’s perverse not to allow it to be endorsed.

---Education-Argument breadth has benefits. If depth were the only value, teams wouldn’t be allowed to debate more than one advantage or disadvanatge per round. Exploring the range of issues on a subject is also intellectualy important.

#### ---Time limits aren’t an answer

A. Time is finite in debate. Running one argument inherently trades off with another.

B. Other arguments make this non-unique. Multipe topicality arguments, two card disads, or kritiks equally distort time.

C. Creating time pressure and making time based decisions is an inherent part of debate strategy. It’s an acceptable part of all other debate arguments.

---Counterplans don’t introduce unique complexity into the round. The counterplan may just be a minor alteration of the plan. Disadvantage s also raise multiple issues.

---Permutations justify-Retaining the status quo as an option is reciprocal to the affirmative’s ability to advocate the plan or permutation.

---Conditionality is reciprocal to the affirmative’s ability to select a case. Since the affirmative selects the ground for the debate they enjoy a huge preparation advantage. Allowing hypothetical negative arguments helps to defeat this edge.

---Advocacy concerns aren’t decisive.

A. In the real world, policies are attacked from avariety of perspectives. In debate there is only one negative team, so to encompass the true range of potential counter-affirmative advocacy, multiple positions must be allowed.

B. Most debate practice isn’t consistent with the advocacy paradigm. Strategic concessions by the affirmative and permutations allow the affirmative to advocate multiple positions.

---Not a voting issue. Emphasis on punishment incentivizes a race to bottom discouraging substsantive debates.

### Do both links

#### Only Congressional moves to reclaim war power authority triggers the DA

**Howell, Chicago American politics professor, 9-3-13**

(William, “All Syria Policy Is Local”, [www.foreignpolicy.com/articles/2013/09/03/all\_syria\_policy\_is\_local\_obama\_congress?page=full](http://www.foreignpolicy.com/articles/2013/09/03/all_syria_policy_is_local_obama_congress?page=full), ldg)

From a political standpoint, seeking congressional approval for a limited military strike against the Syrian regime, as President Barack Obama on Saturday announced he would do, made lots of sense. And let's be clear, this call has everything to do with political considerations, and close to nothing to do with a newfound commitment to constitutional fidelity. The first reason is eminently local. Obama has proved perfectly willing to exercise military force without an express authorization, as he did in Libya -just as he has expanded and drawn down military forces in Afghanistan, withdrawn from Iraq, significantly expanded the use of drone strikes, and waged a largely clandestine war on terrorism with little congressional involvement. The totality of Obama's record, which future presidents may selectively cite as precedent, hardly aligns with a plain reading of the war powers described in the first two articles of the constitution. Obama isn't new in this regard. Not since World War II has Congress declared a formal war. And since at least the Korean War, which President Harry Truman conveniently called a "police action," commanders-in-chief have waged all sorts of wars -small and large -without Congress's prior approval. Contemporary debates about Congress's constitutional obligations on matters involving war have lost a good deal of their luster. Constitutional law professors continue to rail against the gross imbalances of power that characterize our politics, and members of whichever party happens to be in opposition can be counted on to decry the abuses of war powers propagated by the president. But these criticisms -no matter their interpretative validity -rarely gain serious political traction. Too often they appear as arguments of convenience, duly cited in the lead-up to war, but serving primarily as footnotes rather than banner headlines in the larger case against military action. Obama's recent decision to seek congressional approval is not going to upend a half-century of practice that has shifted the grounds of military decision-making decisively in the president's favor, any more than it is going to imbue the ample war powers outlined in Article I with newfound relevance and meaning. For that to happen, Congress itself must claim for itself its constitutional powers regarding war. Obama did not seek Congress's approval because on that Friday stroll on the White House lawn he suddenly remembered his Con Law teaching notes from his University of Chicago days. He did so for political reasons. Or more exactly, he did so to force members of Congress to go on the record today in order to mute their criticisms tomorrow. And let's be clear, Congress -for all its dysfunction and gridlock -still has the capacity to kick up a good dust storm over the human and financial costs of military operations. Constitutional musings from Capitol Hill -of the sort a handful of Democrats and Republicans engaged in this past week -rarely back the president into a political corner. The mere prospect of members of Congress casting a bright light on the human tolls of war, however, will catch any president's attention. Through hearings, public speeches, investigations, and floor debates, members of Congress can fix the media's attention -and with it, the public's -on the costs of war, which can have political repercussions both at home and abroad. Think, then, about the stated reasons for some kind of military action in Syria. No one is under the illusion that a short, targeted strike is going to overturn the Assad regime and promptly restore some semblance of peace in the region. In the short term, the strike might actually exacerbate and prolong the conflict, making the eventual outcome even more uncertain. And even the best-planned, most-considered military action won't go exactly according to plan. Mishaps can occur, innocent lives may be lost, terrorists may be emboldened, and anti-American protests in the region will likely flare even hotter than they currently are. The core argument for a military strike, however, centers on the importance of strengthening international norms and laws on chemical and biological weapons, with the hope of deterring their future deployment. The Assad regime must be punished for having used chemical weapons, the argument goes, lest the next autocrat in power considering a similar course of action think he can do so with impunity. But herein lies the quandary. The most significant reasons for military action are abstract, largely hidden, and temporally distant. The potential downsides, though, are tangible, visible, and immediate. And in a domestic political world driven by visual imagery and the shortest of time horizons, it is reckless to pursue this sort of military action without some kind of political cover. Were Obama to proceed without congressional authorization, he would invite House Republicans to make all sorts of hay about his misguided, reckless foreign policy. But by putting the issue before Congress, these same Republicans either must explain why the use of chemical weapons against one's people does not warrant some kind of military intervention; or they must concede that some form of exacting punishment is needed. Both options present many of the same risks for members of Congress as they do for the president. But crucially, if they come around to supporting some form of military action -and they just might -members of Congress will have an awfully difficult time criticizing the president for the fallout. Will the decision on Saturday hamstring the president in the final few years of his term? I doubt it. Having gone to Congress on this crisis, must he do so on every future one? No. Consistency is hardly the hallmark of modern presidents in any policy domain, and certainly not military affairs. Sometimes presidents seek Congress's approval for military action, other times they request support for a military action that is already up and running, and occasionally they reject the need for any congressional consent at all. And for good or ill, it is virtually impossible to discern any clear principle that justifies their choices. The particulars of every specific crisis -its urgency, perceived threat to national interests, connection to related foreign policy developments, and what not -can be expected to furnish the president with ample justification for pursuing whichever route he would like. Like jurists who find in the facts of a particular dispute all the reasons they need for ignoring inconvenient prior case law, presidents can characterize contemporary military challenges in ways that render past ones largely irrelevant. Partisans and political commentators will point out the inconsistencies, but their objections are likely to be drowned out in rush to war. Obama's decision does not usher in a new era of presidential power, nor does it permanently remake the way we as a nation go to war. It reflects a temporary political calculation -and in my view, the right one -of a president in a particularly tough spot. Faced with a larger war he doesn't want, an immediate crisis with few good options, and yet a moral responsibility to act, he is justifiably expanding the circle of decision-makers. But don't count on it to remain open for especially long.

### Perm

#### ---Congress enacts “statutory restrictions” the court imposes “judicial restrictions”

Peterson 91 (Todd D. Peterson, Associate Professor of Law, The George Washington University, National Law Center; B.A. 1973, Brown University; J.D. 1976, University of Michigan, Book Review: The Law And Politics Of Shared National Security Power -- A Review Of The National Security Constitution: Sharing Power After The Iran-Contra Affair by Harold Hongju Koh, New Haven, Conn.: Yale University Press. 1990. Pp. x, 330, March, 1991 59 Geo. Wash. L. Rev. 747)

Based on both case law and custom, it is hard to argue that Congress does not have substantial power to control the President's authority, even in the area of national security law. From the time of Little v. Barreme, n77 the Supreme Court has recognized Congress's power to regulate, through legislation, national security and foreign affairs. No Supreme Court case has struck down or limited Congress's ability to limit the President's national security power by passing a statute. n78 Although there may be some areas where the Court might not permit statutory regulation to interfere with the President's national security powers, these are relatively insignificant when compared to the broad authority granted to Congress by express provisions of the Constitution and the decisions of the Supreme Court. n79

Even in cases in which the Court has given the President a wide berth because of national security concerns, the Court has noted the absence of express statutory limitations. For example, in Department of the Navy v. Egan, n80 the Court refused to review the denial of a security clearance, but it concluded that "unless Congress specifically has provided otherwise, courts traditionally have been reluctant to intrude upon the authority of the Executive in military and national security [\*762] affairs." n81 In other cases, of course, such as Youngstown, n82 the Supreme Court has clearly stated that Congress may restrict the President's authority to act in matters related to national security.

Not even Koh's bete noire, the Curtiss-Wright case, n83 could reasonably be interpreted as a significant restriction on Congress's authority to limit the President's authority by statute. First, as Koh himself forcefully demonstrates, Curtiss-Wright involved the issue whether the President could act pursuant to a congressional delegation of authority that under the case law existing at the time of the decision might have been deemed excessively broad. n84 Thus, the question presented in Curtiss-Wright was the extent to which Congress could increase the President's authority, not decrease it. At most, the broad dicta of Curtiss-Wright could be used to restrict the scope of mandatory power sharing on the ground that the President's inherent power in the area of international relations "does not require as a basis for its exercise an act of Congress." n85

Even the dicta of Curtiss-Wright, however, give little support to those who would restrict permissive power sharing on the ground that Congress may not impose statutory restrictions on the President in the area of national security and foreign affairs. Justice Sutherland's claims with respect to exclusive presidential authority are comparatively modest when compared with his sweeping statements about the President's ability to act in the absence of any congressional prohibition. n86 He asserts that the President alone may speak for the United States, that the President alone negotiates treaties and that "[i]nto the field of negotiation the Senate cannot intrude; and Congress itself is powerless to invade it." n87 It is in this context of the President's power to be the communicator for the nation that Justice Sutherland cites John Marshall's famous statement that the President is the "sole organ of the nation" in relations with other nations. n88 This area of exclusive authority in which even permissive sharing is inappropriate is limited indeed. When he writes of the [\*763] need to "accord to the President a degree of discretion and freedom from statutory restriction which would not be admissible were domestic affairs alone involved," n89 Justice Sutherland refers to the permissibility of a broad delegation, not the constitutional impermissibility of a statutory restriction. Indeed, the Court specifically recognized that Congress could withdraw the authority of the President to act and prohibit him from taking the actions that were the subject of the case. n90

To be fair to Koh, he would not necessarily disagree with this reading of Curtiss-Wright; he clearly believes that Congress does have the authority to restrict the President's national security power. Nevertheless, Koh's emphasis on Curtiss-Wright still gives the case too much import. Oliver North's protestations to the contrary notwithstanding, there is no Supreme Court authority, including the dicta in Curtiss-Wright, that significantly restricts the power of Congress to participate by statutory edict in the national security area. Thus, contrary to Koh's model, Curtiss-Wright and Youngstown do not stand as polar extremes on a similar question of constitutional law. To be sure, they differ significantly in tone and in the attitude they take to presidential power, but the cases simply do not address the same issue. Therefore, it does Koh's own thesis a disservice to suggest that the cases represent different views on the scope of permissive power sharing. There simply is no Supreme Court precedent that substantially restricts Congress's authority to act if it can summon the political will.

The absence of judicial restrictions on permissive power sharing is particularly important because it means that the question of statutory restrictions on the President's national security powers should for the most part be a political one, not a constitutional one. Congress has broad power to act, and the Court has not restrained it from doing so. n91 The problem is that Congress has refused to take effective action.

#### ---And, violates authority which explicitly requires one branch acting upon another

Google Dictionary

<https://www.google.com/search?q=define+authoeiry&oq=define+authoeiry&aqs=chrome.0.69i57j0j69i60l2j0l2.3485j0&sourceid=chrome&ie=UTF-8#sa=X&q=authority&tbs=dfn:1&tbo=u&ei=OqXqUfzgO-WSyAGNg4HIBg&ved=0CCwQkQ4&bav=on.2,or.r_cp.r_qf.&bvm=bv.49478099%2Cd.aWc%2Cpv.xjs.s.en_US.c75bKy5EQ0A.O&fp=963b67ef37c3a9d&biw=1168&bih=715>

au·thor·i·ty

noun /əˈTHôritē/  /ôˈTHär-/

authorities, plural

The power or right to give orders, make decisions, and enforce obedience

- he had absolute authority over his subordinates

- positions of authority

- they acted under the authority of the UN Security Council

- a rebellion against those in authority

The right to act in a specified way, delegated from one person or organization to another

- military forces have the legal authority to arrest drug traffickers

Official permission; sanction

- the money was spent without congressional authority

A person or organization having power or control in a particular, typically political or administrative, sphere

- the health authorities

- the Chicago Transit Authority

- the authorities ordered all foreign embassies to close

- she wasn't used to dealing with authority

### CP Illegitimate (Agent CPs/Object Fiat)

#### Object fiat ---

#### ---The Executive Counterplan is good

#### A. Negative Ground-Executive fiat is a key check on affirmative explosion. Their interpretation encourages the Ban X Weapon or intervention that would unlimit the topic.

#### B. Topic Focus-the executive counterplan encourages substantive debate about the scope of the powers of the different branches in foreign policy. The affirmative can still make principled arguments that Congress, not the President, should play the leading role in foreign policy. The counterplan focuses attention on core separation of powers issues and this may be more important ultimately than policy particulars. This is especially true given that this is a legal topic.

#### C. Test Authority which is the core resolutional question-affirmative advantages should be based on the restriction of authority, not the existence of bad policy.

#### D. Optimal Policy-The purpose of policy debate is to find the best policy. The affirmative has unlimited time to devise the best plan it can. If it’s proven not to be the best, it should be rejected.

#### E. Literature makes the counterplan germane and predictable-The Executive order counterplan is key to topic education

Rudalevige ‘12

[Rudalevige, A. (March 2012). The contemporary presidency: executive orders and presidential unilateralism.  Presidential Studies Quarterly, 42, 1. p.138(23). ETB]

In the last decade or so, students of the American presidency have renewed their interest in the formal authorities and unilateral possibilities of presidential power, driven both by methodological logic and by events. On the theoretic side, scholars working within the broad framework of the "new institutionalism," especially its rational choice variant, have made a case that the formal, legal, and organizational aspects of the presidency--and the incentives and constraints for presidential behavior these implied--had been too long neglected in favor of impressionistic accounts of the "personal presidency." A focus on the formal powers that underlay the presidential office, and the way these could be used to enhance an incumbent's influence, was needed to fill that gap (e.g., Howell 2003; Kelley 2007; Moe 1985, 1993; Moe and Howell 1999). After all, as Kenneth Mayer argued (2001, 11), "in most cases, presidents retain a broad capacity to take significant action on their own, action that is meaningful both in substantive policy terms and in the sense of protecting and furthering the president's political and strategic interests."¶ The assertive--even "imperial"--stance taken by recent presidents provided empirical grist for this mill. President George W. Bush was particularly notable in acting aggressively to expand his office's powers vis-a-vis other political actors (Cooper 2002; Goldsmith 2007; Rudalevige 2005, 2010; Savage 2007). Redressing the perceived constriction of the presidential office after the Watergate/Vietnam years provided a new rationale for unilateral command--even before the terrorist attacks of September 11, 2001. Barack Obama, while disavowing some of his predecessor's rationales, has acted in a similar manner in a number of areas. The assassination of American citizens acting with al-Qaeda in Yemen; the evasion of the War Powers Resolution in Libya; the use of the state secrets act in fending off judicial inquiry--all these suggest a continuing approach to presidential authority that overrides shifts in the incumbent's personality.¶ From either direction, the upshot has been important recent work on a presidential administrative toolkit that includes appointments (Lewis 2008), signing statements (Evans 2011; Kelley and Marshall 2010; Korzi 2011), executive agreements (Krutz and Peake 2009), proclamations (Rottinghaus and Bailey 2010; Rottinghaus and Maier 2007), rulemaking and guidance (Graham 2010; Kerwin and Furlong 2010), and especially executive orders (Gibson 2009; Howell 2003; Mayer 1999, 2001; Rodrigues 2007; Warber 2006; Wigton 1996). Indeed, at this point it is safe to say that a standard textbook in the field could not--as it did even after Watergate--exclude "executive orders" and "signing statements" from the index (Koenig 1975). The study of the contemporary presidency thus requires serious attention to that office's executive authority.

### 1ac cards

#### Maxwell card – there is a page between the two parts they read. It says congress must because it is constitutionally obligated, not comparative doesn’t speak to the cp whatsoever.

#### Two blank cards – first one does not say the word congress, just says we need to delineate authority.

#### Second blank card is obviously about the skwo, says speeches to this point have been insufficient.

#### Barnes ev says congress being usurped now, we stop that usurpation

### Congress Fails

#### They assume Congress wants to assert themselves-they don’t.

**Nzelibe, Northwestern law professor, 2007**

(Jide, “Are Congressionally Authorized Wars Perverse?”, Stanford Law Review, lexis, ldg)

These assumptions are all questionable. As a preliminary matter, there is not much causal evidence that supports the institutional constraints logic. As various commentators have noted, Congress's bark with respect to war powers is often much greater than its bite. Significantly, skeptics like Barbara Hinckley suggest that any notion of an activist Congress in war powers is a myth and members of Congress will often use the smokescreen of "symbolic resolutions, increase in roll calls and lengthy hearings, [and] addition of reporting requirements" to create the illusion of congressional participation in foreign policy.' 0 Indeed, even those commentators who support a more aggressive role for Congress in initiating conflicts acknowledge this problem," but suggest that it could be fixed by having Congress enact more specific legislation about conflict objectives and implement new tools for monitoring executive behavior during wartime. 12 Yet, even if Congress were equipped with better institutional tools to constrain and monitor the President's military initiatives, it is not clear that it would significantly alter the current war powers landscape. As Horn and Shepsle have argued elsewhere: "[N]either specificity in enabling legislation ... nor participation by interested parties is necessarily optimal or self-fulfilling; therefore, they do not ensure agent compliance. Ultimately, there must be some enforcement feature-a credible commitment to punish ....Thus, no matter how much well-intentioned and specific legislation Congress passes to increase congressional oversight of the President's military initiatives, it will come to naught if members of Congress lack institutional incentives to monitor and constrain the President's behavior in an international crisis. Various congressional observers have highlighted electoral disincentives that members of Congress might face in constraining the President's military initiatives. 14 Others have pointed to more institutional obstacles to congressional assertiveness in foreign relations, such as collective action problems. 15 Generally, lawmaking is a demanding and grueling exercise. If one assumes that members of Congress are often obsessed with the prospect of reelection, 16 then such members will tend to focus their scarce resources on district-level concerns and hesitate to second-guess the President's response in an international crisis. 17 Even if members of Congress could marshal the resources to challenge the President's agenda on national issues, the payoff in electoral terms might be trivial or non-existent. Indeed, in the case of the President's military initiatives where the median voter is likely to defer to the executive branch's judgment, the electoral payoff for members of Congress of constraining such initiatives might actually be negative. In other words, regardless of how explicit the grant of a constitutional role to Congress in foreign affairs might be, few members of Congress are willing to make the personal sacrifice for the greater institutional goal. Thus, unless a grand reformer is able to tweak the system and make congressional assertiveness an electorally palatable option in war powers, calls for greater congressional participation in war powers are likely to fall on deaf ears. Pg. 912-913

#### They assume Congress is on the same page-they aren’t.

**Devins, William and Mary government professor, 2009**

(Neal, “Presidential Unilateralism and Political Polarization: Why Today's Congress Lacks the Will and the Way to Stop Presidential Initiatives”, <http://scholarship.law.wm.edu/cgi/viewcontent.cgi?article=1025&context=facpubs>, ldg)

In highlighting differences between the Watergate-era Congress and the modem Congress, Part III will examine the profound role that political polarization has played in defining today's Congress. Initially, I will call attention to how political polarization makes it impossible for Democrats and Republicans in Congress to work together. I will then extend that lesson to the highly partisan impeachment of President Clinton and, more importantly, to the ways in which modem day Presidents have assumed more and more power through unilateral action. Making matters worse (at least if you think Congress should stand as a check to presidential unilateralism), members of Congress see little personal gain in standing together to assert Congress's institutional prerogatives. On national security matters, today's Congress-unlike the post-1969 Viet Nam era Congress-sees little benefit in asserting legislative prerogatives. Put another way: Today's Congress, unlike the Watergate-era, has neither the will nor the way to check presidential initiatives

#### Obama would just commit forces then Congress would give up-best academic position

**Kriner, Boston political science professor, 2010**

(Douglas, After the Rubicon: Congress, Presidents, and the Politics of Waging War, pg 6-8, ldg)

The role that Congress plays in deciding whether a war is continued or concluded is of intrinsic interest to academics, policymakers, and casual observers of contemporary American politics alike. Yet the belief that Congress retains some capacity to shape the conduct of military affairs after a venture is launched is also a critically important and untested proposition underlying most theories **asserting** congressional influence over the initiation of military action. Why, according to this emerging literature, do presidents facing a strong opposition party in Congress use force less frequently than do their peers with strong partisan majorities in Congress? The most commonly offered answer is that presidents anticipate Congress's likely reaction to a prospective use of force and respond accordingly.14 Presidents who confront an opposition-led Congress anticipate that it is more willing and able to challenge the administration's conduct of military action than a Congress controlled by their partisan allies. Therefore, the frequency with which presidents use force abroad covaries with the strength of their party in Congress. However, this anticipatory logic requires that Congress has the ability to raise the costs of military action for the president, once that action has begun. If Congress lacks this capacity, presidents have little reason to adjust their willingness to initiate the use of force in anticipation of an adverse congressional response." As a result, determining whether and how Congress can influence the scope and duration of ongoing military operations is critically important even to evaluating prior research that asserts congressional influence over the initiation of military actions. Without it, such analyses rest on shaky ground. Unfortunately, because the dynamics change dramatically once American troops are deployed abroad, simply drawing lessons from existing studies of interbranch dynamics in military policymaking at the conflict initiation phase and applying them to the conflict conduct phase is unlikely to offer much insight." The decision-making environment at the conflict conduct phase differs from that at the conflict initiation phase along at least three key dimensions: the incentives and constraints governing congressional willingness to challenge presidential discretion; the relative institutional capacities of the executive and legislative branches to affect military policymaking; and finally, the ability of unfolding conflict events to change further the political and strategic environment in which the two branches vie for power. With regard to the political constraints that limit would-be adversaries in Congress, the president may **be in an even stronger position** after American troops are deployed in the field. Ordering troops abroad is akin to other unilateral presidential actions; by seizing his office's capacity for independent action, a president can dramatically **change the status quo** and fundamentally alter the political playing field on which Congress and other actors must act to challenge his policies.17 Once the troops are overseas, the political stakes for any congressional challenge to the president's policies are inexorably raised; any such effort is subject to potentially ruinous charges of failing to support the troops. Georgia Senator Richard Russell's conversion from opposition to U.S. intervention in Vietnam in the early 196os to stalwart support for staying the course after Lyndon Johnson's escalation of the American commitment there illustrates this change: "We are there now, and the time for debate has passed. Our flag is committed, and—more importantly—American boys are under fire."" Russell's sentiment was loudly echoed forty years later in the allegations by the Bush administration and its partisan allies in Congress that any legislative efforts to curtail the war in Iraq undermined the troops. As a result of these potentially **intense political costs**, there are reasons to question whether Congress can mount an effective challenge to the policies of the commander in chief. If it cannot, this would compel a reassessment of prior theories asserting congressional influence over the initiation of military actions through the logic of anticipated response. Certainly, more empirical analysis is needed to answer this question.

#### Presidents have lots of expansive legal theories-this means no one follows up with enforcement

**Mitchell, GMU law professor, 2009**

(Jonathan, “Legislating Clear-Statement Regimes in National-Security Law”, January, <http://works.bepress.com/cgi/viewcontent.cgi?article=1000&context=jonathan_mitchell>, ldg)

The executive branch’s interpretive theories were far-reaching, and its approach to constitutional avoidance and implied repeal were irreconcilable with the Supreme Court’s precedents. But they provided some political cover for the President by giving his actions a veneer of legality, and may even have protected executive-branch employees from the fear of criminal liability or political reprisals.22 To prevent the executive from continuing to evade Congress’s codified clear-statement requirements in this manner, many proposals have sought to provide more narrow and explicit clear statement requirements in Congress’s framework legislation as well as provisions that withhold funding from activities that Congress has not specifically authorized. For example, Senator Arlen Specter proposed new provisions to FISA stating that no provision of law may repeal or modify FISA unless it “expressly amends or otherwise specifically cites this title,” and that “no funds appropriated or 23 otherwise made available by any Act” may be expended for electronic surveillance conducted outside of FISA. Congress failed 24 to enact Senator Specter’s proposal, but it did enact an amendment to FISA that made the clear-statement regime more explicit, specifying that “[o]nly an express statutory authorization for electronic surveillance” may authorize electronic surveillance outside of FISA’s procedures. And numerous commentators have 25 argued for new provisions in the War Powers Resolution that would withhold funds from military ventures that Congress has not specifically authorized. Yet such proposals are unable to counter 26 the executive branch’s aggressive interpretive doctrines. Executive branch lawyers will remain able to concoct congressional “authorization” from vague statutory language by repeating their assertions that codified clear-statement requirements “bind future Congresses” or that ambiguous language in later-enacted statutes implicitly repeals restrictions in Congress’s framework legislation. Future legislators will continue to acquiesce to the President’s unilateralism when it is politically convenient to do so. And the 27 federal courts’ willingness to enforce clear-statement regimes against the President in national-security law bears no relationship to the codified clear-statement requirements in framework legislation or treaties.28 Congress could produce more effective clear-statement regimes if it precommitted itself against enacting vague or ambiguous legislation from which executive-branch lawyers might claim implicit congressional “authorization” for certain actions. Rather than merely enacting statutes that instruct the executive not to construe ambiguous statutory language as authorizing military hostilities or warrantless electronic surveillance, Congress could establish point-of-order mechanisms that impose roadblocks to enacting such vague legislation in the first place. A point-of-order 29 mechanism would empower a single legislator to object to legislation that authorizes military force, or that funds the military or intelligence agencies. But the point of order would be valid only if the legislation fails to explicitly prohibit or withhold funding for military hostilities beyond sixty days, or warrantless electronic surveillance, unless the bill includes the specific authorizing language that Congress’s framework legislation requires. This device would reduce the likelihood of Congress ever enacting vague or ambiguous legislation that the executive might use to claim “authorization” for extended military hostilities or warrantless electronic surveillance. It would also induce legislators to confront presidents who act without specific congressional authorization by empowering a single legislator to object to legislation necessary to fund the President’s unauthorized endeavors. Yet the political branches have never established such an enforcement mechanism for the clear-statement requirements in national-security legislation, even though they have established such point-of-order devices to enforce precommitments in framework legislation governing the federal budget process. The result is a regime of 30 faint-hearted clear-statement regimes in national-security law—framework legislation that codifies strongly worded clearstatement rules but that lacks any mechanism to induce compliance by future political actors. This may be a calculated choice of members of Congress, or it may reflect the President’s influence in the legislative process. But no one should think that simply legislating more narrow or explicit clear-statement requirements, or adding funding restrictions to Congress’s framework legislation, will prevent the executive from continuing to infer congressional authorization from vague or ambiguous statutory language.

### 2NC Legislation Spillover

#### Executive orders can give momentum to legislation, while avoiding spending capital fighting over policy – civil rights orders prove

NYT 7/5/2K Marc Lacey Blocked by Congress, Clinton Wields a Pen

Congress appears intent on denying President Clinton major legislative victories in his final months of office, but White House officials say they will continue drafting and carrying out policies, Congress or no Congress, until Mr. Clinton's final day. Through executive orders, memorandums, proclamations, regulations and other flexing of presidential power, Mr. Clinton has already put in effect a host of measures concerning the environment, health care and civil rights. And with the presidential campaign in high gear, and the Republican-controlled Congress not inclined to give Democrats any boost, Mr. Clinton's aides intend to continue making policy by decree -- putting federal land off limits to development, reorganizing government agencies, tightening pollution control rules and pushing other measures that would otherwise stand little chance of congressional passage. Mr. Clinton has been especially frustrated that many of his nominees for judgeships, ambassadorships and other posts have failed to be confirmed by the Senate. But he is not surrendering in that area either. If Congress fails to act on some of the nominations later this month, White House aides say they expect the president to make recess appointments in August that would require no Congressional approval. "This president will be signing executive orders right up until the morning of Jan. 20, 2001," said Bruce N. Reed, the president's domestic policy adviser. "In our experience, when the administration takes executive action, it not only leads to results while the political process is stuck in neutral, but it often spurs Congress to follow suit."

## Case

### Terror

#### Terrorists will use conventional weapons-overwhelming empirics.

**Mauroni, Air Force senior policy analyst, 2012**

(Al, “Nuclear Terrorism: Are We Prepared?”, Homeland Security Affairs, <http://www.hsaj.org/?fullarticle=8.1.9>, ldg)

The popular assumption is that terrorists are actively working with “rogue nations” to exploit WMD materials and technology, or bidding for materials and technology on some nebulous global black market. They might be buying access to scientists and engineers who used to work on state WMD programs. The historical record doesn’t demonstrate that. An examination of any of the past annual reports of the National Counterterrorism Center reveals that the basic modus operandi of terrorists and insurgents is to use conventional military weapons, easily acquired commercial (or improvised) explosives, and knives and machetes.8 It is relatively easy to train laypersons to use military firearms, such as the AK-47 automatic rifle and the RPG-7 rocket launcher. These groups have technical experts who develop improvised explosive devices using available and accessible materials from the local economy. Conventional weapons have known weapon effects and minimal challenges in handling and storing. Terrorists get their material and technology where they can. They don’t have the time, funds, or interests to get exotic. It’s what we see, over and over again.

## Regime

### Cyber

### No Cyber Attacks – 2NC

#### Zero impact to cyber arms race-consensus goes NEG

**Gray, Reading strategic studies professor, 2013**

(Colin, “Making Strategic Sense of Cyber Power: Why the Sky Is Not Falling”, April, <http://www.strategicstudiesinstitute.army.mil/pdffiles/PUB1147.pdf>, ldg)

CONCLUSIONS AND RECOMMENDATIONS: THE SKY IS NOT FALLING This analysis has sought to explore, identify, and explain the strategic meaning of cyber power. The organizing and thematic question that has shaped and driven the inquiry has been “So what?” Today we all do cyber, but this behavior usually has not been much informed by an understanding that reaches beyond the tactical and technical. I have endeavored to analyze in strategic terms what is on offer from the largely technical and tactical literature on cyber. What can or might be done and how to go about doing it are vitally important bodies of knowledge. But at least as important is understanding what cyber, as a fifth domain of warfare, brings to national security when it is considered strategically. Military history is stocked abundantly with examples of tactical behavior un - guided by any credible semblance of strategy. This inquiry has not been a campaign to reveal what cy ber can and might do; a large literature already exists that claims fairly convincingly to explain “how to . . .” But what does cyber power mean, and how does it fit strategically, if it does? These Conclusions and Rec ommendations offer some understanding of this fifth geography of war in terms that make sense to this strategist, at least. 1. Cyber can only be an enabler of physical effort. Stand-alone (popularly misnamed as “strategic”) cyber action is inherently grossly limited by its immateriality. The physicality of conflict with cyber’s human participants and mechanical artifacts has not been a passing phase in our species’ strategic history. Cyber action, quite independent of action on land, at sea, in the air, and in orbital space, certainly is possible. But the strategic logic of such behavior, keyed to anticipated success in tactical achievement, is not promising. To date, “What if . . .” speculation about strategic cyber attack usually is either contextually too light, or, more often, contextually unpersuasive. 49 However, this is not a great strategic truth, though it is a judgment advanced with considerable confidence. Although societies could, of course, be hurt by cyber action, it is important not to lose touch with the fact, in Libicki’s apposite words, that “[i]n the absence of physical combat, cyber war cannot lead to the occupation of territory. It is almost inconceivable that a sufficiently vigorous cyber war can overthrow the adversary’s government and replace it with a more pliable one.” 50 In the same way that the concepts of sea war, air war, and space war are fundamentally unsound, so also the idea of cyber war is unpersuasive. It is not impossible, but then, neither is war conducted only at sea, or in the air, or in space. On the one hand, cyber war may seem more probable than like environmentally independent action at sea or in the air. After all, cyber warfare would be very unlikely to harm human beings directly, let alone damage physically the machines on which they depend. These near-facts (cyber attack might cause socially critical machines to behave in a rogue manner with damaging physical consequences) might seem to ren - der cyber a safer zone of belligerent engagement than would physically violent action in other domains. But most likely there would be serious uncertainties pertaining to the consequences of cyber action, which must include the possibility of escalation into other domains of conflict. Despite popular assertions to the contrary, cyber is not likely to prove a precision weapon anytime soon. 51 In addition, assuming that the political and strategic contexts for cyber war were as serious as surely they would need to be to trigger events warranting plausible labeling as cyber war, the distinctly limited harm likely to follow from cyber assault would hardly appeal as prospectively effective coercive moves. On balance, it is most probable that cyber’s strategic future in war will be as a contribut - ing enabler of effectiveness of physical efforts in the other four geographies of conflict. Speculation about cyber war, defined strictly as hostile action by net - worked computers against networked computers, is hugely unconvincing. 2. Cyber defense is difficult, but should be sufficiently effective. The structural advantages of the offense in cyber conflict are as obvious as they are easy to overstate. Penetration and exploitation, or even attack, would need to be by surprise. It can be swift almost beyond the imagination of those encultured by the traditional demands of physical combat. Cyber attack may be so stealthy that it escapes notice for a long while, or it might wreak digital havoc by com - plete surprise. And need one emphasize, that at least for a while, hostile cyber action is likely to be hard (though not quite impossible) to attribute with a cy - berized equivalent to a “smoking gun.” Once one is in the realm of the catastrophic “What if . . . ,” the world is indeed a frightening place. On a personal note, this defense analyst was for some years exposed to highly speculative briefings that hypothesized how unques - tionably cunning plans for nuclear attack could so promptly disable the United States as a functioning state that our nuclear retaliation would likely be still - born. I should hardly need to add that the briefers of these Scary Scenarios were obliged to make a series of Heroic Assumptions. The literature of cyber scare is more than mildly reminiscent of the nuclear attack stories with which I was assailed in the 1970s and 1980s. As one may observe regarding what Winston Churchill wrote of the disaster that was the Gallipoli campaign of 1915, “[t]he terrible ‘Ifs’ accumulate.” 52 Of course, there are dangers in the cyber domain. Not only are there cyber-competent competitors and enemies abroad; there are also Americans who make mistakes in cyber operation. Furthermore, there are the manufacturers and constructors of the physical artifacts behind (or in, depending upon the preferred definition) cyber - space who assuredly err in this and that detail. The more sophisticated—usually meaning complex—the code for cyber, the more certain must it be that mistakes both lurk in the program and will be made in digital communication. What I have just outlined minimally is not a reluc - tant admission of the fallibility of cyber, but rather a statement of what is obvious and should be anticipat - ed about people and material in a domain of war. All human activities are more or less harassed by friction and carry with them some risk of failure, great or small. A strategist who has read Clausewitz, especially Book One of On War , 53 will know this. Alternatively, anyone who skims my summary version of the general theory of strategy will note that Dictum 14 states explicitly that “Strategy is more difficult to devise and execute than are policy, operations, and tactics: friction of all kinds comprise phenomena inseparable from the mak - ing and execution of strategies.” 54 Because of its often widely distributed character, the physical infrastruc - ture of an enemy’s cyber power is typically, though not invariably, an impracticable target set for physical assault. Happily, this probable fact should have only annoying consequences. The discretionary nature and therefore the variable possible characters feasible for friendly cyberspace(s), mean that the more danger - ous potential vulnerabilities that in theory could be the condition of our cyber-dependency ought to be avoidable at best, or bearable and survivable at worst. Libicki offers forthright advice on this aspect of the subject that deserves to be taken at face value: [T]here is no inherent reason that improving informa - tion technologies should lead to a rise in the amount of critical information in existence (for example, the names of every secret agent). Really critical information should never see a computer; if it sees a computer, it should not be one that is networked; and if the computer is networked, it should be air-gapped. Cyber defense admittedly is difficult to do, but so is cyber offense. To quote Libicki yet again, “[i]n this medium [cyberspace] the best defense is not necessarily a good offense; it is usually a good defense.” 56 Unlike the geostrategic context for nuclear-framed competition in U.S.–Soviet/Russian rivalry, the geographical domain of cyberspace definitely is defensible. Even when the enemy is both clever and lucky, it will be our own design and operating fault if he is able to do more than disrupt and irritate us temporarily. When cyber is contextually regarded properly— which means first, in particular, when it is viewed as but the latest military domain for defense planning—it should be plain to see that cyber performance needs to be good enough rather than perfect. 57 Our Landpower, sea power, air power, and prospectively our space systems also will have to be capable of accepting combat damage and loss, then recovering and carrying on. There is no fundamental reason that less should be demanded of our cyber power. Second, given that cyber is not of a nature or potential character at all likely to parallel nuclear dangers in the menace it could con - tain, we should anticipate international cyber rivalry to follow the competitive dynamic path already fol - lowed in the other domains in the past. Because the digital age is so young, the pace of technical change and tactical invention can be startling. However, the mechanization RMA of the 1920s and 1930s recorded reaction to the new science and technology of the time that is reminiscent of the cyber alarmism that has flour - ished of recent years. 58 We can be confident that cyber defense should be able to function well enough, given the strength of political, military, and commercial motivation for it to do so. The technical context here is a medium that is a constructed one, which provides air-gapping options for choice regarding the extent of networking. Naturally, a price is paid in convenience for some closing off of possible cyberspace(s), but all important defense decisions involve choice, so what is novel about that? There is nothing new about accepting some limitations on utility as a price worth paying for security. 3. Intelligence is critically important, but informa - tion should not be overvalued. The strategic history of cyber over the past decade confirms what we could know already from the science and technology of this new domain for conflict. Specifically, cyber power is not technically forgiving of user error. Cyber warriors seeking criminal or military benefit require precise information if their intended exploits are to succeed. Lucky guesses should not stumble upon passwords, while efforts to disrupt electronic Supervisory Con - trol and Data Acquisition (SCADA) systems ought to be unable to achieve widespread harmful effects. But obviously there are practical limits to the air-gap op - tion, given that control (and command) systems need to be networks for communication. However, Internet connection needs to be treated as a potential source of serious danger. It is one thing to be able to be an electronic nuisance, to annoy, disrupt, and perhaps delay. But it is quite another to be capable of inflicting real persisting harm on the fighting power of an enemy. Critically important military computer networks are, of course, accessible neither to the inspired amateur outsider, nor to the malignant political enemy. Easy passing reference to a hypothetical “cyber Pearl Harbor” reflects both poor history and ignorance of contemporary military common sense. Critical potential military (and other) targets for cyber attack are extremely hard to access and influence (I believe and certainly hope), and the technical knowledge, skills, and effort required to do serious harm to national security is forbiddingly high. This is not to claim, foolishly, that cyber means absolutely could not secure near-catastrophic results. However, it is to say that such a scenario is extremely improbable. Cyber defense is advancing all the time, as is cyber offense, of course. But so discretionary in vital detail can one be in the making of cyberspace, that confidence—real confidence—in cyber attack could not plausibly be high. It should be noted that I am confining this particular discussion to what rather idly tends to be called cyber war. In political and strategic practice, it is unlikely that war would or, more importantly, ever could be restricted to the EMS. Somewhat rhetorically, one should pose the question: Is it likely (almost anything, strictly, is possible) that cyber war with the potential to inflict catastrophic damage would be allowed to stand unsupported in and by action in the other four geographical domains of war? I believe not. Because we have told ourselves that ours uniquely is the Information Age, we have become unduly respectful of the potency of this rather slippery catch-all term. As usual, it is helpful to contextualize the al - legedly magical ingredient, information, by locating it properly in strategic history as just one important element contributing to net strategic effectiveness. This mild caveat is supported usefully by recognizing the general contemporary rule that information per se harms nothing and nobody. The electrons in cyber - ized conflict have to be interpreted and acted upon by physical forces (including agency by physical human beings). As one might say, intelligence (alone) sinks no ship; only men and machines can sink ships! That said, there is no doubt that if friendly cyber action can infiltrate and misinform the electronic informa - tion on which advisory weaponry and other machines depend, considerable warfighting advantage could be gained. I do not intend to join Clausewitz in his dis - dain for intelligence, but I will argue that in strategic affairs, intelligence usually is somewhat uncertain. 59 Detailed up-to-date intelligence literally is essential for successful cyber offense, but it can be healthily sobering to appreciate that the strategic rewards of intelligence often are considerably exaggerated. The basic reason is not hard to recognize. Strategic success is a complex endeavor that requires adequate perfor - mances by many necessary contributors at every level of conflict (from the political to the tactical). When thoroughly reliable intelligence on the en - emy is in short supply, which usually is the case, the strategist finds ways to compensate as best he or she can. The IT-led RMA of the past 2 decades was fueled in part by the prospect of a quality of military effec - tiveness that was believed to flow from “dominant battle space knowledge,” to deploy a familiar con - cept. 60 While there is much to be said in praise of this idea, it is not unreasonable to ask why it has been that our ever-improving battle space knowledge has been compatible with so troubled a course of events in the 2000s in Iraq and Afghanistan. What we might have misunderstood is not the value of knowledge, or of the information from which knowledge is quarried, or even the merit in the IT that passed information and knowledge around. Instead, we may well have failed to grasp and grip understanding of the whole context of war and strategy for which battle space knowledge unquestionably is vital. One must say “vital” rather than strictly essential, because relatively ignorant armies can and have fought and won despite their ig - norance. History requires only that one’s net strategic performance is superior to that of the enemy. One is not required to be deeply well informed about the en - emy. It is historically quite commonplace for armies to fight in a condition of more-than-marginal reciprocal and strategic cultural ignorance. Intelligence is king in electronic warfare, but such warfare is unlikely to be solely, or even close to solely, sovereign in war and its warfare, considered overall as they should be. 4. Why the sky will not fall. More accurately, one should say that the sky will not fall because of hostile action against us in cyberspace unless we are improb - ably careless and foolish. David J. Betz and Tim Ste vens strike the right note when they conclude that “[i]f cyberspace is not quite the hoped-for Garden of Eden, it is also not quite the pestilential swamp of the imagination of the cyber-alarmists.” 61 Our understanding of cyber is high at the technical and tactical level, but re - mains distinctly rudimentary as one ascends through operations to the more rarified altitudes of strategy and policy. Nonetheless, our scientific, technological, and tactical knowledge and understanding clearly indicates that the sky is not falling and is unlikely to fall in the future as a result of hostile cyber action. This analysis has weighed the more technical and tactical literature on cyber and concludes, not simply on balance, that cyber alarmism has little basis save in the imagination of the alarmists. There is military and civil peril in the hostile use of cyber, which is why we must take cyber security seriously, even to the point of buying redundant capabilities for a range of command and control systems. 62 So seriously should we regard cyber danger that it is only prudent to as - sume that we will be the target for hostile cyber action in future conflicts, and that some of that action will promote disruption and uncertainty in the damage it will cause. That granted, this analysis recommends strongly that the U.S. Army, and indeed the whole of the U.S. Government, should strive to comprehend cyber in context. Approached in isolation as a new technol - ogy, it is not unduly hard to be over impressed with its potential both for good and harm. But if we see networked computing as just the latest RMA in an episodic succession of revolutionary changes in the way information is packaged and communicated, the computer-led IT revolution is set where it belongs, in historical context. In modern strategic history, there has been only one truly game-changing basket of tech - nologies, those pertaining to the creation and deliv - ery of nuclear weapons. Everything else has altered the tools with which conflict has been supported and waged, but has not changed the game. The nuclear revolution alone raised still-unanswered questions about the viability of interstate armed conflict. How - ever, it would be accurate to claim that since 1945, methods have been found to pursue fairly traditional political ends in ways that accommodate nonuse of nuclear means, notwithstanding the permanent pres - ence of those means. The light cast by general strategic theory reveals what requires revealing strategically about networked computers. Once one sheds some of the sheer wonder at the seeming miracle of cyber’s ubiquity, instanta - neity, and (near) anonymity, one realizes that cyber is just another operational domain, though certainly one very different from the others in its nonphysi - cality in direct agency. Having placed cyber where it belongs, as a domain of war, next it is essential to recognize that its nonphysicality compels that cyber should be treated as an enabler of joint action, rather than as an agent of military action capable of behav - ing independently for useful coercive strategic effect. There are stand-alone possibilities for cyber action, but they are not convincing as attractive options either for or in opposition to a great power, let alone a superpower. No matter how intriguing the scenario design for cyber war strictly or for cyber warfare, the logic of grand and military strategy and a common sense fueled by understanding of the course of strategic history, require one so to contextualize cyber war that its independence is seen as too close to absurd to merit much concern.

#### Risk is systemically over-estimated and has been for decades

**Healey, Atlantic Council Cyber Statecraft Initiative director, 2013**

(Jason, “No, Cyberwarfare Isn't as Dangerous as Nuclear War”, 3-20, <http://www.usnews.com/opinion/blogs/world-report/2013/03/20/cyber-attacks-not-yet-an-existential-threat-to-the-us>, ldg)

Eighty years ago, the generals of the U.S. Army Air Corps were sure that their bombers would easily topple other countries and cause their populations to panic, claims which did not stand up to reality. A study of the 25-year history of cyber conflict, by the Atlantic Council and Cyber Conflict Studies Association, has shown a similar dynamic where the impact of disruptive cyberattacks has been consistently overestimated. Rather than theorizing about future cyberwars or extrapolating from today's concerns, the history of cyberconflict that have actually been fought, shows that cyber incidents have so far tended to have effects that are either widespread but fleeting or persistent but narrowly focused. No attacks, so far, have been both widespread and persistent. There have been no authenticated cases of anyone dying from a cyber attack. Any widespread disruptions, even the 2007 disruption against Estonia, have been short-lived causing no significant GDP loss.

#### Cyber war infeasible-multiple reasons and rigorous analysis

**Clark, AMU Intelligence studies MA caudate and Chenega Federal Systems senior analyst, 2012**

(Paul, “The Risk of Disruption or Destruction of Critical U.S. Infrastructure by an Offensive Cyber Attack”, 4-28, <http://www.academia.edu/1538543/The_Risk_of_Disruption_or_Destruction_of_Critical_U.S._Infrastructure_by_an_Offensive_Cyber_Attack>, DOA: 10-13-12, ldg)

The Department of Homeland Security worries that our critical infrastructure and key resources (CIKR) may be exposed, both directly and indirectly, to multiple threats because of CIKR reliance on the global cyber infrastructure, an infrastructure that is under routine cyberattack by a “spectrum of malicious actors” (National Infrastructure Protection Plan 2009). CIKR in the extremely large and complex U.S. economy spans multiple sectors including agricultural, finance and banking, dams and water resources, public health and emergency services, military and defense, transportation and shipping, and energy (National Infrastructure Protection Plan 2009). The disruption and destruction of public and private infrastructure is part of warfare, without this infrastructure conflict cannot be sustained (Geers 2011). Cyber-attacks are desirable because they are considered to be a relatively “low cost and long range” weapon (Lewis 2010), but prior to the creation of Stuxnet, the first cyber-weapon, the ability to disrupt and destroy critical infrastructure through cyber-attack was theoretical. The movement of an offensive cyber-weapon from conceptual to actual has forced the United States to question whether offensive cyber-attacks are a significant threat that are able to disrupt or destroy CIKR to the level that national security is seriously degraded. It is important to understand the risk posed to national security by cyber-attacks to ensure that government responses are appropriate to the threat and balance security with privacy and civil liberty concerns. The risk posed to CIKR from cyber-attack can be evaluated by measuring the threat from cyber-attack against the vulnerability of a CIKR target and the consequences of CIKR disruption. As the only known cyber-weapon, Stuxnet has been thoroughly analyzed and used as a model for predicting future cyber-weapons. The U.S. electrical grid, a key component in the CIKR energy sector, is a target that has been analyzed for vulnerabilities and the consequences of disruption predicted – the electrical grid has been used in multiple attack scenarios including a classified scenario provided to the U.S. Congress in 2012 (Rohde 2012). Stuxnet will serve as the weapon and the U.S. electrical grid will serve as the target in this risk analysis that concludes that there is a low risk of disruption or destruction of critical infrastructure from a an offensive cyber-weapon because of the complexity of the attack path, the limited capability of non-state adversaries to develop cyber-weapons, and the existence of multiple methods of mitigating the cyber-attacks. To evaluate the threat posed by a Stuxnet-like cyber-weapon, the complexity of the weapon, the available attack vectors for the weapon, and the resilience of the weapon must be understood. The complexity – how difficult and expensive it was to create the weapon – identifies the relative cost and availability of the weapon; inexpensive and simple to build will be more prevalent than expensive and difficult to build. Attack vectors are the available methods of attack; the larger the number, the more severe the threat. For example, attack vectors for a cyberweapon may be email attachments, peer-to-peer applications, websites, and infected USB devices or compact discs. Finally, the resilience of the weapon determines its availability and affects its usefulness. A useful weapon is one that is resistant to disruption (resilient) and is therefore available and reliable. These concepts are seen in the AK-47 assault rifle – a simple, inexpensive, reliable and effective weapon – and carry over to information technology structures (Weitz 2012). The evaluation of Stuxnet identified malware that is “unusually complex and large” and required code written in multiple languages (Chen 2010) in order to complete a variety of specific functions contained in a “vast array” of components – it is one of the most complex threats ever analyzed by Symantec (Falliere, Murchu and Chien 2011). To be successful, Stuxnet required a high level of technical knowledge across multiple disciplines, a laboratory with the target equipment configured for testing, and a foreign intelligence capability to collect information on the target network and attack vectors (Kerr, Rollins and Theohary 2010). The malware also needed careful monitoring and maintenance because it could be easily disrupted; as a result Stuxnet was developed with a high degree of configurability and was upgraded multiple times in less than one year (Falliere, Murchu and Chien 2011). Once introduced into the network, the cyber-weapon then had to utilize four known vulnerabilities and four unknown vulnerabilities, known as zero-day exploits, in order to install itself and propagate across the target network (Falliere, Murchu and Chien 2011). Zero-day exploits are incredibly difficult to find and fewer than twelve out of the 12,000,000 pieces of malware discovered each year utilize zero-day exploits and this rarity makes them valuable, zero-days can fetch $50,000 to $500,000 each on the black market (Zetter 2011). The use of four rare exploits in a single piece of malware is “unprecedented” (Chen 2010). Along with the use of four unpublished exploits, Stuxnet also used the “first ever” programmable logic controller rootkit, a Windows rootkit, antivirus evasion techniques, intricate process injection routines, and other complex interfaces (Falliere, Murchu and Chien 2011) all wrapped up in “layers of encryption like Russian nesting dolls” (Zetter 2011) – including custom encryption algorithms (Karnouskos 2011). As the malware spread across the now-infected network it had to utilize additional vulnerabilities in proprietary Siemens industrial control software (ICS) and hardware used to control the equipment it was designed to sabotage. Some of these ICS vulnerabilities were published but some were unknown and required such a high degree of inside knowledge that there was speculation that a Siemens employee had been involved in the malware design (Kerr, Rollins and Theohary 2010). The unprecedented technical complexity of the Stuxnet cyber-weapon, along with the extensive technical and financial resources and foreign intelligence capabilities required for its development and deployment, indicates that the malware was likely developed by a nation-state (Kerr, Rollins and Theohary 2010). Stuxnet had very limited attack vectors. When a computer system is connected to the public Internet a host of attack vectors are available to the cyber-attacker (Institute for Security Technology Studies 2002). Web browser and browser plug-in vulnerabilities, cross-site scripting attacks, compromised email attachments, peer-to-peer applications, operating system and other application vulnerabilities are all vectors for the introduction of malware into an Internetconnected computer system. Networks that are not connected to the public internet are “air gapped,” a technical colloquialism to identify a physical separation between networks. Physical separation from the public Internet is a common safeguard for sensitive networks including classified U.S. government networks. If the target network is air gapped, infection can only occur through physical means – an infected disk or USB device that must be physically introduced into a possibly access controlled environment and connected to the air gapped network. The first step of the Stuxnet cyber-attack was to initially infect the target networks, a difficult task given the probable disconnected and well secured nature of the Iranian nuclear facilities. Stuxnet was introduced via a USB device to the target network, a method that suggests that the attackers were familiar with the configuration of the network and knew it was not connected to the public Internet (Chen 2010). This assessment is supported by two rare features in Stuxnet – having all necessary functionality for industrial sabotage fully embedded in the malware executable along with the ability to self-propagate and upgrade through a peer-to-peer method (Falliere, Murchu and Chien 2011). Developing an understanding of the target network configuration was a significant and daunting task based on Symantec’s assessment that Stuxnet repeatedly targeted a total of five different organizations over nearly one year (Falliere, Murchu and Chien 2011) with physical introduction via USB drive being the only available attack vector. The final factor in assessing the threat of a cyber-weapon is the resilience of the weapon. There are two primary factors that make Stuxnet non-resilient: the complexity of the weapon and the complexity of the target. Stuxnet was highly customized for sabotaging specific industrial systems (Karnouskos 2011) and needed a large number of very complex components and routines in order to increase its chance of success (Falliere, Murchu and Chien 2011). The malware required eight vulnerabilities in the Windows operating system to succeed and therefore would have failed if those vulnerabilities had been properly patched; four of the eight vulnerabilities were known to Microsoft and subject to elimination (Falliere, Murchu and Chien 2011). Stuxnet also required that two drivers be installed and required two stolen security certificates for installation (Falliere, Murchu and Chien 2011); driver installation would have failed if the stolen certificates had been revoked and marked as invalid. Finally, the configuration of systems is ever-changing as components are upgraded or replaced. There is no guarantee that the network that was mapped for vulnerabilities had not changed in the months, or years, it took to craft Stuxnet and successfully infect the target network. Had specific components of the target hardware changed – the targeted Siemens software or programmable logic controller – the attack would have failed. Threats are less of a threat when identified; this is why zero-day exploits are so valuable. Stuxnet went to great lengths to hide its existence from the target and utilized multiple rootkits, data manipulation routines, and virus avoidance techniques to stay undetected. The malware’s actions occurred only in memory to avoid leaving traces on disk, it masked its activities by running under legal programs, employed layers of encryption and code obfuscation, and uninstalled itself after a set period of time, all efforts to avoid detection because its authors knew that detection meant failure. As a result of the complexity of the malware, the changeable nature of the target network, and the chance of discovery, Stuxnet is not a resilient system. It is a fragile weapon that required an investment of time and money to constantly monitor, reconfigure, test and deploy over the course of a year. There is concern, with Stuxnet developed and available publicly, that the world is on the brink of a storm of highly sophisticated Stuxnet-derived cyber-weapons which can be used by hackers, organized criminals and terrorists (Chen 2010). As former counterterrorism advisor Richard Clarke describes it, there is concern that the technical brilliance of the United States “has created millions of potential monsters all over the world” (Rosenbaum 2012). Hyperbole aside, technical knowledge spreads. The techniques behind cyber-attacks are “constantly evolving and making use of lessons learned over time” (Institute for Security Technology Studies 2002) and the publication of the Stuxnet code may make it easier to copy the weapon (Kerr, Rollins and Theohary 2010). However, this is something of a zero-sum game because knowledge works both ways and cyber-security techniques are also evolving, and “understanding attack techniques more clearly is the first step toward increasing security” (Institute for Security Technology Studies 2002). Vulnerabilities are discovered and patched, intrusion detection and malware signatures are expanded and updated, and monitoring and analysis processes and methodologies are expanded and honed. Once the element of surprise is lost, weapons and tactics are less useful, this is the core of the argument that “uniquely surprising” stratagems like Stuxnet are single-use, like Pearl Harbor and the Trojan Horse, the “very success [of these attacks] precludes their repetition” (Mueller 2012). This paradigm has already been seen in the “son of Stuxnet” malware – named Duqu by its discoverers – that is based on the same modular code platform that created Stuxnet (Ragan 2011). With the techniques used by Stuxnet now known, other variants such as Duqu are being discovered and countered by security researchers (Laboratory of Cryptography and System Security 2011). It is obvious that the effort required to create, deploy, and maintain Stuxnet and its variants is massive and it is not clear that the rewards are worth the risk and effort. Given the location of initial infection and the number of infected systems in Iran (Falliere, Murchu and Chien 2011) it is believed that Iranian nuclear facilities were the target of the Stuxnet weapon. A significant amount of money and effort was invested in creating Stuxnet but yet the expected result – assuming that this was an attack that expected to damage production – was minimal at best. Iran claimed that Stuxnet caused only minor damage, probably at the Natanz enrichment facility, the Russian contractor Atomstroyeksport reported that no damage had occurred at the Bushehr facility, and an unidentified “senior diplomat” suggested that Iran was forced to shut down its centrifuge facility “for a few days” (Kerr, Rollins and Theohary 2010). Even the most optimistic estimates believe that Iran’s nuclear enrichment program was only delayed by months, or perhaps years (Rosenbaum 2012). The actual damage done by Stuxnet is not clear (Kerr, Rollins and Theohary 2010) and the primary damage appears to be to a higher number than average replacement of centrifuges at the Iran enrichment facility (Zetter 2011). Different targets may produce different results. The Iranian nuclear facility was a difficult target with limited attack vectors because of its isolation from the public Internet and restricted access to its facilities. What is the probability of a successful attack against the U.S. electrical grid and what are the potential consequences should this critical infrastructure be disrupted or destroyed? An attack against the electrical grid is a reasonable threat scenario since power systems are “a high priority target for military and insurgents” and there has been a trend towards utilizing commercial software and integrating utilities into the public Internet that has “increased vulnerability across the board” (Lewis 2010). Yet the increased vulnerabilities are mitigated by an increased detection and deterrent capability that has been “honed over many years of practical application” now that power systems are using standard, rather than proprietary and specialized, applications and components (Leita and Dacier 2012). The security of the electrical grid is also enhanced by increased awareness after a smart-grid hacking demonstration in 2009 and the identification of the Stuxnet malware in 2010; as a result the public and private sector are working together in an “unprecedented effort” to establish robust security guidelines and cyber security measures (Gohn and Wheelock 2010).

#### Cyberattacks impossible – empirics and defenses solve

**Rid, King’s College war studies reader, 2012**

(Thomas, “Think Again: Cyberwar”, March/Aprl, <http://www.foreignpolicy.com/articles/2012/02/27/cyberwar?page=full>, DOA: 10-13-12, ldg)

"Cyberwar Is Already Upon Us." No way. "Cyberwar is coming!" John Arquilla and David Ronfeldt predicted in a celebrated Rand paper back in 1993. Since then, it seems to have arrived -- at least by the account of the U.S. military establishment, which is busy competing over who should get what share of the fight. Cyberspace is "a domain in which the Air Force flies and fights," Air Force Secretary Michael Wynne claimed in 2006. By 2012, William J. Lynn III, the deputy defense secretary at the time, was writing that cyberwar is "just as critical to military operations as land, sea, air, and space." In January, the Defense Department vowed to equip the U.S. armed forces for "conducting a combined arms campaign across all domains -- land, air, maritime, space, and cyberspace." Meanwhile, growing piles of books and articles explore the threats of cyberwarfare, cyberterrorism, and how to survive them. Time for a reality check: Cyberwar is still more hype than hazard. Consider the definition of an act of war: It has to be potentially violent, it has to be purposeful, and it has to be political. The cyberattacks we've seen so far, from Estonia to the Stuxnet virus, simply don't meet these criteria. Take the dubious story of a Soviet pipeline explosion back in 1982, much cited by cyberwar's true believers as the most destructive cyberattack ever. The account goes like this: In June 1982, a Siberian pipeline that the CIA had virtually booby-trapped with a so-called "logic bomb" exploded in a monumental fireball that could be seen from space. The U.S. Air Force estimated the explosion at 3 kilotons, equivalent to a small nuclear device. Targeting a Soviet pipeline linking gas fields in Siberia to European markets, the operation sabotaged the pipeline's control systems with software from a Canadian firm that the CIA had doctored with malicious code. No one died, according to Thomas Reed, a U.S. National Security Council aide at the time who revealed the incident in his 2004 book, At the Abyss; the only harm came to the Soviet economy. But did it really happen? After Reed's account came out, Vasily Pchelintsev, a former KGB head of the Tyumen region, where the alleged explosion supposedly took place, denied the story. There are also no media reports from 1982 that confirm such an explosion, though accidents and pipeline explosions in the Soviet Union were regularly reported in the early 1980s. Something likely did happen, but Reed's book is the only public mention of the incident and his account relied on a single document. Even after the CIA declassified a redacted version of Reed's source, a note on the so-called Farewell Dossier that describes the effort to provide the Soviet Union with defective technology, the agency did not confirm that such an explosion occurred. The available evidence on the Siberian pipeline blast is so thin that it shouldn't be counted as a proven case of a successful cyberattack. Most other commonly cited cases of cyberwar are even less remarkable. Take the attacks on Estonia in April 2007, which came in response to the controversial relocation of a Soviet war memorial, the Bronze Soldier. The well-wired country found itself at the receiving end of a massive distributed denial-of-service attack that emanated from up to 85,000 hijacked computers and lasted three weeks. The attacks reached a peak on May 9, when 58 Estonian websites were attacked at once and the online services of Estonia's largest bank were taken down. "What's the difference between a blockade of harbors or airports of sovereign states and the blockade of government institutions and newspaper websites?" asked Estonian Prime Minister Andrus Ansip. Despite his analogies, the attack was no act of war. It was certainly a nuisance and an emotional strike on the country, but the bank's actual network was not even penetrated; it went down for 90 minutes one day and two hours the next. The attack was not violent, it wasn't purposefully aimed at changing Estonia's behavior, and no political entity took credit for it. The same is true for the vast majority of cyberattacks on record. Indeed, there is no known cyberattack that has caused the loss of human life. No cyberoffense has ever injured a person or damaged a building. And if an act is not at least potentially violent, it's not an act of war. Separating war from physical violence makes it a metaphorical notion; it would mean that there is no way to distinguish between World War II, say, and the "wars" on obesity and cancer. Yet those ailments, unlike past examples of cyber "war," actually do kill people. "A Digital Pearl Harbor Is Only a Matter of Time." Keep waiting. U.S. Defense Secretary Leon Panetta delivered a stark warning last summer: "We could face a cyberattack that could be the equivalent of Pearl Harbor." Such alarmist predictions have been ricocheting inside the Beltway for the past two decades, and some scaremongers have even upped the ante by raising the alarm about a cyber 9/11. In his 2010 book, Cyber War, former White House counterterrorism czar Richard Clarke invokes the specter of nationwide power blackouts, planes falling out of the sky, trains derailing, refineries burning, pipelines exploding, poisonous gas clouds wafting, and satellites spinning out of orbit -- events that would make the 2001 attacks pale in comparison. But the empirical record is less hair-raising, even by the standards of the most drastic example available. Gen. Keith Alexander, head of U.S. Cyber Command (established in 2010 and now boasting a budget of more than $3 billion), shared his worst fears in an April 2011 speech at the University of Rhode Island: "What I'm concerned about are destructive attacks," Alexander said, "those that are coming." He then invoked a remarkable accident at Russia's Sayano-Shushenskaya hydroelectric plant to highlight the kind of damage a cyberattack might be able to cause. Shortly after midnight on Aug. 17, 2009, a 900-ton turbine was ripped out of its seat by a so-called "water hammer," a sudden surge in water pressure that then caused a transformer explosion. The turbine's unusually high vibrations had worn down the bolts that kept its cover in place, and an offline sensor failed to detect the malfunction. Seventy-five people died in the accident, energy prices in Russia rose, and rebuilding the plant is slated to cost $1.3 billion. Tough luck for the Russians, but here's what the head of Cyber Command didn't say: The ill-fated turbine had been malfunctioning for some time, and the plant's management was notoriously poor. On top of that, the key event that ultimately triggered the catastrophe seems to have been a fire at Bratsk power station, about 500 miles away. Because the energy supply from Bratsk dropped, authorities remotely increased the burden on the Sayano-Shushenskaya plant. The sudden spike overwhelmed the turbine, which was two months shy of reaching the end of its 30-year life cycle, sparking the catastrophe. If anything, the Sayano-Shushenskaya incident highlights how difficult a devastating attack would be to mount. The plant's washout was an accident at the end of a complicated and unique chain of events. Anticipating such vulnerabilities in advance is extraordinarily difficult even for insiders; creating comparable coincidences from cyberspace would be a daunting challenge at best for outsiders. If this is the most drastic incident Cyber Command can conjure up, perhaps it's time for everyone to take a deep breath. "Cyberattacks Are Becoming Easier." Just the opposite. U.S. Director of National Intelligence James R. Clapper warned last year that the volume of malicious software on American networks had more than tripled since 2009 and that more than 60,000 pieces of malware are now discovered every day. The United States, he said, is undergoing "a phenomenon known as 'convergence,' which amplifies the opportunity for disruptive cyberattacks, including against physical infrastructures." ("Digital convergence" is a snazzy term for a simple thing: more and more devices able to talk to each other, and formerly separate industries and activities able to work together.) Just because there's more malware, however, doesn't mean that attacks are becoming easier. In fact, potentially damaging or life-threatening cyberattacks should be more difficult to pull off. Why? Sensitive systems generally have built-in redundancy and safety systems, meaning an attacker's likely objective will not be to shut down a system, since merely forcing the shutdown of one control system, say a power plant, could trigger a backup and cause operators to start looking for the bug. To work as an effective weapon, malware would have to influence an active process -- but not bring it to a screeching halt. If the malicious activity extends over a lengthy period, it has to remain stealthy. That's a more difficult trick than hitting the virtual off-button. Take Stuxnet, the worm that sabotaged Iran's nuclear program in 2010. It didn't just crudely shut down the centrifuges at the Natanz nuclear facility; rather, the worm subtly manipulated the system. Stuxnet stealthily infiltrated the plant's networks, then hopped onto the protected control systems, intercepted input values from sensors, recorded these data, and then provided the legitimate controller code with pre-recorded fake input signals, according to researchers who have studied the worm. Its objective was not just to fool operators in a control room, but also to circumvent digital safety and monitoring systems so it could secretly manipulate the actual processes. Building and deploying Stuxnet required extremely detailed intelligence about the systems it was supposed to compromise, and the same will be true for other dangerous cyberweapons. Yes, "convergence," standardization, and sloppy defense of control-systems software could increase the risk of generic attacks, but the same trend has also caused defenses against the most coveted targets to improve steadily and has made reprogramming highly specific installations on legacy systems more complex, not less.

#### No risk of cyberattack and no impact

**Birch, former AP foreign correspondent, 10-1-12**

(Douglas, “Forget Revolution”, Foreign Policy, <http://www.foreignpolicy.com/articles/2012/10/01/forget_revolution?page=full>, DOA: 10-12-12, ldg)

"That's a good example of what some kind of attacks would be like," he said. "You don't want to overestimate the risks. You don't want somebody to be able to do this whenever they felt like it, which is the situation now. But this is not the end of the world." The question of how seriously to take the threat of a cyber attack on critical infrastructure surfaced recently, after Congress rejected a White House measure to require businesses to adopt stringent­ new regulations to protect their computer networks from intrusions. The bill would have required industries to report cyber security breaches, toughen criminal penalties against hacking and granted legal immunity to companies cooperating with government investigations. Critics worried about regulatory overreach. But the potential cost to industry also seems to be a major factor in the bill's rejection. A January study by Bloomberg reported that banks, utilities, and phone carriers would have to increase their spending on cyber security by a factor of nine, to $45.3 billion a year, in order to protect themselves against 95 percent of cyber intrusions. Likewise, some of the bill's advocates suspect that in the aftermath of a truly successful cyber attack, the government would have to bail the utilities out anyway. Joe Weiss, a cyber security professional and an authority on industrial control systems like those used in the electric grid, argued that a well-prepared, sophisticated cyber attack could have far more serious consequences than this summer's blackouts. "The reason we are so concerned is that cyber could take out the grid for nine to 18 months," he said. "This isn't a one to five day outage. We're prepared for that. We can handle that." But pulling off a cyber assault on that scale is no easy feat. Weiss agreed that hackers intent on inflicting this kind of long-term interruption of power would need to use a tool capable of inflicting physical damage. And so far, the world has seen only one such weapon: Stuxnet, which is believed to have been a joint military project of Israel and the United States. Ralph Langner, a German expert on industrial-control system security, was among the first to discover that Stuxnet was specifically designed to attack the Supervisory Control and Data Acquisition system (SCADA) at a single site: Iran's Natanz uranium-enrichment plant. The computer worm's sophisticated programs, which infected the plant in 2009, caused about 1,000 of Natanz's 5,000 uranium-enrichment centrifuges to self-destruct by accelerating their precision rotors beyond the speeds at which they were designed to operate. Professionals like Weiss and others warned that Stuxnet was opening a Pandora's Box: Once it was unleashed on the world, they feared, it would become available to hostile states, criminals, and terrorists who could adapt the code for their own nefarious purposes. But two years after the discovery of Stuxnet, there are no reports of similar attacks against the United States. What has prevented the emergence of such copycat viruses? A 2009 paper published by the University of California, Berkeley, may offer the answer. The report, which was released a year before Stuxnet surfaced, found that in order to create a cyber weapon capable of crippling a specific control system ­­-- like the ones operating the U.S. electric grid -- six coders might have to work for up to six months to reverse engineer the targeted center's SCADA system. Even then, the report says, hackers likely would need the help of someone with inside knowledge of how the network's machines were wired together to plan an effective attack. "Every SCADA control center is configured differently, with different devices, running different software/protocols," wrote Rose Tsang, the report's author. Professional hackers are in it for the money -- and it's a lot more cost-efficient to search out vulnerabilities in widely-used computer programs like the Windows operating system, used by banks and other affluent targets, than in one-of-a-kind SCADA systems linked to generators and switches. According to Pollard, only the world's industrial nations have the means to use the Internet to attack utilities and major industries. But given the integrated global economy, there is little incentive, short of armed conflict, for them to do so. "If you're a state that has a number of U.S. T-bills in your treasury, you have an economic interest in the United States," he said. "You're not going to have an interest in mucking about with our infrastructure." There is also the threat of retaliation. Last year, the U.S. government reportedly issued a classified report on cyber strategy that said it could respond to a devastating digital assault with traditional military force. The idea was that if a cyber attack caused death and destruction on the scale of a military assault, the United States would reserve the right to respond with what the Pentagon likes to call "kinetic" weapons: missiles, bombs, and bullets. An unnamed Pentagon official, speaking to the Wall Street Journal, summed up the policy in less diplomatic terms: "If you shut down our power grid, maybe we will put a missile down one of your smokestacks." Deterrence is sometimes dismissed as a toothless strategy against cyber attacks because hackers have such an easy time hiding in the anonymity of the Web. But investigators typically come up with key suspects, if not smoking guns, following cyber intrusions and assaults -- the way suspicions quickly focused on the United States and Israel after Stuxnet was discovered. And with the U.S. military's global reach, even terror groups have to factor in potential retaliation when planning their operations.

#### Despite everyone having capabilities no one attack each other-norms and deterrence solve now.

**Valeriano et al. Glasgow political science lecturer, 2012**

(Brandon, “The Fog of Cyberwar”, 11-21, <http://www.foreignaffairs.com.proxy.library.emory.edu/articles/138443/brandon-valeriano-and-ryan-maness/the-fog-of-cyberwar?page=2>, DOA: 3-16-13, ldg)

Stuxnet was followed by the Flame virus: a new form of malware that infiltrated several networks in Iran and across the Middle East earlier this year. Flame copied text, recorded audio, and [deleted files](http://www.foreignaffairs.com.proxy.library.emory.edu/articles/138443/brandon-valeriano-and-ryan-maness/the-fog-of-cyberwar)on the computers into which it hacked. Israel and the United States are again the suspected culprits but deny responsibility. These two attacks generated substantial buzz in the media and among policymakers around the world. Their dramatic nature led some experts to argue that cyberwarfare will fundamentally change the future of international relations, forcing states to rethink their foreign policy. In a speech to the New York business community on October 11, 2012, U.S. Defense Secretary Leon Panetta expressed fear that a cyber version of Pearl Harbor might take the United States by surprise in the near future. He warned that the U.S. government, in addition to national power grids, [transportation systems](http://www.foreignaffairs.com.proxy.library.emory.edu/articles/138443/brandon-valeriano-and-ryan-maness/the-fog-of-cyberwar), and financial markets, are all at risk and that cyberdefense should be at the top of the list of priorities for President Barack Obama’s second term. The Stuxnet and Flame attacks, however, are not the danger signs that some have made them out to be. First of all, the [viruses](http://www.foreignaffairs.com.proxy.library.emory.edu/articles/138443/brandon-valeriano-and-ryan-maness/the-fog-of-cyberwar) needed to be physically injected into Iranian networks, likely by U.S. or Israeli operatives, suggesting that the tactic still requires traditional intelligence and military operation methods. Second, Stuxnet derailed Iran’s nuclear program for only a short period, if at all. And Flame did nothing to slow Iran’s nuclear progression directly, because it seems to have been only a data-collection operation. Some cyberattacks over the past decade have briefly affected state strategic plans, but none has resulted in death or lasting damage. For example, the 2007 cyberattacks on Estonia by Russia shut down networks and government websites and disrupted commerce for a few days, but things swiftly went back to normal. The majority of cyberattacks worldwide have been minor: easily corrected annoyances such as website defacements or basic data theft -- basically the least a state can do when challenged diplomatically. Our research shows that although warnings about cyberwarfare have become more severe, the actual magnitude and pace of attacks do not match popular perception. Only 20 of 124 active rivals -- defined as the most conflict-prone pairs of states in the system -- engaged in cyberconflict between 2001 and 2011. And there were only 95 total cyberattacks among these 20 rivals. The number of observed attacks pales in comparison to other ongoing threats: a state is 600 times more likely to be the target of a terrorist attack than a cyberattack. We used a severity score ranging from five, which is minimal damage, to one, where death occurs as a direct result from cyberwarfare. Of all 95 cyberattacks in our analysis, the highest score -- that of Stuxnet and Flame -- was only a three. To be sure, states should defend themselves against cyberwarfare, but throwing vast amounts of money toward a low-level threat does not make sense. The Pentagon estimates it spent $2.6 to $3.2 billion on cybersecurity in fiscal year 2012. And it is likely that such spending will only increase. The U.S. Air Force alone anticipates spending $4.6 billion on cybersecurity in the next year. Even if the looming “fiscal cliff” guts the Defense Department’s budget, Panetta has made clear that cybersecurity will remain a top funding priority. At a New York conference on October 12, 2012, he described the United States as being in a “pre-9/11 moment” with regards to cyberwarfare and said that the “attackers are plotting,” in reference to the growing capabilities of Russia, China, and Iran. Of the 20 ongoing interstate rivals in our study, China and the United States cybertargeted each other the most. According to our study, Beijing attacked U.S. assets 18 times and Washington returned fire twice. Two notable attacks were the 2011 Pentagon raid, which stole sensitive files from the Defense Department, and the 2001 theft of Lockheed Martin’s F-35 fighter-jet schematics. These attacks get only a moderate severity score because they targeted specific, nonessential state documents and were not intended to affect the general public. Over the same time span, India and Pakistan targeted each other 11 times (India five times, Pakistan six), as did North and South Korea, with North Korea being the aggressor ten times and South Korea launching one return attack. These ranged from minor incidents, such as Pakistan defacing an Indian government website, to more serious ones, such as North Korea stealing sensitive state documents from South Korea. Israeli-Iranian tensions have risen in recent months, but despite all the talk, this conflict is not playing out in the cybersphere. There were only eight cyberattacks between these states from 2001 to 2011, four launched by Israel, four by Iran. Although Stuxnet and Flame were more severe, Iranian attempts to disrupt government websites have not been very sophisticated. And Israel’s near-insistence on an armed conventional attack proves that even the most sophisticated cyberattacks are not changing state behavior. Cyberattacks are rare, and when they do occur, states are cautious in their use of force. As with conventional and nuclear conflict, some of the principles of deterrence and mutually assured destruction [apply](http://www.foreignaffairs.com.proxy.library.emory.edu/articles/138443/brandon-valeriano-and-ryan-maness/the-fog-of-cyberwar?page=2). Any aggressor in cyberspace faces the acute threat of blowback: having techniques replicated and repeated against the initiator. Once developed, a cyberweapon can easily be copied and used by a tech-savvy operative with access to a critical system such as the Defense Department’s network, which foreign-government hackers have had success infiltrating. Far from making interstate cyberwarfare more common, the ease of launching an attack actually keeps the tactic in check. Most countries’ cyberdefenses are weak, and a state trying to exploit an adversary’s weakness may be similarly vulnerable, inviting easy retaliation. An unspoken but powerful international norm against civilian targets further limits the terms of cyberwarfare.

### Scs

#### No South China conflict-engagement will check miscalc and mistrust

**Thayer, New South Wales emeritus professor, 2013**

(Carlyle, “Why China and the US won’t go to war over the South China Sea”, 5-13, <http://www.eastasiaforum.org/2013/05/13/why-china-and-the-us-wont-go-to-war-over-the-south-china-sea/>, ldg)

China’s increasing assertiveness in the South China Sea is challenging US primacy in the Asia Pacific. Even before Washington announced its official policy of rebalancing its force posture to the Asia Pacific, the United States had undertaken steps to strengthen its military posture by deploying more nuclear attack submarines to the region and negotiating arrangements with Australia to rotate Marines through Darwin.Since then, the United States has deployed Combat Littoral Ships to Singapore and is negotiating new arrangements for greater military access to the Philippines. But these developments do not presage armed conflict between China and the United States. The People’s Liberation Army Navy has been circumspect in its involvement in South China Sea territorial disputes, and the United States has been careful to avoid being entrapped by regional allies in their territorial disputes with China. Armed conflict between China and the United States in the South China Sea appears unlikely. Another, more probable, scenario is that both countries will find a modus vivendi enabling them to collaborate to maintain security in the South China Sea. The Obama administration has repeatedly emphasised that its policy of rebalancing to Asia is not directed at containing China. For example, Admiral Samuel J. Locklear III, Commander of the US Pacific Command, recently stated, ‘there has also been criticism that the Rebalance is a strategy of containment. This is not the case … it is a strategy of collaboration and cooperation’. However, a review of past US–China military-to-military interaction indicates that an agreement to jointly manage security in the South China Sea is unlikely because of continuing strategic mistrust between the two countries. This is also because the currents of regionalism are growing stronger. As such, a third scenario is more likely than the previous two: that China and the United States will maintain a relationship of cooperation and friction. In this scenario, both countries work separately to secure their interests through multilateral institutions such as the East Asia Summit, the ASEAN Defence Ministers’ Meeting Plus and the Enlarged ASEAN Maritime Forum. But they also continue to engage each other on points of mutual interest. The Pentagon has consistently sought to keep channels of communication open with China through three established bilateral mechanisms: Defense Consultative Talks, the Military Maritime Consultative Agreement (MMCA), and the Defense Policy Coordination Talks. On the one hand, these multilateral mechanisms reveal very little about US–China military relations. Military-to-military contacts between the two countries have gone through repeated cycles of cooperation and suspension, meaning that it has not been possible to isolate purely military-to-military contacts from their political and strategic settings. On the other hand, the channels have accomplished the following: continuing exchange visits by high-level defence officials; regular Defense Consultation Talks; continuing working-level discussions under the MMCA; agreement on the ‘7-point consensus’; and no serious naval incidents since the 2009 USNS Impeccable affair. They have also helped to ensure continuing exchange visits by senior military officers; the initiation of a Strategic Security Dialogue as part of the ministerial-level Strategic & Economic Dialogue process; agreement to hold meetings between coast guards; and agreement on a new working group to draft principles to establish a framework for military-to-military cooperation. So the bottom line is that, despite ongoing frictions in their relationship, the United States and China will continue engaging with each other. Both sides understand that military-to-military contacts are a critical component of bilateral engagement. Without such interaction there is a risk that mistrust between the two militaries could spill over and have a major negative impact on bilateral relations in general. But strategic mistrust will probably persist in the absence of greater transparency in military-to-military relations. In sum, Sino-American relations in the South China Sea are more likely to be characterised by cooperation and friction than a modus vivendi of collaboration or, a worst-case scenario, armed conflict.

# 1NR

## Terror Defense

#### Odds are one in three billion

**Mueller, OSU political science professor, 2010**

(John, “Calming Our Nuclear Jitter”, Issues in Science and Technology <http://www.issues.org/26.2/mueller.html>, ldg)

In contrast to these predictions, terrorist groups seem to have exhibited only limited desire and even less progress in going atomic. This may be because, after brief exploration of the possible routes, they, unlike generations of alarmists, have discovered that the tremendous effort required is scarcely likely to be successful. The most plausible route for terrorists, according to most experts, would be to manufacture an atomic device themselves from purloined fissile material (plutonium or, more likely, highly enriched uranium). This task, however, remains a daunting one, requiring that a considerable series of difficult hurdles be conquered and in sequence. Outright armed theft of fissile material is exceedingly unlikely not only because of the resistance of guards, but because chase would be immediate. A more promising approach would be to corrupt insiders to smuggle out the required substances. However, this requires the terrorists to pay off a host of greedy confederates, including brokers and money-transmitters, any one of whom could turn on them or, either out of guile or incompetence, furnish them with stuff that is useless. Insiders might also consider the possibility that once the heist was accomplished, the terrorists would, as analyst Brian Jenkins none too delicately puts it, “have every incentive to cover their trail, beginning with eliminating their confederates.” If terrorists were somehow successful at obtaining a sufficient mass of relevant material, they would then probably have to transport it a long distance over unfamiliar terrain and probably while being pursued by security forces. Crossing international borders would be facilitated by following established smuggling routes, but these are not as chaotic as they appear and are often under the watch of suspicious and careful criminal regulators. If border personnel became suspicious of the commodity being smuggled, some of them might find it in their interest to disrupt passage, perhaps to collect the bounteous reward money that would probably be offered by alarmed governments once the uranium theft had been discovered. Once outside the country with their precious booty, terrorists would need to set up a large and well-equipped machine shop to manufacture a bomb and then to populate it with a very select team of highly skilled scientists, technicians, machinists, and administrators. The group would have to be assembled and retained for the monumental task while no consequential suspicions were generated among friends, family, and police about their curious and sudden absence from normal pursuits back home. Members of the bomb-building team would also have to be utterly devoted to the cause, of course, and they would have to be willing to put their lives and certainly their careers at high risk, because after their bomb was discovered or exploded they would probably become the targets of an intense worldwide dragnet operation. Some observers have insisted that it would be easy for terrorists to assemble a crude bomb if they could get enough fissile material. But Christoph Wirz and Emmanuel Egger, two senior physicists in charge of nuclear issues at Switzerland‘s Spiez Laboratory, bluntly conclude that the task “could hardly be accomplished by a subnational group.” They point out that precise blueprints are required, not just sketches and general ideas, and that even with a good blueprint the terrorist group would most certainly be forced to redesign. They also stress that the work is difficult, dangerous, and extremely exacting, and that the technical requirements in several fields verge on the unfeasible. Stephen Younger, former director of nuclear weapons research at Los Alamos Laboratories, has made a similar argument, pointing out that uranium is “exceptionally difficult to machine” whereas “plutonium is one of the most complex metals ever discovered, a material whose basic properties are sensitive to exactly how it is processed.“ Stressing the “daunting problems associated with material purity, machining, and a host of other issues,” Younger concludes, “to think that a terrorist group, working in isolation with an unreliable supply of electricity and little access to tools and supplies” could fabricate a bomb “is farfetched at best.” Under the best circumstances, the process of making a bomb could take months or even a year or more, which would, of course, have to be carried out in utter secrecy. In addition, people in the area, including criminals, may observe with increasing curiosity and puzzlement the constant coming and going of technicians unlikely to be locals. If the effort to build a bomb was successful, the finished product, weighing a ton or more, would then have to be transported to and smuggled into the relevant target country where it would have to be received by collaborators who are at once totally dedicated and technically proficient at handling, maintaining, detonating, and perhaps assembling the weapon after it arrives. The financial costs of this extensive and extended operation could easily become monumental. There would be expensive equipment to buy, smuggle, and set up and people to pay or pay off. Some operatives might work for free out of utter dedication to the cause, but the vast conspiracy also requires the subversion of a considerable array of criminals and opportunists, each of whom has every incentive to push the price for cooperation as high as possible. Any criminals competent and capable enough to be effective allies are also likely to be both smart enough to see boundless opportunities for extortion and psychologically equipped by their profession to be willing to exploit them. Those who warn about the likelihood of a terrorist bomb contend that a terrorist group could, if with great difficulty, overcome each obstacle and that doing so in each case is “not impossible.” But although it may not be impossible to surmount each individual step, the likelihood that a group could surmount a series of them quickly becomes vanishingly small. Table 1 attempts to catalogue the barriers that must be overcome under the scenario considered most likely to be successful. In contemplating the task before them, would-be atomic terrorists would effectively be required to go though an exercise that looks much like this. If and when they do, they will undoubtedly conclude that their prospects are daunting and accordingly uninspiring or even terminally dispiriting. It is possible to calculate the chances for success. Adopting probability estimates that purposely and heavily bias the case in the terrorists’ favor—for example, assuming the terrorists have a 50% chance of overcoming each of the 20 obstacles—the chances that a concerted effort would be successful comes out to be less than one in a million. If one assumes, somewhat more realistically, that their chances at each barrier are one in three, the cumulative odds that they will be able to pull off the deed drop to one in well over three billion.

## Overview –

### Turns the case

A. Drones – lack of economic cooperation with other countries and trade, the United States credibility collapses – ushers in terrorist attacks and takes out uniqueness for their advantage – that’s Panzner – also means it’s the only scenario for terror uniqueness – no motive in the status quo, that was on case

#### Free trade undermines recruiting args of the terrorists

Preble, Director of Foreign Policy Studies at the Cato Institute, ‘3 (Christopher, October 20, “Free Trade: A Potent Weapon Against Terror” The Australian, lexis)

This week's Asia-Pacific Economic Co-operation summit in Bangkok provides President George W. Bush with an opportunity to promote free trade as a weapon in the fight against global terrorism, something that his administration has so far largely failed to do. An unequivocal commitment to free trade would erode the terrorists' hateful claims that the US and its allies intend to keep Muslims poor and weak.

B. Legal Regimes – lack of cooperation means that United States influence breaks down – means that they can’t set a new precedent for offensive use of force – also causes incentives for countries to default to war – the only scenario 2AC cross-ex outlines is China – that’s inevitable if China doesn’t feel it’s held back by economic disincentives – that’s Panzner

#### And more evidence – trade is key to contain China

Weede 2010

Erich, Professor of Sociology University of Bonn, The Capitalist Peace and the Rise of China: Establishing Global Harmony by Economic Interdependence International Interactions. Apr-Jun2010, Vol. 36 Issue 2, p206-213

Historically, the rise and fall of great powers has been related to great wars. Both world wars of the twentieth century would not have been possible without the previous industrialization and rise of Germany. World War II, which in Asia was a war between the Japanese on the one hand and the Western powers and China on the other hand, would not have been conceivable without the previous rise of Japan. The early phase of the Vietnam War has to be understood against the background of a declining France. If the rise and fall of great powers indicate great dangers, then one should question whether the world can peacefully accommodate a rising China. Here it is argued that the capitalist peace offers the best way to manage the coming power transition between China and the West. 1 China is rising. In the thirty years after Deng Xiaoping began economic reforms the Chinese economy grew nearly by a factor of ten. Recently, the West suffered from negative growth rates whereas China grows by about 8 percent a year. The difference in growth rates between China and the West has been about 10 percent. A power transition of such speed is without historical precedent. Given its size China is a “natural” great power— unlike Britain, France, or Germany. Even the combined population of the United States and the European Union does not approach the population size of China. If China outgrows poverty, then it must become a world power. Although war in the nuclear age threatens to be much worse than any previous world war, fear of nuclear war itself might exert some pacifying impact. Such fear, however, need not be our only protection against future wars. Economic interdependence itself makes war less likely. One finding of quantitative research is that military conflict becomes less likely if a pair of nations—say China and the United States, or China and India, or China and Japan—trade a lot with each other (Hegre 2009; Oneal and Russett 2005; Russett and Oneal 2001). Fortunately, all of them do. One may label this effect “peace by free trade”. Foreign investment has some beneficial impact, too (Souva and Prins 2006). Moreover, economic freedom reduces nvolvement in military conflict, and financial market openness reduces the risk of war, too (Gartzke 2005, 2007, 2009). Quantitative research has demonstrated that there is something like a capitalist peace. Until a few years ago it looked as if the democratic peace were solid and robust whereas the capitalist peace between free traders was less so. Now, however, the democratic peace looks more conditional: It is not only restricted to relations between democracies, but might also be restricted to developed or market democracies (Mousseau 2005, 2009). It has been doubted whether it applies to the poorest democracies. Moreover, the less mature or perfect the democracies are, the weaker the democratic peace is. By contrast, peace by free trade or economic freedom looks more robust. Pacifying effects are not restricted to relationships between free traders on both sides of a dispute (Russett 2009:19). Moreover, the trade to GDP ratio is no longer the only or even the best way to document the pacifying effects of economic freedom or the invisible hand. By applying innovative measures of free markets, such as avoidance of too much public property ownership and protectionism, one may argue in favor of much more robustly pacifying effects of economic freedom than of political freedom (McDonald 2009). The occurrence of World War I is the standard argument against peace by trade or economic interdependence because there was substantial economic interdependence between the Western powers and the Central European powers. Certainly, World War I serves as a useful reminder that commerce makes war less likely without making it impossible. But World War I is not as much of a problem for capitalist peace theory as frequently assumed. Moreover, there was no democratic contribution to pacification because the Central European powers were, at best, imperfect democracies. By contemporary standards, even the democratic character of the United Kingdom was not beyond suspicion because of franchise limitations. As far as trade linkages were concerned they were strongest where least needed— between Britain and France, between Britain and the United States, between Germany and Austria-Hungary. These pairs ended up on the same side in the war. Whereas strong trade links between Germany on the one hand and Britain or Russia on the other hand did not prevent them from fighting each other, Germany and France exemplify weak trade ties where strong ties were needed most in order to avoid hostilities (Russett and Oneal 2001:175). Skeptics rightly observe that increasing trade did not prevent World War I, but they overlook that trade volumes rose not because of free trade policies, but in spite of mounting protectionism. Trade increased because of falling transportation costs, but in spite of protectionist policies. Finally, capitalist or commercial peace theory is an admittedly incomplete theory. It says only how risks of war may be reduced but it says nothing about what generates them in the first place. But commercial peace theory is certainly compatible with World War II, which was even bloodier than the previous world war as well as with the later reconciliation between the former Axis powers and the West. There was little trade between the Western powers and the Axis powers. Since the Axis powers were not democracies, the democratic peace could also not apply between the Axis and the West. The different long-term effects of the settlements of both world wars may be explained by differences in application of a capitalist peace strategy toward the losers of the wars. After World War I France influenced the settlement more than anyone else. It did not even think of a commercial peace strategy. Misery and desperation within Germany contributed to Hitler’s empowerment and indirectly to World War II. After World War II, the United States, however, pursued a capitalist peace strategy toward the vanquished. It promoted global free trade and subsidized even the recovery of the losers of the war. Germany and Japan became prosperous and allies of the United States.

### Outweighs Case

And outweighs the case – causes every hotspot to escalate and collapses our ability to create norms – cites Iran, Indo-Pak, China-Taiwan, and terrorism

All escalate

## Line by line

### A2: Bohener/no vote

#### Political capital key to getting Boehner on board

The Main Wire 1/16/14

HEADLINE: US's Boehner, Reid Begin Positioning On Coming Debt Hike Bill

In their weekly briefings Thursday, House Speaker John Boehner and Senate Majority Leader Harry Reid spoke cautiously about the need for debt ceiling legislation in the coming months, with both congressional leaders saying they are uncertain when the hard deadline is for the legislation. Speaking first, Boehner said Congress should "act quickly" to approve legislation to increase the debt ceiling, but then said he had "no idea" when the hard deadline is for increasing the debt ceiling. "I don't have an estimate," Boehner said when asked if he believed legislation should be approved by late February or early March as Treasury Secretary Jack Lew urged in a letter to Congress in late December. Boehner said President Barack Obama has "made it clear" he will not enter talks with Congress on debt ceiling legislation. Boehner said long-term fiscal issues remain stalemated by the Democratic demand for additional revenues as part of any broad fiscal deal. "Republicans are not going to raise taxes," Boehner said. Boehner said he has no desire to enter into direct talks with Obama on fiscal matters, adding that long-term fiscal matters remain in a "fairly difficult box." Speaking after Boehner, Reid said the Senate will deal with debt ceiling legislation when it's necessary. "There is no urgency," Reid said, referring to the immediate legislative agenda. Reid said he has heard conflicting information about when the debt ceiling must be increased, noting that he has heard of deadlines as late as April and May. Reid said Obama was "extremely emphatic" in a Wednesday meeting with Senate Democrats that he won't negotiate over the debt ceiling. In their briefing, the two congressional leaders differed over several economic issues. Boehner said he remains open to emergency unemployment insurance legislation provided that it's fully offset with other spending cuts and is coupled with job creation legislation. He said these conditions have not yet been met. Boehner said falling budget deficits are due to GOP demands on the administration to cut spending. "Republicans have forced the administration to hold the line on spending," he said. Boehner called on Obama to "pull out all the stops" to push trade promotion authority legislation this year, arguing he is "hopeful" it can be approved this year if the president pushes the legislation aggressively. In his remarks, Reid focused heavily on the stalled UI bill in the Senate, vowing that Democrats will continue to work to pass the bill in the coming weeks. "We're going to continue on this," Reid said, charging that Republican senators continue to shift their demands on the bill. "This is not funny," Reid said, adding it's "asinine" to suggest that Democrats are pushing the UI extension bill for political reasons.

Boehner will bring to a vote and deliver

Barfield 7/3/13 Claude Barfield is a Resident Scholar at AEI and a former consultant to the office of the US Trade Representative, July 3, 2013, “On trade, Republicans have Speaker Boehner’s back” http://www.aei-ideas.org/2013/07/on-trade-republicans-have-speaker-boehners-back/

John Boehner still has much to fear from the rambunctious younger cohorts of his Republican caucus: they may well ignore Lindsey Graham’s warning about a Republican “demographic death spiral” and torpedo any plausible immigration reform; and they may well balk at raising the debt ceiling in the fall. But on one issue — trade policy — the Speaker can rest easy: his Republican majority will stand almost completely united. This means within the next several months (assuming the Obama administration doesn’t overreach in attempting to placate its union and environmental group allies), the Speaker will be able to deliver a sizable Republican majority in favor of granting the president new trade promotion authority; and down the road in 2014, should the Trans-Pacific Partnership agreement be concluded, Boehner will also not face the embarrassment of scrambling for votes, as was the case recently with the agriculture bill.

### Uniqueness

Obama focused on TPA-political capital key to passing it this year

Inside U.S. Trade 1/17/14

HEADLINE: Carney Defends White House Push For TAA; Boehner Urges Larger Effort

White House Press Secretary Jay Carney yesterday (Jan. 16) said that President Obama is personally engaged with members of Congress on the issue the need to renew Trade Promotion Authority (TPA), even as House and Senate lawmakers called on the administration to do more to secure congressional passage of the bill. "I don't have a schedule of [Obama's] engagement in it. He is engaged in it. He speaks with members about it. He has a team that is engaged in this effort," Carney told reporters, defending the administration's efforts to move forward a TPA bill. "And we're going to continue to push for as broad a bipartisan support as we can get." Carney's remarks were made in response to a question that related the comments by Senate Finance Committee Ranking Member Orrin Hatch (R-UT) at a Finance Committee on TPA earlier that day. Hatch warned that TPA will fail to pass unless the administration promotes it more actively (see related story). The press secretary was asked about the absence of U.S. Trade Representative Michael Froman from the hearing, but Carney deferred the question to USTR. Froman's absence was criticized by Republican senators at the hearing. Another reporter asked if Obama had pressed the importance of TPA when he met with Senate Democrats on Jan. 15. A readout of the meeting said the president and the senators present discussed their priorities for the year, and that Obama will use his executive authority formally and informally to "get things done," but did not mention TPA. Carney declined to comment, saying that he skipped the meeting. The Jan. 16 press briefing marks the latest volley between the administration and congressional Republicans over the executive branch's role in pushing for the renewal of TPA. House Speaker John Boehner (R-OH) urged Obama twice this week to make the case for renewing TPA, urging the president to "pull out all the stops" for the bill's passage. "Now after five years in office, we know how the president can be when he's serious about something," Boehner said at his weekly press briefing yesterday. "He hits the road, uses his bully pulpit, and he takes his case to the American people." Boehner said that Obama will do the same if he's serious about TPA, adding that he hopes to pass the bill this year. His remarks came one day after Boehner called on Obama to actively push for Congress to approve a bill to renew TPA as part of a larger plea for the president to take the lead on a slew of initiatives that Republicans argue would create jobs for Americans.

#### TPA will be a tough fight but will pass

Inside U.S. Trade 1/10/14

HEADLINE: Donohue Confident TPA Will Pass, Signals Major Business Lobbying Effort

U.S. Chamber of Commerce President Thomas Donohue this week expressed confidence that a bill to renew fast-track negotiating authority introduced in Congress yesterday (Jan. 9) would garner enough votes to win congressional approval, and signaled that the Chamber would carry out a massive lobbying effort to make that happen. The

fast-track bill "will pass," Donohue said at a press conference following his annual State of Business address. "It'll take a while to do it. It'll have a little debate," he added. Similarly, John Murphy, Chamber vice president of international affairs, acknowledged at the event that getting Congress to approve the fast-track bill is "going to be a tough campaign," as it has been in the past. But he stressed that the Chamber is "convinced the coalition will come together" to get the bill passed.

#### And Obama push will get TPA

Business Week 1/6/14

http://www.businessweek.com/news/2014-01-06/business-groups-back-obama-on-trade-as-historic-debate-begins#p2

Ed Gresser, a former adviser to the U.S. Trade Representative’s office under President Bill Clinton, said a similar number of Republicans opposed giving the White House fast-track negotiating authority in 2002, and that Obama will be able to persuade enough Democrats to support a new bill. “It actually is quite do-able for the administration,” he said in a phone interview.

### Link

#### The plan drains political capital and derails agenda

**Shane, Ohio State law school chair 2011**

(Peter, “ARTICLE: The Obama Administration and the Prospects for a Democratic Presidency in a Post-9/11 World”, 56 N.Y.L. Sch. L. Rev. 27, lexis, ldg)

The second is politics. With the country still grappling with the effects of a devastating recession, as well as the need for pressing action on healthcare, climate change, and immigration, the President might well want to avoid the appearance of diluting his focus. Moreover, since the Johnson administration, Republicans have consistently--and with some success--cowed the Democrats by portraying them as soft on national security issues. The partisan pushback against any Obama administration effort to reinvigorate the rule of law in the national security context is likely to be vicious, threatening to erode whatever modicum of goodwill might otherwise be available to accomplish seemingly more concrete and immediate objectives. This, of course, is not hypothetical. We can see it in Republican efforts to derail the closing of Guantanamo and in proposals to prohibit the trial of foreign terrorists in civilian courts n108--a practice that Republicans seemed happier to live with under George W. Bush. n109

#### Obama will need to spend political capital to garner Republican support for national security reforms like the plan

The Huffington Post 6/4/13

HEADLINE: Act Two oaf US Drone Policy Reform

Jun 04, 2013 (The Huffington Post:http://www.huffingtonpost.com/ Delivered by Newstex)¶ The Obama administration recently lifted its veil of secrecy about its drone usage by providing a substantial amount of information for the first time to a public audience about the program. In a major national security speech on May 23, President Obama outlined new counterterrorism policies with the hope of "redefining[1] what has been a global war into a more targeted assault on terrorist groups threatening the United States." Obama presented a number of steps that his administration has already taken to realize this vision, including setting up guidelines for drone strike usage, briefing appropriate Congressional committees about every drone strike, lifting the moratorium on the transfer of Guantanamo detainees to Yemen, and appointing a new envoy to help facilitate the transfer of detainees to third countries. ¶ While Obama was able to take those actions using his executive powers, the reality is that he needs Congressional support in order to achieve his broader national security goals. Many of the more substantial initiatives that Obama presented in his speech, including additional funding for embassy security and international development, a repeal of the Authorization for Use of Military Force and the "establishment[2] of a special court to evaluate and authorize lethal action," require Congressional legislation to be implemented. Congressional support for Obama's new national security policies will be difficult to achieve given the current dysfunctional partisanship in Washington. Many Republicans with hawkish national security beliefs expressed their discontent with Obama's desire to scale back the war on terror. Senator Saxby Chambliss, the senior Republican on the Senate Intelligence Committee, claimed that Obama's speech will be "viewed by terrorists as a victory[3]." In a similar light, Senator John McCain noted that "To somehow argue that al Qaeda[4] is quote 'on the run,' comes from a degree of unreality that to me is really incredible. Al Qaeda is expanding all over the Middle East from Mali to Yemen and all the places in between." The Obama administration recognizes that its current counterterrorism policies, particularly regarding drone strikes, are not sustainable in the long run. Extensive use of drone strikes, which have already killed between 3,000 and 4,000 people[5] according to NGO reporting, have damaged[6] U.S. relations with other countries and caused growing domestic concern about human rights violations and abuse of presidential war power. For the administration to realize its goal of making U.S. drone usage more effective and sustainable, it needs to garner Republican support for reforms to national security policies. Potential Republican support could come from Tea Party activists who seek to limit Presidential power. Only a couple of weeks ago, Tea Party favorite Senator Rand Paul[7] launched a 13-hour filibuster denouncing the administration's drone usage and promoting restrictions on presidential war power. In an Alice in Wonderland-like situation, a human rights-Tea Party coalition could emerge to support Obama's push for reforms to U.S. counterterrorism policies. Now that would be fun to watch.

#### Restricting presidential war authority renders Obama impotent

Seeking Alpha 9-10, 9-10-2013, “Syria Could Upend Debt Ceiling Fight,” http://seekingalpha.com/article/1684082-syria-could-upend-debt-ceiling-fight

Unless President Obama can totally change a reluctant public's perception of another Middle-Eastern conflict, it seems unlikely that he can get 218 votes in the House, though he can probably still squeak out 60 votes in the Senate. This defeat would be totally unprecedented as a President has never lost a military authorization vote in American history. To forbid the Commander-in-Chief of his primary power renders him all but impotent. At this point, a rebuff from the House is a 67%-75% probability.

### AT: Obamacare

Obama rebounding-Obamacare, economy, and bipartisanship are all going Obamas way

Independent Voices 1/6/14

Last-chance saloon: Last year was the nadir of Obama’s presidency. In 2014, he needs more than economic growth to salvage his legacy

The President is not yet a lame duck

<http://www.independent.co.uk/voices/editorials/lastchance-saloon-last-year-was-the-nadir-of-obamas-presidency-in-2014-he-needs-more-than-economic-growth-to-salvage-his-legacy-9042137.html>

Largely as a result, the President’s approval rating has tumbled to 40 per cent; not as dismal a level as post-Katrina George W Bush, but far behind both Ronald Reagan and Bill Clinton at a similar point. Mr Obama is not yet a lame duck. That unwanted status threatens only after November’s mid-term elections, especially if Democrats lose control of the Senate. But already he is perilously close. All is not yet lost, however. After its disastrous debut in October, the Obamacare website now works reasonably well, and more Americans are signing up for coverage on the new health exchanges. Moreover, new benefits have kicked in that also might gradually win over a still largely hostile public. If so, then the President’s political prospects could be transformed. A second reason for the White House to believe that 2014 can only be better than 2013 is the improving US economy. Recent unemployment and growth statistics suggest that a recovery hitherto mainly visible only in soaring stock prices on Wall Street is becoming self-sustaining, and that Main Street is finally feeling the benefits, too. A rising economic tide will lift all boats, including Mr Obama’s. Even on Capitol Hill, there are faint glimmers of bipartisan momentum. The modest budget deal passed before Christmas raises hopes that yet another damaging confrontation over the debt ceiling can be avoided next month. Similarly, Republicans are making slightly more encouraging noises about immigration reform, the passage of which would much enhance the Obama legacy. At the same time, Speaker John Boehner is showing an overdue willingness to face down the Tea Party zealots in his own ranks who have made virtually all compromise impossible. Lastly, it is conceivable, albeit distinctly unlikely, that the Democrats recapture control of the House. Much depends on Mr Obama himself. Perhaps even the most accomplished horse-traders like Lyndon Johnson or Bill Clinton would not have achieved much in Washington’s current poisonous climate. But this President has a manifest contempt for Congress; indeed he gives little sign of enjoying the rough and tumble of politics at all. Even the Democratic faithful who once adored him have wearied of rhetoric without results. The best way Mr Obama can restore his fortunes is to roll up his sleeves and enter the fray. Welcome back, Mr President.