### Drone Prolif

#### First, the global drone arms race is underway now

Boyle 2013
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A global arms race for drone technology is already under way. According to one estimate, global spending on drones is likely to be more than US$94 billion by 2021.126 One factor that is facilitating the spread of drones (particularly non-lethal drones) is their cost relative to other military purchases. The top-of-the line Predator or Reaper model costs approximately US$10.5 million each, compared to the US$150 million price tag of a single F-22 fighter jet.127 At that price, drone technology is already within the reach of most developed militaries, many of which will seek to buy drones from the US or another supplier. With demand growing, a number of states, including China and Israel, have begun the aggressive selling of drones, including attack drones, and Russia may also be moving into this market.128 Because of concerns that export restrictions are harming US competitiveness in the drones market, the Pentagon has granted approval for drone exports to 66 governments and is currently being lobbied to authorize sales to even more.129 The Obama administration has already authorized the sale of drones to the UK and Italy, but Pakistan, the UAE and Saudi Arabia have been refused drone technology by congressional restrictions.130 It is only a matter of time before another supplier steps in to offer the drone technology to countries prohibited by export controls from buying US drones. According to a study by the Teal Group, the US will account for 62 per cent of research and development spending and 55 per cent of procurement spending on drones by 2022.131 As the market expands, with new buyers and sellers, America’s ability to control the sale of drone technology will be diminished. It is likely that the US will retain a substantial qualitative advantage in drone technology for some time, but even that will fade as more suppliers offer drones that can match US capabilities

#### Second, the US has a narrow window of opportunity to shape drone proliferation, only US reform based on transparency and restraint will solve

Zenko, 2013

[Micah, Council of Foreign Relations, Reforming U.S. Drone Strike Policies, January 2013, Council Special Report No. 65, Online] /Wyo-MB

In short, a world characterized by the proliferation of armed drones—used with little transparency or constraint—would under- mine core U.S. interests, such as preventing armed conflict, promoting human rights, and strengthening international legal regimes. It would be a world in which targeted killings occur with impunity against anyone deemed an “enemy” by states or nonstate actors, without accountability for legal justification, civilian casualties, and proportionality. Perhaps more troubling, it would be a world where such lethal force no longer heeds the borders of sovereign states. Because of drones’ inherent advantages over other weapons platforms, states and nonstate actors would be much more likely to use lethal force against the United States and its allies. Much like policies governing the use of nuclear weapons, offensive cyber capabilities, and space, developing rules and frameworks for innovative weapons systems, much less reaching a consensus within the U.S. government, is a long and arduous process. In its second term, the Obama administration has a narrow policy window of opportunity to pursue reforms of the targeted killings program. The Obama admin- istration can proactively shape U.S. and international use of armed drones in nonbattlefield settings through transparency, self-restraint, and engagement, or it can continue with its current policies and risk the consequences. To better secure the ability to conduct drone strikes, and potentially influence how others will use armed drones in the future, the United States should undertake the following specific policy recommendations.

#### Third, Establishing a precedent of transparency and accountability spills over globally– a non-executive framework is key

Brooks 13 (Rosa, Professor of Law – Georgetown University Law Center, Bernard L. Schwartz Senior Fellow – New America Foundation, Former Counselor to the Undersecretary of Defense for Policy – Department of Defense, “The Constitutional and Counterterrorism Implications of Targeted Killing,” Testimony Before the Senate Judiciary Subcommittee on the Constitution, Civil Rights, and Human Rights, 4-23, <http://www.judiciary.senate.gov/pdf/04-23-13BrooksTestimony.pdf>)

5. Setting Troubling International Precedents Here is an additional reason to worry about the U.S. overreliance on drone strikes: Other states will follow America's example, and the results are not likely to be pretty. Consider once again the Letelier murder, which was an international scandal in 1976: If the Letelier assassination took place today, the Chilean authorities would presumably insist on their national right to engage in “targeted killings” of individuals deemed to pose imminent threats to Chilean national security -- and they would justify such killings using precisely the same legal theories the US currently uses to justify targeted killings in Yemen or Somalia. We should assume that governments around the world—including those with less than stellar human rights records, such as Russia and China—are taking notice. Right now, the United States has a decided technological advantage when it comes to armed drones, but that will not last long. We should use this window to advance a robust legal and normative framework that will help protect against abuses by those states whose leaders can rarely be trusted. Unfortunately, we are doing the exact opposite: Instead of articulating norms about transparency and accountability, the United States is effectively handing China, Russia, and every other repressive state a playbook for how to foment instability and –literally -- get away with murder. Take the issue of sovereignty. Sovereignty has long been a core concept of the Westphalian international legal order.42 In the international arena, all sovereign states are formally considered equal and possessed of the right to control their own internal affairs free of interference from other states. That's what we call the principle of non-intervention -- and it means, among other things, that it is generally prohibited for one state to use force inside the borders of another sovereign state. There are some well-established exceptions, but they are few in number. A state can lawfully use force inside another sovereign state with that state's invitation or consent, or when force is authorized by the U.N. Security Council, pursuant to the U.N. Charter, 43 or in self-defense "in the event of an armed attack." The 2011 Justice Department White Paper asserts that targeted killings carried out by the United States don't violate another state's sovereignty as long as that state either consents or is "unwilling or unable to suppress the threat posed by the individual being targeted." That sounds superficially plausible, but since the United States views itself as the sole arbiter of whether a state is "unwilling or unable" to suppress that threat, the logic is in fact circular. It goes like this: The United States -- using its own malleable definition of "imminent" -- decides that Person X, residing in sovereign State Y, poses a threat to the United States and requires killing. Once the United States decides that Person X can be targeted, the principle of sovereignty presents no barriers, because either 1) State Y will consent to the U.S. use of force inside its borders, in which case the use of force presents no sovereignty problems or 2) State Y will not consent to the U.S. use of force inside its borders, in which case, by definition, the United States will deem State Y to be "unwilling or unable to suppress the threat" posed by Person X and the use of force again presents no problem. This is a legal theory that more or less eviscerates traditional notions of sovereignty, and has the potential to significantly destabilize the already shaky collective security regime created by the U.N. Charter.44 If the US is the sole arbiter of whether and when it can use force inside the borders of another state, any other state strong enough to get away with it is likely to claim similar prerogatives. And, of course, if the US executive branch is the sole arbiter of what constitutes an imminent threat and who constitutes a targetable enemy combatant in an illdefined war, why shouldn’t other states make identical arguments—and use them to justify the killing of dissidents, rivals, or unwanted minorities?

#### Fourth, Drone courts are key limit executive behavior and to solve transparency

Wexler 13

(Lesley, Professor of Law, University of Illinois College of Law, “The Role of the Judicial Branch during the Long War: Drone Courts, Damage Suits, and FOIA Requests,” 2013, Social Science Research Network/) /wyo-mm

This chapter suggests the judiciary may play an important role in the debate over the executive branch’s decisions regarding IHL even if it declines to speak to the substance of such cases. First, advocates may use courts as a visible platform in which to make their arguments and spur conversations about alternative, non-judicially mandated transparency and accountability measures. As they did with the trio of detention cases, advocates can leverage underlying constitutional concerns about the treatment of citizens to stimulate interest in the larger IHL issues. Second, litigants may use courts to publicize and pursue Freedom of Information (FOIA) requests and thus enhance transparency. Even if courts decline to grant FOIA requests, the lawsuits can generate media attention about what remains undisclosed. Third, and most robustly, Congress may pass legislation that would facilitate either prospective review of kill lists through a so-called drone court or remove procedural barriers to retrospective damage suits for those unlawfully killed by a drone strike. Even the threat of such judicial role may influence executive branch behavior.

#### Fifth, the plan solves international norms for drone use, US norms can shape and limit drone prolif and provide the ability to apply diplomatic pressure

Zenko, 2013

[Micah, Council of Foreign Relations, Reforming U.S. Drone Strike Policies, January 2013, Council Special Report No. 65, Online] /Wyo-MB

History shows that how states adopt and use new military capabili- ties is often influenced by how other states have—or have not—used them in the past. Furthermore, norms can deter states from acquiring new technologies.72 Norms—sometimes but not always codified as legal regimes—have dissuaded states from deploying blinding lasers and landmines, as well as chemical, biological, and nuclear weapons. A well-articulated and internationally supported normative framework, bolstered by a strong U.S. example, can shape armed drone proliferation and employment in the coming decades. Such norms would not hinder U.S. freedom of action; rather, they would internationalize already-necessary domestic policy reforms and, of course, they would be acceptable only insofar as the limitations placed reciprocally on U.S. drones furthered U.S. objectives. And even if hostile states do not accept norms regulating drone use, the existence of an international normative framework, and U.S. compliance with that framework, would preserve Washington’s ability to apply diplomatic pressure. Models for developing such a framework would be based in existing international laws that emphasize the principles of necessity, proportionality, and distinction—to which the United States claims to adhere for its drone strikes—and should be informed by comparable efforts in the realms of cyber and space.

#### Sixth, Unfettered drone prolif causes deterrence crises that lead to nuclear conflict and Indo-Pak war

Boyle, 13 [“The costs and consequences of drone warfare”, MICHAEL J. BOYLE, International Affairs 89: 1 (2013) 1–29, assistant professor of political science at LaSalle University]

The emergence of this arms race for drones raises at least five long-term strategic consequences, not all of which are favourable to the United States over the long term. First, it is now obvious that other states will use drones in ways that are inconsistent with US interests. One reason why the US has been so keen to use drone technology in Pakistan and Yemen is that at present it retains a substantial advantage in high-quality attack drones. Many of the other states now capable of employing drones of near-equivalent technology—for example, the UK and Israel—are considered allies. But this situation is quickly changing as other leading geopolitical players, such as Russia and China, are beginning rapidly to developand deploy drones for their own purposes. While its own technology still lags behind that of the US, Russia has spent huge sums on purchasing drones and has recently sought to buy the Israeli-made Eitan drone capable of surveillance and firing air-to-surface missiles.132 China has begun to develop UAVs for reconnaissance and combat and has several new drones capable of long-range surveillance and attack under development.133 China is also planning to use unmanned surveillance drones to allow it to monitor the disputed East China Sea Islands, which are currently under dispute with Japan and Taiwan.134 Both Russia and China will pursue this technology and develop their own drone suppliers which will sell to the highest bidder, presumably with fewer export controls than those imposed by the US Congress. Once both governments have equivalent or near-equivalent levels of drone technology to the United States, they will be similarly tempted to use it for surveillance or attack in the way the US has done. Thus, through its own over-reliance on drones in places such as Pakistan and Yemen, the US may be hastening the arrival of a world where its qualitative advantages in drone technology are eclipsed and where this technology will be used and sold by rival Great Powers whose interests do not mirror its own. A second consequence of the spread of drones is that many of the traditional concepts which have underwritten stability in the international system will be radically reshaped by drone technology. For example, much of the stability among the Great Powers in the international system is driven by deterrence, specifically nuclear deterrence.135 Deterrence operates with informal rules of the game and tacit bargains that govern what states, particularly those holding nuclear weapons, may and may not do to one another.136 While it is widely understood that nuclear-capable states will conduct aerial surveillance and spy on one another, overt military confrontations between nuclear powers are rare because they are assumed to be costly and prone to escalation. One open question is whether these states will exercise the same level of restraint with drone surveillance, which is unmanned, low cost, and possibly deniable. States may be more willing to engage in drone overflights which test the resolve of their rivals, or engage in ‘salami tactics’ to see what kind of drone-led incursion, if any, will motivate a response.137 This may have been Hezbollah’s logic in sending a drone into Israeli airspace in October 2012, possibly to relay information on Israel’s nuclear capabilities.138 After the incursion, both Hezbollah and Iran boasted that the drone incident demonstrated their military capabilities.139 One could imagine two rival states—for example, India and Pakistan—deploying drones to test each other’s capability and resolve, with untold consequences if such a probe were misinterpreted by the other as an attack. As drones get physically smaller and more precise, and as they develop a greater flying range, the temptation to use them to spy on a rival’s nuclear programme or military installations might prove too strong to resist. If this were to happen, drones might gradually erode the deterrent relationships that exist between nuclear powers, thus magnifying the risks of a spiral of conflict between them. Another dimension of this problem has to do with the risk of accident. Drones are prone to accidents and crashes. By July 2010, the US Air Force had identified approximately 79 drone accidents.140 Recently released documents have revealed that there have been a number of drone accidents and crashes in the Seychelles and Djibouti, some of which happened in close proximity to civilian airports.141 The rapid proliferation of drones worldwide will involve a risk of accident to civilian aircraft, possibly producing an international incident if such an accident were to involve an aircraft affiliated to a state hostile to the owner of the drone. Most of the drone accidents may be innocuous, but some will carry strategic risks. In December 2011, a CIA drone designed for nuclear surveillance crashed in Iran, revealing the existence of the spying programme and leaving sensitive technology in the hands of the Iranian government.142 The expansion of drone technology raises the possibility that some of these surveillance drones will be interpreted as attack drones, or that an accident or crash will spiral out of control and lead to an armed confrontation.143 An accident would be even more dangerous if the US were to pursue its plans for nuclear-powered drones, which can spread radioactive material like a dirty bomb if they crash.144 Third, lethal drones create the possibility that the norms on the use of force will erode, creating a much more dangerous world and pushing the international system back towards the rule of the jungle. To some extent, this world is already being ushered in by the United States, which has set a dangerous precedent that a state may simply kill foreign citizens considered a threat without a declaration of war. Even John Brennan has recognized that the US is ‘establishing a precedent that other nations may follow’.145 Given this precedent, there is nothing to stop other states from following the American lead and using drone strikes to eliminate potential threats. Those ‘threats’ need not be terrorists, but could be others— dissidents, spies, even journalists—whose behaviour threatens a government. One danger is that drone use might undermine the normative prohibition on the assassination of leaders and government officials that most (but not all) states currently respect. A greater danger, however, is that the US will have normalized murder as a tool of statecraft and created a world where states can increasingly take vengeance on individuals outside their borders without the niceties of extradition, due process or trial.146 As some of its critics have noted, the Obama administration may have created a world where states will find it easier to kill terrorists rather than capture them and deal with all of the legal and evidentiary difficulties associated with giving them a fair trial.147 Fourth, there is a distinct danger that the world will divide into two camps: developed states in possession of drone technology, and weak states and rebel movements that lack them. States with recurring separatist or insurgent problems may begin to police their restive territories through drone strikes, essentially containing the problem in a fixed geographical region and engaging in a largely punitive policy against them. One could easily imagine that China, for example, might resort to drone strikes in Uighur provinces in order to keep potential threats from emerging, or that Russia could use drones to strike at separatist movements in Chechnya or elsewhere. Such behaviour would not necessarily be confined to authoritarian governments; it is equally possible that Israel might use drones to police Gaza and the West Bank, thus reducing the vulnerability of Israeli soldiers to Palestinian attacks on the ground. The extent to which Israel might be willing to use drones in combat and surveillance was revealed in its November 2012 attack on Gaza. Israel allegedly used a drone to assassinate the Hamas leader Ahmed Jabari and employed a number of armed drones for strikes in a way that was described as ‘unprecedented’ by senior Israeli officials.148 It is not hard to imagine Israel concluding that drones over Gaza were the best way to deal with the problem of Hamas, even if their use left the Palestinian population subject to constant, unnerving surveillance. All of the consequences of such a sharp division between the haves and have-nots with drone technology is hard to assess, but one possibility is that governments with secessionist movements might be less willing to negotiate and grant concessions if drones allowed them to police their internal enemies with ruthless efficiency and ‘manage’ the problem at low cost. The result might be a situation where such conflicts are contained but not resolved, while citizens in developed states grow increasingly indifferent to the suffering of those making secessionist or even national liberation claims, including just ones, upon them. Finally, drones have the capacity to strengthen the surveillance capacity of both democracies and authoritarian regimes, with significant consequences for civil liberties. In the UK, BAE Systems is adapting military-designed drones for a range of civilian policing tasks including ‘monitoring antisocial motorists, protesters, agricultural thieves and fly-tippers’.149 Such drones are also envisioned as monitoring Britain’s shores for illegal immigration and drug smuggling. In the United States, the Federal Aviation Administration (FAA) issued 61 permits for domestic drone use between November 2006 and June 2011, mainly to local and state police, but also to federal agencies and even universities.150 According to one FAA estimate, the US will have 30,000 drones patrolling the skies by 2022.151 Similarly, the European Commission will spend US$260 million on Eurosur, a new programme that will use drones to patrol the Mediterranean coast.152 The risk that drones will turn democracies into ‘surveillance states’ is well known, but the risks for authoritarian regimes may be even more severe. Authoritarian states, particularly those that face serious internal opposition, may tap into drone technology now available to monitor and ruthlessly punish their opponents. In semi-authoritarian Russia, for example, drones have already been employed to monitor pro-democracy protesters.153 One could only imagine what a truly murderous authoritarian regime—such as Bashar al-Assad’s Syria—would do with its own fleet of drones. The expansion of drone technology may make the strong even stronger, thus tilting the balance of power in authoritarian regimes even more decisively towards those who wield the coercive instruments of power and against those who dare to challenge them. Conclusion Even though it has now been confronted with blowback from drones in the failed Times Square bombing, the United States has yet to engage in a serious analysis of the strategic costs and consequences of its use of drones, both for its own security and for the rest of the world. Much of the debate over drones to date has focused on measuring body counts and carries the unspoken assumption that if drone strikes are efficient—that is, low cost and low risk for US personnel relative to the terrorists killed—then they must also be effective. This article has argued that such analyses are operating with an attenuated notion of effectiveness that discounts some of the other key dynamics—such as the corrosion of the perceived competence and legitimacy of governments where drone strikes take place, growing anti-Americanism and fresh recruitment to militant networks—that reveal the costs of drone warfare. In other words, the analysis of the effectiveness of drones takes into account only the ‘loss’ side of the ledger for the ‘bad guys’, without asking what America’s enemies gain by being subjected to a policy of constant surveillance and attack. In his second term, President Obama has an opportunity to reverse course and establish a new drones policy which mitigates these costs and avoids some of the long-term consequences that flow from them. A more sensible US approach would impose some limits on drone use in order to minimize the political costs and long-term strategic consequences. One step might be to limit the use of drones to HVTs, such as leading political and operational figures for terrorist networks, while reducing or eliminating the strikes against the ‘foot soldiers’ or other Islamist networks not related to Al-Qaeda. This approach would reduce the number of strikes and civilian deaths associated with drones while reserving their use for those targets that pose a direct or imminent threat to the security of the United States. Such a self-limiting approach to drones might also minimize the degree of political opposition that US drone strikes generate in states such as Pakistan and Yemen, as their leaders, and even the civilian population, often tolerate or even approve of strikes against HVTs. Another step might be to improve the levels of transparency of the drone programme. At present, there are no publicly articulated guidelines stipulating who can be killed by a drone and who cannot, and no data on drone strikes are released to the public.154 Even a Department of Justice memorandum which authorized the Obama administration to kill Anwar al-Awlaki, an American citizen, remains classified.155 Such non-transparency fuels suspicions that the US is indifferent to the civilian casualties caused by drone strikes, a perception which in turn magnifies the deleterious political consequences of the strikes. Letting some sunlight in on the drones programme would not eliminate all of the opposition to it, but it would go some way towards undercutting the worst conspiracy theories about drone use in these countries while also signalling that the US government holds itself legally and morally accountable for its behaviour.156 A final, and crucial, step towards mitigating the strategic consequences of drones would be to develop internationally recognized standards and norms for their use and sale. It is not realistic to suggest that the US stop using its drones altogether, or to assume that other countries will accept a moratorium on buying and using drones. The genie is out of the bottle: drones will be a fact of life for years to come. What remains to be done is to ensure that their use and sale are transparent, regulated and consistent with internationally recognized human rights standards. The Obama administration has already begun to show some awareness that drones are dangerous if placed in the wrong hands. A recent New York Times report revealed that the Obama administration began to develop a secret drones ‘rulebook’ to govern their use if Mitt Romney were to be elected president.157 The same logic operates on the international level. Lethal drones will eventually be in the hands of those who will use them with fewer scruples than President Obama has. Without a set of internationally recognized standards or norms governing their sale and use, drones will proliferate without control, be misused by governments and non-state actors, and become an instrument of repression for the strong. One remedy might be an international convention on the sale and use of drones which could establish guidelines and norms for their use, perhaps along the lines of the Convention on Certain Conventional Weapons (CCW) treaty, which attempted to spell out rules on the use of incendiary devices and fragment-based weapons.158 While enforcement of these guidelines and adherence to rules on their use will be imperfect and marked by derogations, exceptions and violations, the presence of a convention may reinforce norms against the flagrant misuse of drones and induce more restraint in their use than might otherwise be seen. Similarly, a UN investigatory body on drones would help to hold states accountable for their use of drones and begin to build a gradual consensus on the types of activities for which drones can, and cannot, be used.159 As the progenitor and leading user of drone technology, the US now has an opportunity to show leadership in developing an international legal architecture which might avert some of the worst consequences of their use.

#### Indo Pak war causes extinction

Greg Chaffin 11, Research Assistant at Foreign Policy in Focus, July 8, 2011, “Reorienting U.S. Security Strategy in South Asia,” online: http://www.fpif.org/articles/reorienting\_us\_security\_strategy\_in\_south\_asia

The greatest threat to regional security (although curiously not at the top of most lists of U.S. regional concerns) is the possibility that increased India-Pakistan tension will erupt into all-out warthat could quickly escalate into a nuclear exchange. Indeed, in just the past two decades, the two neighbors have come perilously close to war on several occasions. India and Pakistan remain the most likely belligerents in the world to engage in nuclear war. Due to an Indian preponderance of conventional forces, Pakistan would have a strong incentive to use its nuclear arsenal very early on before a routing of its military installations and weaker conventional forces. In the event of conflict, Pakistan’s only chance of survival would be the early use of its nuclear arsenal to inflict unacceptable damage to Indian military and (much more likely) civilian targets. By raising the stakes to unacceptable levels, Pakistan would hope that India would step away from the brink. However, it is equally likely that India would respond in kind, with escalation ensuing. Neither state possesses tactical nuclear weapons, but both possess scores of city-sized bombs like those used on Hiroshima and Nagasaki. Furthermore, as more damage was inflicted (or as the result of a decapitating strike), command and control elements would be disabled, leaving individual commanders to respondin an environment increasingly clouded by the fog of war and decreasing the likelihood that either government (what would be left of them) would be able to guarantee that their forces would follow a negotiated settlement or phased reduction in hostilities. As a result any suchconflict would likely continue to escalateuntil one side incurred an unacceptable or wholly debilitating level of injury or exhausted its nuclear arsenal. A nuclear conflict in the subcontinentwould havedisastrous effects on the world as a whole. In a January 2010 paper published in Scientific American, climatology professors Alan Robock and Owen Brian Toon forecast the global repercussionsof a regional nuclear war. Their results are strikingly similar to those of studies conducted in 1980 that conclude that a nuclear war between the United States and the Soviet Union wouldresult in acatastrophic and prolonged nuclear winter,which could very well place the survival of the human race in jeopardy. In their study, Robock and Toon use computer models to simulate the effect of a nuclear exchange between India and Pakistan in which each were to use roughly half their existing arsenals (50 apiece). Since Indian and Pakistani nuclear devices are strategic rather than tactical, the likely targets would be major population centers. Owing to the population densities of urban centers in both nations, the number of direct casualties could climb as high as 20 million. The fallout of such an exchange would not merely be limited to the immediate area. First, the detonation of a large number of nuclear devices would propel as much as seven million metric tons of ash, soot, smoke, and debris as high as the lower stratosphere. Owing to their small size (less than a tenth of a micron) and a lack of precipitation at this altitude, ash particles would remain aloft for as long as a decade, during which time the world would remain perpetually overcast. Furthermore, these particles would soak up heat from the sun, generating intense heat in the upper atmosphere that would severely damage the earth’s ozone layer. The inability of sunlight to penetrate through the smoke and dust would lead toglobal cooling by as much as 2.3 degrees Fahrenheit. This shift in global temperature would lead to more drought, worldwide food shortages, and widespread political upheaval. Although the likelihood of this doomsday scenario remains relatively low, the consequences are dire enough to warrant greater U.S. and international attention. Furthermore, due to the ongoing conflict over Kashmir and the deep animus held between India and Pakistan, it might not take much to set them off. Indeed, following the successful U.S. raid on bin Laden’s compound, several members of India’s security apparatus along with conservative politicians have argued that India should emulate the SEAL Team Six raid and launch their own cross-border incursions to nab or kill anti-Indian terrorists, either preemptively or after the fact. Such provocative action could very well lead to all-out war between the two that couldquickly escalate.

#### Escalation uniquely likely now – no impact defense

Overdorf, 8/15/13 [Jason, Overdorf covers India for GlobalPost. Overdorf has spent most of the past 15 years living and working in Asia. He worked as an editor with Dow Jones Newswires in New York, Singapore and Hong Kong before moving to New Delhi and becoming a freelance writer in 2002. He was a frequent contributor to the Far Eastern Economic Review until 2004, covering Indian politics, society and business. Since 2004, he has been a special correspondent at Newsweek International, where he writes on a wide range of topics. He has covered Sonia Gandhi's surprising electoral victory, the ongoing problem of Hindu fundamentalism, the simmering conflict with Maoist rebels, and societal changes resulting from India's meteoric economic growth. He's written for the Atlantic Monthly and the Asian Wall Street Journal. His travel articles, personal essays and political commentary have appeared in Smithsonian Magazine, Departures, Travelers' Tales and other publications. He has degrees in English literature and creative writing from Columbia University, Washington University and Boston University.“Analysis: Are India and Pakistan headed for war? Under heavy shelling, Kashmir is again set to stymie the Indo-Pak peace process. And the risks are mounting” Citing Experts at the Woodrow Wilson Center, <http://www.globalpost.com/dispatch/news/war/conflict-zones/130814/analysis-are-india-and-pakistan-headed-war>]

“This is a sad reality of India-Pakistan relations — whenever things are looking up, a saboteur tries to send all progress up in smoke.” The region has been on the boil since the five Indian soldiers were killed in an ambush in the Poonch sector of India-administered Kashmir last week. India said Pakistani soldiers were to blame, and Pakistan disavowed the attack. More from GlobalPost: 7 graphs that prove America is overrated The incident prompted a series of cross-border skirmishes that each country has accused the other of starting. It has all-but scuttled hopes that Sharif and his Indian counterpart, Manmohan Singh, will be able to resume peace negotiations anytime soon. The so-called composite dialogue dates back to January 2004. It was called off following the November 2008 Mumbai terrorist attack, which India believes were perpetrated with the aid of Pakistan's Inter-Services Intelligence agency. Until this week, the formal talks had been set to resume this month. Now even an informal meeting between Singh and Sharif on the sidelines of the September UN General Assembly is at risk. The situation is scary, experts say. Kashmir — a divided territory that both India and Pakistan claim as their own — was the cause of two of the three wars the two countries have fought since they attained independence from Britain in 1947. Now both New Delhi and Islamabad control numerous nukes; Pakistan has the world’s fastest growing arsenal. As the tit-for-tat bombardment continues, the shelling already marks the heaviest exchange since the ceasefire began in 2003, raising fears that the repeated violations will result in a complete breakdown of the truce. Signaling their concern about further escalation, both Washington and the UN have appealed for calm. But which side is responsible for starting the fire? What is the endgame? And how far will the flames spread before cooler heads prevail? Indian analysts remain convinced that Pakistan uses such shelling to provide cover for jihadi militants crossing the border to attack installations in India-administered Kashmir. By India's tally, there have already been 42 such ceasefire violations in 2013, compared with 28 in 2012, according to India Today. Meanwhile, this year 40 members of India's security forces in the area have been killed, compared with 17 the year before. For Indians looking to explain who broke the truce this time, that's a smoking gun. “If you just take the common sensical point of view, India has no interest [in breaking the ceasefire], because we are not sending in infiltrators under cover of fire,” said former Indian foreign secretary Kanwal Sibal. “We have no reason to fire unilaterally because what do we then hope to achieve? We don't score any points either bilaterally or internationally.” Pakistan-watchers, however, argue that its army no longer provides such support for jihadi groups, and hint that the ambush story may have been a ploy by India, or a local Indian commander, to trigger hostilities. Admitting that Pakistani generals “may have” helped jihadis cross into India in the past, for instance, Pakistan-born Shuja Nawaz, director of the South Asia Center at the Atlantic Council, said that policy was ended under former president General Pervez Musharraf, and it would be “surprising if it is being activated again.” Nawaz also questioned why India first called the alleged ambush an attack by “persons dressed in Pakistani uniforms” – only later referring to it as an army assault — and why top military officials allowed tempers to flare for two days before activating a hotline intended to defuse these situations. “What is surprising is that the Director General Military Operations did not activate the hotline till two days [after the alleged ambush]. Why?” said Nawaz. Experts agree it’s not likely that Sharif's civilian government officially sanctioned the alleged ambush of Indian soldiers. But it may well have had the active or tacit support of the military-intelligence combine, or “deep state,” that holds the real power in Pakistan. Moreover, though the ceasefire is expected to hold, the ambush and subsequent saber rattling in Pakistan certainly establishes that its new prime minister — for all his talk of peace — must overcome enormous obstacles in his own country before he can think of negotiating with India. “Overarching all this is the fact that during the election campaign, [Sharif] spoke about his desire to improve relations with India, and there was an exchange of special envoys pretty quickly,” said India's Sibal. “There was hope that he might be able to begin turning a new page. But under his watch all the wrong things are happening... Jihadi organizations [and] what they call the ‘deep state’ in Pakistan [i.e. the army and intelligence apparatus] seem to be at work.” While Sharif has continued to preach peace since his June election, his army and spy agency don't seem to be listening. That's because both have vested interests in stoking fears of an Indian attack — lest they face a sustained drive to curtail their powers, or, worse, a deep cut to the defense budget. On August 3, terrorists whom India claims have links to Pakistan's Inter-Services Intelligence agency (ISI) attacked the Indian consulate in Jalalabad, Afghanistan. Meanwhile, Islamabad allowed alleged terrorist Hafiz Saeed to lead Eid prayers before a massive throng at the Gaddafi stadium in Lahore on August 9. India and the US accuse him of leading of Lashkar-e-Taiba, and Indians accuse of masterminding the 2008 attacks on Mumbai; Washington DC has a $10 million bounty on his head. The Eid prayers were not a one-off. Saeed also led several thousand supporters in a Lahore parade on August 14, to mark Pakistan’s independence day. And amidst the shelling this week, Pakistan's finance minister announced that a plan to grant India “most favored nation” status – once viewed an easily attained step that would be good for both countries – is now off the table. “Neither side wants war nor does either profit from a conflict escalating beyond [Kashmir’s Line of Control]. Local commanders, especially newly posted ones to the region, flex their muscles. But this is a dangerous game,” said the Atlantic Council's Nawaz. Worse still, the game is set to grow more perilous with the approach of 2014 – when the rules will change, according to the Woodrow Wilson Center's Kugelman. The US withdrawal from Afghanistan will leave India and Pakistan contending for influence there, while the exit of US troops will again make India and Kashmir the number one target for Pakistan-based terrorist groups like Lashkar-e-Taiba. Meanwhile, in the face of continued provocations since the 2008 attacks on Mumbai, India's capacity for restraint may have reached its limits, Kugelman worries. And the election slated for May 2014 will put added pressure on Singh's government to take a hard line. “As India's election grows closer, any consequent LoC hostilities could conceivably lead to escalation,” Kugelman said. “And that's a scary thought.”

### Terror

#### Squo expansion of drone warfare undermines U.S. moral standing, breeds Anti-Americanism, and undermines our credibility

Brooks 13

Rosa Brooks, Prof of Law @ Georgetown University Law Center and Bernard Schwartz Senior Fellow at the New America Foundation, Statement for the Record Submitted the Senate Committee on Armed Services, May 16, 2013.

Former vice-chair of the Joint Chiefs of Staff General James Cartwright recently ¶ expressed concern that as a result of U.S. drone strikes, the U.S. may have “ceded some of our ¶ moral high ground.”35 Retired General Stanley McChrystal has expressed similar concerns:¶ “The resentment created by American use of un~~manned~~ strikes… is much greater than the ¶ average American appreciates. They are hated on a visceral level, even by people who’ve never ¶ seen one or seen the effects of one,” and fuel “a perception of American arrogance.” 36 Former ¶ Director of National Intelligence Dennis Blair agrees: the U.S. needs to “pull back on unilateral ¶ actions… except in extraordinary circumstances,” Blair told CBS news in January. U.S. drone ¶ strikes are “alienating the countries concerned [and] …threatening the prospects for long-term ¶ reform raised by the Arab Spring…. [U.S. drone strategy has us] walking out on a thinner and ¶ thinner ledge and if even we get to the far extent of it, we are not going to lower the fundamental ¶ threat to the U.S. any lower than we have it now.”37¶ Mr. Chairman, Senator Inhofe, I believe it is past time for a serious overhaul of U.S.¶ counterterrorism strategy. This needs to include a rigorous cost-benefit analysis of U.S. drone ¶ strikes, one that takes into account issues both of domestic legality and international legitimacy, ¶ and evaluates the impact of targeted killings on regional stability, terrorist recruiting, extremist ¶ sentiment, and the future behavior of powerful states such as Russia and China. If we undertake ¶ such a rigorous cost-benefit analysis, I suspect we may come to see scaling back on kinetic ¶ counterterrorism activities less as an inconvenience than as a strategic necessity—and we may¶ come to a new appreciation of counterterrorism measures that don’t involve missiles raining ¶ from the sky.¶ This doesn’t mean we should never use military force against terrorists. In some ¶ circumstances, military force will be justifiable and useful. But it does mean we should ¶ rediscover a long-standing American tradition: reserving the use of exceptional legal authorities ¶ for rare and exceptional circumstances. ¶ Thank you for the opportunity to testify today.

#### Exclusive executive decision making in drone strikes makes groupthink and errors inevitable

Chebab, 2012

[Ahmad, Georgetown University Law Center, Retrieving the Role of Accountability in the Targeted Killings Context: A Proposal for Judicial Review, 3-30-12, http://papers.ssrn.com/sol3/papers.cfm?abstract\_id=2031572] /Wyo-MB

The practical, pragmatic justification for the COAACC derives largely from considering¶ social psychological findings regarding the skewed potential associated with limiting unchecked decision-making in a group of individuals. As an initial point, psychologists have long pointed out how individuals frequently fall prey to cognitive illusions that produce systematic errors in judgment.137 People simply do not make decisions by choosing the optimal outcome from available alternatives, but instead employ shortcuts (i.e., heuristics) for convenience.138 Cognitive biases like groupthink can hamper effective policy deliberations and formulations.139 Groupthink largely arises when a group of decision-makers seek conformity and agreement, thereby avoiding alternative points of view that are critical of the consensus position.140 This theory suggests that some groups—particularly those characterized by a strong leader, considerable internal cohesion, internal loyalty, overconfidence, and a shared world view or value system—suffer from a deterioration in their capacity to engage in critical analysis.141 Many factors can affect such judgment, including a lack of crucial information, insufficient timing for decision-making, poor judgment, pure luck, and/or unexpected actions by adversaries.142 Moreover, decision-makers inevitably tend to become influenced by irrelevant information,143 seek out data and assessments that confirm their beliefs and personal hypotheses notwithstanding contradictory evidence,144 and “[i]rrationally avoid choices that represent extremes when a decision involves a trade-off between two incommensurable values.”145 Self-serving biases can also hamper judgment given as it has been shown to induce well-intentioned people to rationalize virtually any behavior, judgment or action after the fact.146 The confirmation and overconfidence bias, both conceptually related to groupthink, also result in large part from neglecting to consider contradictory evidence coupled with an irrational persistence in pursuing ideological positions divorced from concern of alternative viewpoints.147¶ Professor Cass Sunstein has described situations in which groupthink produced poor results precisely because consensus resulted from the failure to consider alternative sources of information.148 The failures of past presidents to consider alternative sources of information, critically question risk assessments, ensure neutral-free ideological sentiment among those deliberating,149 and/or generally ensure properly deliberated national security policy has produced prominent and devastating blunders,150 including the Iraq War of 2003,151 the Bay of Pigs debacle in the 1960’s,152 and the controversial decision to wage war against Vietnam.153¶ Professor Sunstein also has described the related phenomenon of “group polarization,” which includes the tendency to push group members toward a “more extreme position.”154 Given that both groupthink and group polarization can lead to erroneous and ideologically tainted policy positions, the notion of giving the President unchecked authority in determining who is eligible for assassination can only serve to increase the likelihood for committing significant errors.155 The reality is that psychological mistakes, organizational ineptitude, lack of structural coherence and other associated deficiencies are inevitable features in Executive Branch decision-making.

#### Judicial review solves groupthink

Chebab, 2012

[Ahmad, Georgetown University Law Center, Retrieving the Role of Accountability in the Targeted Killings Context: A Proposal for Judicial Review, 3-30-12, http://papers.ssrn.com/sol3/papers.cfm?abstract\_id=2031572] /Wyo-MB

To check the vices of groupthink and shortcomings of human judgment, the psychology literature emphasizes a focus on accountability mechanisms in which a better reasoned decision- making process can flourish.156 By serving as a constraint on behavior, “accountability functions as a critical norm-enforcement mechanism—the social psychological link between individual decision makers on the one hand and social systems on the other.”157 Such institutional review can channel recognition for the need by government decision-makers to be more self-critical in policy targeted killing designations, more willing to consider alternative points of view, and more willing to anticipate possible objections.158 Findings have also shown that ex ante awareness can lead to more reasoned judgment while also preventing tendentious and ideological inclinations (and political motivations incentivized and exploited by popular hysteria and fear).159 Requiring accounting in a formalized way prior to engaging in a targeted killing—by providing, for example, in camera review, limited declassification of information, explaining threat assessments outside the immediate circle of policy advisors, and securing meaningful judicial review via a COAACC-like tribunal—can promote a more reliable and informed deliberation in the executive branch. With process-based judicial review, the COAACC could effectively reorient the decision to target individuals abroad by examining key procedural aspects—particularly assessing the reliability of the “terrorist” designation—and can further incentivize national security policy-makers to engage in more carefully reasoned choices and evaluate available alternatives than when subject to little to no review.

#### Effective drones key- need to change our strats to avoid blowback

Masood 13

(Hassan, Monmouth College, “Death from the Heavens: The Politics of the United States’ Drone Campaign in Pakistan’s Tribal Areas,” 2013) /wyo-mm

Those who support the use of drones as an important counter-insurgency tactic nonetheless point out that the current campaign is not always conducted in the most effective manner. The authors of “Sudden Justice” for example, argue that the campaign should be focused on ‘high value targets’ and not be used frequently to take down the lower level operatives. The more you can destroy and disrupt the activities of personnel in the Taliban and al-Qaeda from the top-down instead of the bottom-up, the more of an impact it will have. The leadership qualities, organizational skills, and strategic awareness of various high-level commanders in both the Taliban and al-Qaeda cannot be easily replaced after their deaths at the hands of U.S. drones. Fricker and Plaw use the example of Baitullah Mehsud, a Tehrik-i-Taliban (TTP) leader who was killed by a drone strike on the roof of his uncle’s house on August 5, 2009. His death provoked an internal struggle in his organization that ultimately led to enough confusion and tension within the TTP that the Pakistan Army was able to launch the South Waziristan Offensive, putting the TTP on the defensive. But the lower level Taliban and al-Qaeda members have skills and abilities that are more common and more easily replaced. The amount of time and energy, the article asserts, that the U.S. is spending killing lower-level members (and increasing civilian casualties in the process, as the majority of the time these strikes happen during funeral processions or wedding parties) could instead be used to seriously disrupt the activities of the entire organization by targeting its leaders, much like the death of Osama bin Laden did to al-Qaeda in South/Central Asia in 2011. David Rohde agrees that the drones should be used, as they are an effective and efficient way of disrupting and destroying the extremist power base there, but their usage should be both selective and surgical. There is no consensus among scholars when it comes to evaluating the effectiveness of the use of drones as a counter-insurgency tactic. As Hassan Abbas points out “the truth is we don’t know whether U.S. drone strikes have killed more terrorists or produced more terrorists.”

#### Global terror threat is high and attacks against the US are immanent

ETN, 9-26-13

[E Turbo News Global Travel News Industry Reporting on information from the State department, US State Department issues worldwide travel warning, http://www.eturbonews.com/38306/us-state-department-issues-worldwide-travel-warning] /Wyo-MB

The US State Department recently released a statement cautioning Americans traveling abroad of potential terror attacks in Europe, Asia, Africa and the Middle East by al-Qaeda and its affiliated groups.¶ According to the report published on US State Government website, The Department of State has issued this Worldwide Caution to update information on the continuing threat of terrorist actions and violence against US citizens and interests throughout the world.¶ U.S. citizens are reminded to maintain a high level of vigilance and to take appropriate steps to increase their security awareness. This replaces the Worldwide Caution dated February 19, 2013, to provide updated information on security threats and terrorist activities worldwide.¶ The Department of State remains concerned about the continued threat of terrorist attacks, demonstrations, and other violent actions against U.S. citizens and interests overseas. Current information suggests that al-Qaeda, its affiliated organizations, and other terrorist groups continue to plan terrorist attacks against US interests in multiple regions, including Europe, Asia, Africa, and the Middle East. These attacks may employ a wide variety of tactics including suicide operations, assassinations, kidnappings, hijackings, and bombings.¶ Extremists may elect to use conventional or non-conventional weapons, and target both official and private interests. Examples of such targets include high-profile sporting events, residential areas, business offices, hotels, clubs, restaurants, places of worship, schools, public areas, shopping malls, and other tourist destinations both in the United States and abroad where US citizens gather in large numbers, including during holidays.¶ In early August 2013, the Department of State instructed certain US embassies and consulates to remain closed or to suspend operations August 4 through August 10 because of security information received. The US government took these precautionary steps out of an abundance of caution and care for our employees and others who may have planned to visit our installations.¶ US citizens are reminded of the potential for terrorists to attack public transportation systems and other tourist infrastructure.¶ Extremists have targeted and attempted attacks on subway and rail systems, aviation, and maritime services. In the past, these types of attacks have occurred in cities such as Moscow, London, Madrid, Glasgow, and New York City.¶ “Extremists may elect to use conventional or nonconventional weapons, and target both official and private interests,” the department said yesterday. Potential targets may include high-profile sports events, residences, businesses, hotels, clubs, restaurants, schools, places of worship, shopping malls and tourist destinations where Americans congregate.¶ Two US officials familiar with the warning said that while it’s a routine renewal of the department’s worldwide caution, it also reflects mounting intelligence that suggests Islamic terrorist groups loosely affiliated with what remains of al-Qaeda’s core leadership in Pakistan may be planning a new series of attacks against Western targets.

#### Terrorists are trying to get nuclear weapons

Brian Michael Jenkins, 12

senior advisor to the president of the RAND Corporation and director of the National Transportation Security Center at the Mineta Transportation Institute, is a recognized authority on terrorism and security. “Tackling al Qaeda Today” <https://www.defenddemocracy.org/stuff/uploads/documents/Peaceable_Kingdom.pdf#page=167>, accessed 7/9/13,WYO/JF

The 2002 report devoted considerable attention to the prospect of terrorists with weapons of mass destruction. There was great concern at the time that 9/11 was not just the culmination of a long-term trend of escalating terrorism, but that it foreshadowed terrorist use of such weapons. Many in 167 government considered a terrorist attack with biological or nuclear weapons resulting in mass casualties to be only a matter time: some forecast that it was likely not more than a decade away. This has not occurred. Al Qaeda clearly had nuclear ambitions, and reportedly made several unsuccessful attempts to acquire fissile material. But as its organizational capabilities and human resources declined, al Qaeda’s quest for nuclear weapons was reduced to a propaganda campaign calculated to excite its followers and frighten its foes. Al Qaeda’s potential use of weapons of mass destruction, however, has remained a major preoccupation. The consequences of a worst-case scenario make it difficult to ignore the possibility of nuclear or biological terrorism. That possibility should not, however, be allowed to distort the entire counterterrorist effort, or become a national obsession that creates needless terror.

#### Terrorism causes nuclear war-

Ayson 10

Robert Ayson, Professor of Strategic Studies and Director of the Centre for Strategic Studies: New Zealand at the Victoria University of Wellington, 2010 (“After a Terrorist Nuclear Attack: Envisaging Catalytic Effects,” Studies in Conflict & Terrorism, Volume 33, Issue 7, July, Available Online to Subscribing Institutions via InformaWorld)

A terrorist nuclear attack, and even the use of nuclear weapons in response by the country attacked in the first place, would not necessarily represent the worst of the nuclear worlds imaginable. Indeed, there are reasons to wonder whether nuclear terrorism should ever be regarded as belonging in the category of truly existential threats. A contrast can be drawn here with the global catastrophe that would come from a massive nuclear exchange between two or more of the sovereign states that possess these weapons in significant numbers. Even the worst terrorism that the twenty-first century might bring would fade into insignificance alongside considerations of what a general nuclear war would have wrought in the Cold War period. And it must be admitted that as long as the major nuclear weapons states have hundreds and even thousands of nuclear weapons at their disposal, there is always the possibility of a truly awful nuclear exchange taking place precipitated entirely by state possessors themselves. But these two nuclear worlds—a non-state actor nuclear attack and a catastrophic interstate nuclear exchange—are not necessarily separable. It is just possible that some sort of terrorist attack, and especially an act of nuclear terrorism, could precipitate a chain of events leading to a massive exchange of nuclear weapons between two or more of the states that possess them. In this context, today’s and tomorrow’s terrorist groups might assume the place allotted during the early Cold War years to new state possessors of small nuclear arsenals who were seen as raising the risks of a catalytic nuclear war between the superpowers started by third parties. These risks were considered in the late 1950s and early 1960s as concerns grew about nuclear proliferation, the so-called n+1 problem. t may require a considerable amount of imagination to depict an especially plausible situation where an act of nuclear terrorism could lead to such a massive inter-state nuclear war. For example, in the event of a terrorist nuclear attack on the United States, it might well be wondered just how Russia and/or China could plausibly be brought into the picture, not least because they seem unlikely to be fingered as the most obvious state sponsors or encouragers of terrorist groups. They would seem far too responsible to be involved in supporting that sort of terrorist behavior that could just as easily threaten them as well. Some possibilities, however remote, do suggest themselves. For example, how might the United States react if it was thought or discovered that the fissile material used in the act of nuclear terrorism had come from Russian stocks,40 and if for some reason Moscow denied any responsibility for nuclear laxity? The correct attribution of that nuclear material to a particular country might not be a case of science fiction given the observation by Michael May et al. that while the debris resulting from a nuclear explosion would be “spread over a wide area in tiny fragments, its radioactivity makes it detectable, identifiable and collectable, and a wealth of information can be obtained from its analysis: the efficiency of the explosion, the materials used and, most important … some indication of where the nuclear material came from.”41 Alternatively, if the act of nuclear terrorism came as a complete surprise, and American officials refused to believe that a terrorist group was fully responsible (or responsible at all) suspicion would shift immediately to state possessors. Ruling out Western ally countries like the United Kingdom and France, and probably Israel and India as well, authorities in Washington would be left with a very short list consisting of North Korea, perhaps Iran if its program continues, and possibly Pakistan. But at what stage would Russia and China be definitely ruled out in this high stakes game of nuclear Cluedo? In particular, if the act of nuclear terrorism occurred against a backdrop of existing tension in Washington’s relations with Russia and/or China, and at a time when threats had already been traded between these major powers, would officials and political leaders not be tempted to assume the worst? Of course, the chances of this occurring would only seem to increase if the United States was already involved in some sort of limited armed conflict with Russia and/or China, or if they were confronting each other from a distance in a proxy war, as unlikely as these developments may seem at the present time. The reverse might well apply too: should a nuclear terrorist attack occur in Russia or China during a period of heightened tension or even limited conflict with the United States, could Moscow and Beijing resist the pressures that might rise domestically to consider the United States as a possible perpetrator or encourager of the attack? Washington’s early response to a terrorist nuclear attack on its own soil might also raise the possibility of an unwanted (and nuclear aided) confrontation with Russia and/or China. For example, in the noise and confusion during the immediate aftermath of the terrorist nuclear attack, the U.S. president might be expected to place the country’s armed forces, including its nuclear arsenal, on a higher stage of alert. In such a tense environment, when careful planning runs up against the friction of reality, it is just possible that Moscow and/or China might mistakenly read this as a sign of U.S. intentions to use force (and possibly nuclear force) against them. In that situation, the temptations to preempt such actions might grow, although it must be admitted that any preemption would probably still meet with a devastating response.

#### The probability is significant and the magnitude increases the risk exponentially

Zimmerman 09

(Peter D., Department of War Studies, King’s College London, “Do We Really Need to Worry? Some Reflections on the Threat of Nuclear Terrorism,” Fall 2009, <http://www.coedat.nato.int/publications/datr4/01PeterZimmerman.pdf>) /wyo-mm

Mueller discounts the consequences of an improvised nuclear device in odd ways. He suggests that a one kiloton ground burst in New York’s Central Park would barely damage the buildings on the boundaries of the park. That is true, but the same bomb detonated a kilometer or two away could kill tens of thousands or even one hundred thousand people. If the explosion took place in the financial business district of London or New York – or Paris or Singapore – in the middle of the working day, there could be several hundred thousand dead or wounded from the immediate effects. And the fallout from any of these explosions, even the one in Central Park, would kill many tens of thousands more. And Mueller decries the statement that such a bomb could “destroy” a major city; he points out that only a small fraction of the city would be destroyed, just as only a fairly small part of Hiroshima died from a larger bomb. I find myself horrified at the effects of even a very small nuclear explosion in a city. Perhaps that is because I have worked at the Nevada Test Site and walked the terrain where, fifty years ago, the United States tested atomic bombs against real buildings, homes such as those Americans live in and cars such as those we drove then. The important fact to face is that – despite the nuclear Pollyannas who argue that the construction of an improvised nuclear device is too difficult for even a well-financed terrorist, that obtaining sufficient fissile materials is nearly impossible, that the theft of an intact weapon is not going to happen (any longer), and that we may safely relegate nuclear terrorists to the fantasies of nuclear alarmists and the subjects of bad television and movies – the probability of a nuclear terrorist attack in any given year remains significant. Whether the probability is 20 percent, 5 percent, or even as low as one percent, the consequences of an incident are enormous. Significant investment to deter, prevent, detect, and destroy a nuclear terror plot is required. So is investment and research into ways to mitigate the effects of an attack, should all of our defenses fail and a nuclear detonation occur in one of the great cities of the world.

### Plan

#### The United States federal government should substantially increase statutory restrictions on the war powers authority of the President of the United States by establishing a federal counterterrorism oversight court with jurisdiction over targeted killing orders.

### Solvency

#### The creation of a federal counterterror oversight court solves all problems with the targeted killing program and all disads to judicial review

Plaw, 2007

[Avery, Assistant Professor of Political Science at the University of Massachusetts at Dartmouth. He has taught at Concordia University and was also a Visiting Scholar at New York University. His primary research and teaching interests are in contemporary political theory and the history of moral and political thought, and he has published widely on these subjects. "Terminating terror: the legality, ethics and effectiveness of targeting terrorists." Theoria 114 (2007): Academic OneFile. Web. 3 Oct. 2013] /Wyo-MB

This final section offers a briefcase that there is room for a principled compromise between critics and advocates of targeting terrorists. The argument is by example--a short illustration of one promising possibility. It will not satisfy everyone, but I suggest that it has the potential to resolve the most compelling concerns on both sides.¶ The most telling issues raised by critics of targeting fall into three categories: (1) the imperative need to establish that targets are combatants; (2) the need in attacking combatants to respect the established laws of war; and (3) the overwhelming imperative to avoid civilian casualties. The first issue seems to demand an authoritative judicial determination that could only be answered by a competent court. The second issue requires the openly avowed and consistent implementation of targeting according to standards accepted in international law--a requirement whose fulfillment would best be assured through judicial oversight. The third issue calls for independent evaluation of operations to assure that standards of civilian protection are robustly upheld, a role that could be effectively performed by a court.¶ The first issue, then, must, and the second and third can, be resolved by the introduction of credible judicial oversight. But what kind of court could be expected to maintain secrecy around sensitive intelligence and yet render authoritative determinations as to, for example, individuals' combat status? An independent international court would doubtless be ideal, but even apart from all the technical and administrative difficulties such a solution would entail and the secrecy concerns it would evoke, it seems clear that the United States and Israel would refuse to have their national security subject to the authority of a foreign body, however judicious. They would argue, as indeed they have in regard to the ICC, that the final authority in this supremely important domain must derive ultimately from the will of their own people, whose lives and community are at stake. On the other hand, critics of targeting would certainly demand an independent, competent and internationally credible body. All the more so since the court's proceedings, for obvious reasons, could not be open to public scrutiny.¶ On this difficult question Michael Ignatieff offers a helpful idea. He suggests the possibility of setting up a national court to address counterterrorism issues loosely based on the model on the Foreign Intelligence Surveillance Court (FISC), which considers surveillance and physical search requests from the Department of Justice and U.S. intelligence agencies related to foreign intelligence operations in the U.S. (Ignatieff 2004:134). Developing Ignatieff's suggestion, the new court could be called the Federal Counterterrorism Oversight Court (FCOC).¶ The institutional features of the FCOC could be designed to assure credibility and independence on one side, and secure and efficient contribution to national policy on the other. For example, like the FISC, the FCOC could be composed of seven federal court judges selected by the Chief Justice of the Supreme Court and serving staggered seven years terms. Like the FISC, the FCOC could hold its proceedings in camera, ensuring the secrecy of sensitive intelligence information. The FCOC could then consider requests from military and intelligence organizations to designate suspected terrorists as enemy combatants, assessing whether the intelligence presented warranted such a designation. It could also be assigned the responsibility to automatically review any actions that resulted in civilian casualties, and could be given the power to publicly censure operations that inadequately protected civilians, as well as to suspend, or even to terminate, targeting operations. Finally, it could also be authorized to review charges brought by other governments or private persons that targeting operations violated humanitarian law, in particular, by engaging in perfidy or employing disproportionate force.¶ In at least three key respects, however, the design of the FCOC should differ from the model of the FISC. As the FISC is charged with assessing surveillance requests from government agencies, its writs and rulings remain permanently sealed from civilian review. But in the interests of resolving the second issue of openness, the findings of the FCOC should be made public, including the names of those judged to be combatants, as well as any reprimand from the court regarding targeting operations.¶ In the second place, the FISC foregoes adversarial legal proceedings because potential subjects of surveillance can obviously not participate. It has been much criticized on this count. The FCOC should not follow this precedent which, in the views of many jurists and scholars, flies in the face of the core of the Western legal tradition. Evidently, the trials of terrorists who cannot otherwise be brought to justice will be conducted in absentia. This does not, however, necessitate the abandonment of adversarial procedure. In addition to the seven judges appointed to the court, an independent counsel should be appointed by the President of the National Bar Association to represent the interests of the accused before the court. Evidently, appropriate precautions will need to be taken to ensure the secrecy of court proceedings. But the independent counsel should also not be barred from offering general assessments of the performance of the court. Obviously this is an imperfect resolution to an intractable problem, but it should contribute significantly to ensuring the fairness of the FCOC.¶ Finally, the FCOC must be distinguished from the FISC in a third crucial sense. The recent 'domestic surveillance' scandal in the United States involving the Executive Branch's circumvention of the FISC approval process suggests safeguards would need to be built into the FCOC mandate. In the case of the FISC, President Bush issued an Executive Order which authorized the National Security Agency to carry out surveillance of any Americans suspected of links with al Qaeda without FISC approval (Risen and Lichtblau 2005). The scandal and legal consequences that ensued for the administration once this information became public in 2005 have significantly reduced the likelihood of a similar course being taken in the future. Nonetheless, the possibility should be explicitly precluded by specifying in the enabling legislation that no targeting action can be considered legally authorized without approval of the court. In response to the argument that immediate action may sometimes be required in emergency situations, the presiding justice could be permitted to issue a provisional approval based on prima facie evidence, but only subject to full subsequent review by the court.¶ Some critics and advocates of targeting will no doubt be dissatisfied with this resolution. Critics will worry that the FCOC would essentially be a rubber stamp (while robbing them of their best rhetorical point--that targetings are extra-judicial). But there is no compelling reason to believe that courts, especially high-level federal courts, must always approve government policies. After all, supreme courts in both Israel and the United States have both recently issued sharp rebukes of government counter-terrorist policies (e.g., 03-333/4 on the U.S. legal status of detainees, and 3799/02 on the IDF use of human shields).¶ On the other hand, some advocates will certainly worry that a requirement of FCOC approval will hinder the efficiency of targeting and that publishing lists of targets will render them more difficult to find. On the former point, however, there is little evidence that the incorporation of reasonable judicial procedures, such as those of the FISC, need render related policy ineffective. After all, as the 9/11 commission observed, the intelligence community succeeded in gathering the data necessary to anticipate the September 11 attack (National Commission on Terrorist Attacks upon the United States 2004: 254-77). The failure was in the domains of analysis and response. What is evident, however, is that carrying out extensive and dangerous counter-terrorist programs without judicial oversight generates widespread public skepticism and opposition (which tends to undermine the effectiveness of the programs) and leads to enormous legal difficulties in the long run--as exemplified by the American torture/rendition program.¶ On the second point, while it is true that targets may 'go to ground' if tipped off, the fact is that all or virtually all potential targets are already on most wanted lists (often with hefty price tags connected to information leading to them). In essence, they have already gone to ground--that is in part why targeting is required in the first place. Moreover, a retreat into even deeper obscurity is likely to further disrupt their ability to organize and carry out attacks. Finally, the Israeli experience suggests that targets will break cover eventually, and a little patience seems like a small price to pay for ensuring the justice of state-administered killing.¶ These answers will not fully satisfy either all critics or all advocates. But the burden of this section has been only to show that compromises are possible that address their most legitimate concerns. I think that the suggestion of an FCOC shows that a plausible and principled compromise is possible. In this light, the pertinent question becomes not whether terrorist targeting as currently practiced is uniformly legal, moral and practical or the reverse, but how institutions can best be designed to assure that terrorist targetings carried out in the future are uniformly legitimate and effective.

#### And, independent courts are key—only checks on unilateral executive power can provide legitimacy to the United States and credibility to our counterterror policies, finally, the selection process for drone courts solves all disads to judges

Chebab, 2012

[Ahmad, Georgetown University Law Center, Retrieving the Role of Accountability in the Targeted Killings Context: A Proposal for Judicial Review, 3-30-12, http://papers.ssrn.com/sol3/papers.cfm?abstract\_id=2031572] /Wyo-MB

Rather, balancing the needs of security against the imperatives of liberty is a traditional¶ role for judges to play as recognized by the founders in the Fourth Amendment.110 Two scholars of national security law have highlighted the value of judicial inclusion in this process:¶ Judicial control of targeted killing could increase the accuracy of target selection, reducing the danger of mistaken or illegal destruction of lives, limbs, and property. Independent judges who double-check targeting decisions could catch errors and cause executive officials to avoid making them in the first place.”111¶ Judges are also both knowledgeable in the vagaries of the law and accustomed to dealing with sensitive security considerations.112 These qualifications make them ideal candidates to ensure that the executive exercises constitutional and international legal restraint when targeting individuals abroad. Reforming the decision-making process to allow for judicial oversight would accomplish numerous other important goals as well. Aside from providing a valuable check on executive power to take away the most fundamental of freedoms guaranteed by our Constitution—the right to life—judicial oversight would reinforce the separation of powers framework of American government and increase democratic legitimacy by placing these determinations on more predictable and accountable legal grounds. For those fearful of judicial encroachment on executive war-making powers, there is a strong argument that this will actually strengthen the President and empower him to take decisive action without worrying about the judicial consequences. As Justice Kennedy put it, “the exercise of [executive] powers is vindicated, not eroded, when confirmed by the judicial branch.”113 Moreover, though it may be technically legal under international and domestic law, the targeted killing program has become a black spot on American credibility around the globe. The introduction of significant checks on unilateral executive power to target known terrorists can help reform that image and reinstate American moral legitimacy in its use of force against global terrorism.114