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## Objective

The objective of this policy is to provide a framework to ensure that access to Drivio assets is provided in a controlled manner based on business and information security requirements.

The framework is designed to ensure that appropriate controls for access management are established to protect Drivio assets from security threats arising from unauthorized access.

## Scope

This policy applies to specific systems that, from an access standpoint, have significant implications on Drivio’s ability to render its service commitments and safeguard information.

## Policy Statement

Centralized access control is key to ensuring that the correct Drivio staff members access the correct data and systems at the correct level. The principle of least privilege guides Drivio’s access controls. These controls apply to information and information processing systems at the application and operating system layers, including networks and network services.

The confidentiality, integrity, and availability of information stored within the information system of Drivio shall be assured by ensuring that only authorized users have access to specific information assets as needed for their business activities.

## Access Control Policy

### Requirement for Access Control
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### Access Management

#### Access Provisioning

Drivio shall provide access privileges to its systems based on the following principles:
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The minimum requirements for access control are to be achieved using one or both of the following methodologies:
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For Role-based access Control:
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For Rule-based/ Ticket-Based access control:
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#### Management of Privileged Access Rights
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![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAgAAAAICAYAAADED76LAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAk0lEQVQYlWP8//8/w537j/SmLVjVfur8FVcGBgYGM0Od3VkJYZUqinKXGG/fe6iXUdZ66MvXb/wMSICHm+vjjK5qO2YWful5dx880WVAA79+/+Z48fqtPDMzn9SCf//+M6MrYGBgYHj+6o0CEzYJZMBkZqizG5ekmaHObqashLBKHm6uj+iSPNxcH7MSwioZCXkTAGbsQNvAO3eDAAAAAElFTkSuQmCC) Under the principle of least privilege, a staff member should only be granted the minimum necessary access to perform their function. Access is considered necessary only when a Drivio staff member cannot perform a function or action without that access. If an action can be performed without the requested access, it's not considered necessary. The least privilege is important because it protects Drivio and its customers from unauthorized access and configuration changes and in case of an account compromise by limiting access.

#### Management of Passwords and Secret Authentication Information of Users
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This adds an additional barrier even if the password is compromised
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#### Review of Access Rights

There shall be a periodic reconciliation of user accounts and the associated rights. The reconciliation needs to be performed at least annually.

Review of access rights must also include a review of privileges assigned to users.
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#### Removal or Adjustment of Access Rights
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#### Secure Log-On Procedures
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#### Access Monitoring

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAgAAAAICAYAAADED76LAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAk0lEQVQYlWP8//8/w537j/SmLVjVfur8FVcGBgYGM0Od3VkJYZUqinKXGG/fe6iXUdZ66MvXb/wMSICHm+vjjK5qO2YWful5dx880WVAA79+/+Z48fqtPDMzn9SCf//+M6MrYGBgYHj+6o0CEzYJZMBkZqizG5ekmaHObqashLBKHm6uj+iSPNxcH7MSwioZCXkTAGbsQNvAO3eDAAAAAElFTkSuQmCC) For all production infrastructure, logging must be enabled to ensure user accountability is maintained in case of any issues. It is recommended to have additional security measures like an intrusion detection/prevention system to detect any unauthorized access.

## Document Security Classification

Company Internal (please refer to the Data Classification policy for details).

## Non-Compliance

Compliance with this policy shall be verified through various methods, including but not limited to automated reporting, audits, and feedback to the policy owner. Any staff member found to be in violation of this policy may be subject to disciplinary action, up to and including termination of employment or contractual agreement. The disciplinary action shall depend on the extent, intent, and repercussions of the specific violation.

## Responsibilities

The Information Security Officer is responsible for approving and reviewing policy and related procedures. Supporting functions, departments, and staff members shall be responsible for implementing the relevant sections of the policy in their area of operation.

## Schedule

This document shall be reviewed annually and whenever significant changes occur in the organization.

End of Access Control Policy. For version history, please see the next page.
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