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**附件1**

**内容摘要**

本项目语音隐私保护领域基于深度学习的语音脱敏算法为对象，从隐私安全性的角度出发，分析了基于深度学习语音脱敏模型的不可靠性，本项目设计出一种具有针对性常见的基于深度学习的音频脱敏处理方法的攻击方法，提升攻击方法的隐蔽性与恢复数据的完整性，为软件开发商的内部防御测试提供演练方法。

创业团队

**指导教师：**闫红洋副教授从事机器学习数据安全与隐私保护方向研究。目前为止，已发表高水平学术论文30余篇，包括CCF A类或SCI一区期刊，如IEEE TDSC、Science China Information、Sciences、Information Sciences等，其中两篇入选ESI高被引论文，两篇会议论文获得国际学术会议最佳论文奖如CSS2019、ProvSec 2021。

**学生团队：**本项目团队中两位成员为计算机学院创新班成员，其中一位是创新班科研小组组长，具备一定的科研能力，在机器学习、深度学习、人工智能安全领域有较好基础。另外三名人文学院成员都具有良好的文字工作能力，并且在商业规划、商务沟通、宣传策划、预估分析有着不俗的能力，为后续商业计划推动落地提供后发之力。

**创业项目工作基础条件**

**硬件条件:**

拥有70平方米左右的实验室作为实验场地，能够同时容纳小组同时参与实验研究。

拥有学院提供英伟达 V100 GPU，可以提供强大的算力支持。

**团队积累：**

本项目团队中两位成员为计算机学院创新班成员，其中一位是创新班科研小组组长，具备一定的科研能力，在机器学习、深度学习、人工智能安全领域有较好基础。

**师资条件：**

本项目指导老师闫红洋老师在人工智能安全、联邦学习领域有着丰富的经验，可以为项目的计划、开发和论文编写等方方面面提供支持。

**研究积累：**

本项目自2022年7月开始研究，在查阅多篇有关内容论文后，我们提出、修改和完善了多版攻击架构。目前，实验所需的多个深度学习模型已经训练完毕，已有一定的实验结果，同时阶段性成果论文初稿已撰写完成。

**项目市场、财务竞争**

近年来，随着智能语音交互技术和声纹认证产品的快速发展，语音脱敏被广泛应用于语音产品隐私保护中，同时也屡次被不法分子用以实施违法犯罪行为，使得公民隐私具有泄露的风险，而如今学界对语音隐私保护领域的研究成果较少，因此本项目针对目前常见的音频脱敏处理方法提出的攻击方式研究具有很强的时效性，可以为相关研究领域提供及时的帮助。

本项目基于深度学习学习研究框架，结合自动编码器VAE、对抗生成网络GAN等前沿技术进行研究，参考深度学习中图像脱敏的攻击方案，将攻击方案部分设计为神经网络层嵌入原模型网络框架，提出一种设计方案并进行模型训练，在语音脱敏等相关领域具有很强的前沿性，可以更新相关领域的研究方法。

本项目的研究成果通过插入具有隐蔽性、恢复效果良好的语音优化隐写模型，使用较为复杂的（类)自动编码器结构对频谱进行处理，缓解了时序数据出现的数据不吻合问题和Griffin Lim算法的缺点，提高攻击效果，取得更好的实验成果，更好地为语音脱敏技术的更新发展以及语音隐私保护的未来研究提供参考依据，进而为人工智能隐私保护研究助力，具有强大的科技性。

本项目的项目成果作为一种攻击模型，可以为基于深度神经网络的音频脱敏转换模型的软件开发商提供自证服务，同时可以为企业抵御外来恶意攻击提供较好的演练作用，从而促进音频脱敏技术的优化和更新，体现企业对于用户的隐私保护，提高企业口碑和荣誉，具有很强的商业潜力。

**实际操作可行性**

**技术可行性**

1、模型选用：为了导出可用可信的结果，我们选用基于StarGAN的高性能多对多语言角色转换模型StarGAN-VC作为被攻击的对象，并使用当下十分先进的基于卷积神经网络可微分STFT和反STFT层的“Hide and Speak”隐写模型。这些模型都使用Python语言编写而成，使用PyTorch深度学习框架描述自身、管理和运行。

2、数据准备：同样为了结果的质量，我们使用被很多其他研究者信赖并使用的VCC 2016语音转换比赛数据集。这个数据集带有10余种不同的说话者一一对应的一百余条语音样本，已经预先做好了裁剪、预处理、标签和格式转换，适用于我们的模型训练和分析。

3、 模型训练：利用librosa和NumPy预先整理、合并和剪裁VCC 2016数据集中被我们选定的样本，产生相应数据文件。使用在 Anaconda 包管理平台上的 PyTorch 框架，利用英伟达CUDA并行运算、异构计算技术提高训练和推理速度。

4、实验、数据分析：使用和训练时同样的配置，将预先整理的数据使用先前训练的模型进行处理，导出每一步骤的结果音频（脱敏的音频、隐写后的音频和恢复出来的音频），使用科大讯飞说话者声纹识别API量化转化效果，使用NumPy、pandas对结果进行整理。

**商业可行性**

1、随着智能语音交互技术和声纹认证产品的快速发展，语音脱敏被广泛应用至语音产品隐私保护中，同时也屡被不法份子用以实施违法犯罪行为，使得公民隐私保护受到严重威胁。在此情况下，相关企业对隐私保护技术水平的要求有所提高，内测需求缺口扩大。

2、接触使用基于深度神经网络的音频脱敏转换模型的软件开发商，介绍本项目的攻击方法，希冀能够与对方团队达成合作，为其模型提供自证服务。同时，本项目的攻击方法对抵御外来恶意攻击有着较好的演练作用。此举能够加强企业口碑与信誉，与本项目实现合作共赢。

**风险分析**

1、 研究技术外漏，造成更大的信息安全隐患。

2、 项目合法性需进一步申报审批。

3、 需求方不信任，商业推进受阻。