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# Summary

|  |  |
| --- | --- |
| Total Impacted Assets: | 0 |
| Time To Respond: | 0 Minutes |
| Total Dwell Time: | 0 Days |
| Response Duration: | 0 Hours |
| Weaponization: | Unknown |
| Exploitation: | Unknown |
| Data Compromise: | Negative |
| Date Legal Notified: | Not Required |
| Evidence Locker: | SEE NOTES |

Executive summary explanation…

1. Statement 1
2. Statement 2
3. Statement 3

# Risk Of Compromise

The Risk Of Compromise to the organization’s resources and assets is CONFIRMED due to the following factors:

1. X
2. Y
3. Z

# Timelines

The following provides the high level timeline summary of the activities conducted by both the adversaries and the response team members. All times are represented in Mountain Time unless otherwise annotated.

<timeline sequence diagram>

1. 1970-01-01
   1. 00:00:00 [attacker] - <Event>
   2. 00:00:00 [response] - <Description>
2. 1970-01-02
   1. 00:00:00 [attacker] - <Event>
   2. 00:00:00 [response] - <Description>

# Impacted Resources & Assets

The following *GENERAL RESOURCES* **HAVE|HAVE NOT** been negatively impacted:

1. Customer Data
2. Employee Data
3. Financial Data
4. Legal Data
5. Intellectual Property

The following *SPECIFIC CRITICAL ASSETS* **HAVE** been negatively impacted:

1. X
2. Y
3. Z

# Indicators Of Compromise

Indicators Of Compromise (IOC) represent artifacts and attributes observed and collected by response team members and asset owners. IOC supply the evidence to support assertions of a high degree of confidence that adversary activity resulted in successful asset compromise.

## Atomic

1. Atomic artifacts are currently not known / do not exist.

## Computed

1. Computed attributes derived from data elements are currently not known / do not exist.

## Behavioral

1. Logical assertions based on atomic and computed indicators have not yet been developed.

# Cyber Kill Chain

Cyber Kill Chain (CKC) is a systematic analysis process used by response team members and asset owners to identify and communicate the stages of an attack. The patterns, behaviors, tactics, techniques, and procedures (TTP) used by adversaries are described using this analysis to subsequently develop Courses Of Action designed to target and engage adversaries.

## Reconnaissance

1. Reconnaissance TTP are not currently known / do not exist.

## Weaponization

1. Weaponization and payload TTP are not currently known / do not exist.

## Delivery

1. Delivery TTP are not currently known / do not exist.

## Exploitation

1. Exploitation TTP are not currently known / do not exist.

## Installation

1. Installation TTP for creating maintained persistensence are not currently known / do not exist.

## Command and Control

1. Command and Control TTP for maintaining persistence are not currently known / do not exist.

## Actions on Objectives

1. Actions on Objectives TTP for achieving goals are not currently known / do not exist.

# Courses Of Action

Courses Of Action (COA) derived from the Cyber Kill Chain represent the countermeasures, containment & eradication, and recovery actions that are being deployed by response team members and asset owners to target and engage adversaries.

## Inventory

1. There are no current COA to inventory assets associated with the vulnerability / exploit / compromise / adversaries.

## Containment & Eradication

### Detect

1. There are no current COA to detect the vulnerability / exploit / compromise / adversaries.

### Deny

1. There are no current COA to deny the vulnerability / exploit / compromise / adversaries.

### Disrupt

1. There are no current COA to disrupt the vulnerability / exploit / compromise / adversaries.

### Degrade

1. There are no current COA to degrade the vulnerability / exploit / compromise / adversaries.

### Deceive

1. There are no current COA to deceive the vulnerability / exploit / compromise / adversaries.

### Destroy

1. There are no current COA to destroy the vulnerability / exploit / compromise / adversaries.

## Recovery

1. There are no current COA to recover compromised assets.

# Opportunities For Improvement

Opportunities For Improvement (OFI) impart recommendations based on findings of response team members and asset owners during each phase of the response. These recommendations are provided to help reduce attack surfaces, enhance security posture, improve operational readiness, and boost the effectiveness of future response.

## Preparation

1. There are no current preparation OFI.

## Identification

1. There are no current identification OFI.

## Containment

1. There are no current containment OFI.

## Eradication

1. There are no current eradication OFI.

## Recovery

1. There are no current identification OFI.

# Notes

|  |  |
| --- | --- |
| Evidence Locker Location: |  |
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