# Description narrative – Cas d’utilisation

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **N#** | **Auteur** | **Cree le** | **Modifié le** | **Acteur principal** | **Acteur secondaire** |
| PF\_CU\_01 | Axel, Hugues, François | 2019-01-16 | 2019-01-16 | Employé ou responsable |  |
| Titre | Connexion | | | | |
| Résumé | L’employé entre son identifiant et mot de passe. Si les informations sont bonnes l’employé est donné accès au système, sinon il est invité a corrigé les corriger. | | | | |
| Préconditions | Un employé essai de se connecter au système | | | | |
| Scenario nominal | * Le système invite l’employé a entré ses informations de connexion * L’employé entre son identifiant et son mot de passe * Le système valide les informations * Le système donne accès à l’employé | | | | |
| Scénarios alternatifs | * A1 : Annulation de l’authentification   + A1.1 : Ferme la session * A2 : Employé est un responsable   + A2.1 Le système donne des accès supplémentaires à l’employé | | | | |
| Exceptions ou erreurs | * E1 : Information de connexion incorrecte   + E1.1 Le système retourne au premier point | | | | |
| Postconditions | L’employé a accès au système | | | | |