**《家之安设备管理平台》接入说明**

接入方承诺：

1.禁止将接口文档及接口技术实现方式公开或授予第三方使用  
2.禁止将AppId、Appsecret 、token、加解密算法及密钥与接口访问权限相关内容公开或授予第三方使用  
3.禁止通过接口恶意拉取数据  
如：  
 1）频繁使用错误的账号获取Token  
 2）用错误的Token频繁访问家之安服务器  
 3）用不存在的设备频繁进行注册或获取数据等其他操作  
 4）短时间内频繁的重复获取设备列表  
 5）短时间内频繁下发相同指令  
 6）短时间内频繁获取同一设备的历史记录或设备详情  
 以上数据应该本地缓存避免频繁获取  
 7）使用接口规范外的错误指令访问我方服务器  
 必须按照最新版本接口文档的接口规范进行数据访问  
4.禁止恶意攻击我方服务器  
 通过网络工具或手段恶意访问我方公开提供给第三方的服务器

5. 提供的推送Url需要支持POST请求，确保在通过POST方式访问时，能够返回正常的状态码(Status Code)：200。  
  
 **敬请严格按照上述内容执行，上述限制如发现有家之安将视情况对接入方平台进行提醒或直接禁用，造成的损失由接入方承担。**

**最终解释权归家之安所有。**

**接入方：**

**授权代表：**

**日期： 年 月 日**

**接入方填写：**

|  |  |  |  |
| --- | --- | --- | --- |
| 公司名称： |  | | |
| 联 系 人： |  | | |
| 办公电话： |  | | |
| 移动电话： |  | | |
| 邮 箱： |  | | |
| 公司地址： |  | | |
| 商务负责人： |  | 移动电话： |  |
| 技术负责人： |  | 移动电话： |  |
|  | | | |
| 推送Url： | 推送Url需要支持POST请求，访问时能够返回状态码：200。 | | |
| 数据是否加密： |  | | |

**家之安填写：**

|  |  |
| --- | --- |
| appId： |  |
| secret： |  |
| 秘钥： |  |