# ALGORITHM VULNERABILITY ASSESSMENT

|  |  |  |  |
| --- | --- | --- | --- |
| Algorithm type | Algorithms | Vulnerability in post quantum era | Justification |
| symmetric algorithm | Advanced Encryption Standard(AES) | None | Quantum computer on Grover’s algorithm with clock rate of 2THz would take a million years to break AES-128 (JimakosJimakos, 2024). |
|  | Twofish | None | Safer as it supports only 256 bit and not vulnerable to bruteforce. |
|  | Serpent | None | High security margin only second to AES. |
|  | Data Encrption Standard (DES) | None, Outdated | Uses 56-bit key (Grabbe, 2022). |
|  | Blowfish | None | Can take upto 448 bits. |
|  | Secure Hashing algorithm (SHA) | None | Uses 256 bits hashing algorithm against collision vulnerabilities and brute force attacks (Harish, 2024). |
| Asymmetric algorithm | Rivest Shamir Adleman (RSA) | Vulnerable | Succeptable to big enough quantum computer that uses qubits. |
|  | Elliptic Curve Cryptography (ECDSA, ECDH) | Vulnerable | Quantum computers can solve ECDLP efficiently (ExperiMENTAL, 2024). |
|  | Finite Field Cryptography (DSA) | Vulnerable | Quantum computational ability can crack it in days if not hours. |
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