PT AF REPORT

{{ webapp }}

{{ start\_date }}

{{ end\_date }}

# Attacks by Severity

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **{{ num\_of\_high\_attacks }}**  high severity attacks |  | **{{ num\_of\_medium\_attacks }}**  medium severity attacks |  | **{{ num\_of\_low\_attacks }}**  low severity attacks |  | **{{ num\_of\_info\_attacks }}**  info severity attacks |

# Timeline of Attacks

{{ attack\_dynamics\_img }}

# Attacks by Type

{{ attacks\_by\_type\_img }}

# Top 10 Sources of Attacks

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| {{ top\_10\_of\_attackers\_ip\_img }} | |  |  | | --- | --- | | **IP** | **# of Requests** | | {%tr for r in top\_10\_of\_attackers\_ip\_tbl %} | | | {{ r.ip }} | {{ r.num\_of\_events }} | | {%tr endfor %} | | |

# Top 10 Countries of Attacks

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| {{ top\_10\_of\_attackers\_cn\_img }} | |  |  | | --- | --- | | **Country** | **# of Requests** | | {%tr for r in top\_10\_of\_attackers\_cn\_tbl %} | | | {{ r.cn }} | {{ r.num\_of\_events }} | | {%tr endfor %} | | |

# Top 10 Browsers of Attacks

|  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| {{ top\_10\_of\_attackers\_ua\_img }} | |  |  | | --- | --- | | **User Agent** | **# of Requests** | | {%tr for r in top\_10\_of\_attackers\_ua\_tbl %} | | | {{ r.ua }} | {{ r.num\_of\_events }} | | {%tr endfor %} | | |

# Protectors and Rules

{%p if http\_enabled %}

## HTTP Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in http\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if hmm\_enabled %}

## HMM Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in hmm\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if csrf\_enabled %}

## CSRF Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in csrf\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if ddos\_enabled %}

## DDoS Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in ddos\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if sqlinjection\_enabled %}

## SQL Injection Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in sqlinjection\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if xss\_enabled %}

## XSS Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in xss\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if openredirect\_enabled %}

## Open Redirect Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in openredirect\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if xml\_enabled %}

## XML Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in xml\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if icap\_enabled %}

## ICAP Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in icap\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if rule\_engine\_enabled %}

## Rule Engine

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in rule\_engine\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if csp\_enabled %}

## CSP Protector

|  |  |  |
| --- | --- | --- |
| Правила протектора | Режим включения | Изменение режима работы протектора, внесение изменений в протектор |
| {%tr for r in csp\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if response\_filter\_enabled %}

## Response Filter

Модуль для проверки и корректировки HTTP-ответов с целью предотвращения утечки данных.

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in response\_filter\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if wafjs\_enabled %}

## WafJs

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in wafjs\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if auth\_oracle\_enabled %}

## ACL Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in auth\_oracle\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if auth\_ldap\_enabled %}

## LDAP Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in auth\_ldap\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if ip\_enabled %}

## Blacklist Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in ip\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if session\_enabled %}

## Session Tracking

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in session\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if json\_enabled %}

## JSON Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in json\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if rvp\_enabled %}

## RVP Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in rvp\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}

{%p if script\_engine\_enabled %}

## Script Engine Protector

|  |  |  |
| --- | --- | --- |
| **Rule** | **Mode** | **Notes** |
| {%tr for r in script\_engine\_rules %} | | |
| {{ r.name }} | {{ r.mode }} |  |
| {%tr endfor %} | | |

{%p endif %}