**ANSIBLE**

1. /update

Использование сомнительного источника обновлений (specialrepo.com/hacker-tools)

1. /docker-compose

Широкие права для использования docker-compose (0777)

1. /users

Пароли и ключ записаны в плейбуках privvars и main

1. /ufw

Неизвестно, для чего открыты порты 1334, 1773, 22

1. Cоздан пользователь hideadmin:P@ssw0rd

**5ICH**

Автор приложения: Andrey Ignatov

Способ развертывания: Docker

Язык программирования: Python

Уязвимое место: XSS, недостаточная проверка данных

Вердикт:   
1. Добавить санитацию ввода

2. Проверять входные данные

3. Использовать безопасную библиотеку для обработки XML

**phpMyAdmin**

User: pma

Pass: pmapass

Остались в config.inc.php

Пароль не входит в rockyou.txt