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| **Meeting Date:** | **Sunday, October 18, 2020** | |
| **Meeting Time:** | 11:00 AM – 12:30 PM | |
| **Topics:** | **URMS New development Security Checking process** | |
| **Venue:** | Online Platform (Google Meet) | |
| **Attendees:** | 1. Mohammad Shahriar Rahman, PhD 2. Nahid Ahmad(VPCS) 3. Tawfiqa Ahmad(VPCS) | 4. Arif Billah Al Mamun 5**.**Barun Kanti Das |
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| SL | Particular | Remarks |
| 1 | URL of Result entry | Masking, Encrypted, Use GUID for sensitive data, Validate Anti-Forgery Token |
| 2 | SQL Injection | VPCS said not found SQL Injection. |
| 4 | Lock/Unlock Process | Some Sections were unlocked but now they are fixed. |
| 5 | Change Result Notification | After result publication if any result is changed/modified then the a new report will generate regarding changing result based on semester, course, section and date wise. (Data should be User Info, Date, Time, Which Student Grade change etc) |
| 6 | Session Implementation | Done |
| 7 | Tracking for result Entry | Below process can follow for tracking the process   1. IP Tracking 2. MAC tracking 3. OTP through email 4. New Device Entry |
| 8 | Un-authentication accesses | Implement the anonymous access blocking in the AWP system |
| 9 | Load Balancing | Check the new AWP application load balancing |
| 10 | Report on Security checking | All necessary security checking report submit to ULAB IT and ULAB ITO test all the process |